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Every lawyer in Primerus 
shares a commitment to 
a set of common values 

known as the Six Pillars:

Integrity
Excellent Work Product

Reasonable Fees
Continuing Legal Education

Civility
Community Service 

For a full description of these values, 
please visit www.primerus.com.
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A Bright Future
Throughout this year, Primerus has been 
celebrating its 25th anniversary. As we 
look back over the years, we realize there 
is much to celebrate about our past, and 
much to look forward to in our future. 
	 When we founded Primerus, we set 
out to find the highest quality small and 
mid-sized law firms, all of whom were 

committed to the high standards we 
set out in the Six Pillars (integrity, 
excellent work product, reasonable fees, 
continuing legal education, civility and 
community service). Twenty-five years 
later, we now have 180 member firms 
with 2,500 lawyers in nearly 50 countries 
around the world, as well as 45 states in 
the U.S. 
	 With the legal industry—and the 
world around us—changing at such a 
rapid pace with technological advances, 
it’s impossible to predict what our 
profession will look like in another 25 
years. But I firmly believe that the model 
we have created with Primerus holds the 
future for small to mid-sized firms and 
their trusted clients around the world. 
	 As we have seen in so many 
industries, it’s going to be more and 

more difficult for the small to mid-
sized firms to practice in isolation in a 
global marketplace. By bringing many 
of the world’s finest law firms together 
under the umbrella of Primerus, we 
help them not only survive, but thrive, 
in an increasingly competitive legal 
environment.

	 At the same time, we do a great 
service to clients around the world by 
showing them how to find exactly what 
they need—quality legal services at 
reasonable fees. Just as globalization 
represents opportunity for many, it 
comes with its share of challenges. We 
frequently hear from clients how pleased 
they are that we can help them when they 
need representation in a new jurisdiction. 
No longer do they have to worry about 
finding law firms and screening them 
for quality and reasonable fees, because 
we have done that work for them. They 
can turn to Primerus firms time and time 
again, knowing they’re getting nothing 
but the best. 
	 We also encourage members and 
clients to develop relationships that go far 
beyond shaking hands. Through events 
like the Primerus Defense Institute 
Convocation and other efforts including 

the Primerus Client Resource Institute, 
we give attorneys and clients the chance 
to get to know one another, learn from 
one another and build trust and loyalty. 
	 Clients also gain the advantage 
of a worldwide network of firms that 
often know one another well and are 
accustomed to collaborating. Our

members, whatever their location, have 
access to international legal services 
with trusted colleagues—and they will 
personally see that you get what you 
need, where you need it.
	 As we look ahead to the next 25 
years, I cannot help reflecting on Abe 
Lincoln’s famous quote, “The best way 
to predict the future is to create it.” At 
Primerus, we are working hard to both 
predict and create our future, as we 
seek to achieve our ambitious goal of 
becoming the finest and largest provider 
of legal services in the world. 
	 I believe the future for our members 
and their clients is bright. We invite you 
to join us on that journey. 

President’s Podium
John C. Buchanan

“The best way to predict the future is to create it.” At Primerus, we are working 		

hard to both predict and create our future, as we seek to achieve our ambitious goal 	

of becoming the finest and largest provider of legal services in the world.  



The list of changes in the legal industry 
since Primerus was founded 25 years ago 	
is seemingly endless.
	 Technological advances. Creation of 
new practice areas to address evolving 
client needs. The advent of lawyer 
advertising. Globalization. Upheaval 
following the world financial crisis of 2008.
	 With the pace of change only 
accelerating, legal experts agree it’s hard 	
to predict what the legal profession will 
look like in the next 10 years, let alone 	
25 years. 
	 According to the 2017 Law Firms in 
Transition, an Altman Weil survey, 72 
percent of managing partners and law firm 
chairs said “yes” when asked, “Going 
forward do you think the pace of change 	
in the profession will increase?” 

	 So law firm leaders agree change is 
coming, and it’s coming fast, but are 		
they ready? 
	 As Primerus celebrates its 25th anniver-
sary this year, we take this opportunity 	
to look ahead. What challenges and oppor-
tunities lay ahead? And how is Primerus 
helping some of the world’s finest law firms 
and their clients prepare?
	 “I believe what we have started with 
Primerus is where the future is going to 
be for small to mid-sized law firms,” said 
Primerus Founder and President John C. 
“Jack” Buchanan. “In a globalized world 
with rapid technological advances, it’s 
going to be more and more difficult for 
small to mid-sized firms to practice law in 
isolation, and for clients to find quality legal 
representation for a good value anywhere in 
the world. Primerus is the answer for both.” 

Trends to Watch 
Thomas Clay, principal of Altman Weil 
with 30 years’ experience as a legal 
consultant, will speak about global trends 
in the legal industry at the 2017 Primerus 
Global Conference, October 4-7, in 
Vancouver, British Columbia, Canada. 
He’ll offer Primerus members a window 
into upcoming trends, which he said are 
the “proverbial threat or opportunity,” 
depending on how firms approach them. 
	 “No law firm—small, medium sized, 
enormous—is going to escape some of the 
dynamics and trends that are out there. 
None,” said Clay, co-author of the 2017 
Law Firms in Transition survey report. 
“You have to be thinking about what is 
already going on, and more importantly, 
what will continue to go on.”

Primerus Looks Ahead: 
Trends in the Legal Industry
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	 At the top of Clay’s list of trends 
that law firms must embrace are three 
things: commoditization of legal work, 
advancement of artificial intelligence 
(AI), and decreasing demand for 
traditional legal services. 

Commoditization of Legal Work 
“It goes up and down the scale with 
every firm and every practice,” Clay 
said about commoditization. “So we’re 
seeing the biggest firms with the most 
lucrative practices dealing with issues 
of commoditization, as well as small 
firms who might be facing things like 
LegalZoom and other alternative service 
providers.”
	 To critics who wonder whether the 
commoditization of legal services is 
cyclical, Clay says no.
	 “Once goods and services have been 
reduced in terms of cost because of 
efficiencies, the market will never let it 
go back,” he said. “It’s the proverbial 
threat and opportunity. So if you embrace 
it, and some firms are, and take it to the 
market, that’s great.”

Artificial Intelligence
Clay hopes most lawyers have heard of 
Watson, and are ready to make friends 
with “him.” 
	 Watson, IBM’s computer system 
capable of answering questions, is one 
form of AI that could have a big impact 
on the legal industry. 
	 “It’s not science fiction. It’s in the 
market,” Clay said. “If you look at it, 
and see what AI will be able to do, if you 
get in front of it, you can harness that as 
a tool and use it to your advantage. You 
will not only survive, but thrive.”
	 Technological advances and AI level 
the playing field in the legal world, 		
Clay said. 

	 “In the very, very near future, a solo 
practitioner would have at his or her 
fingertips all of the information and data 
that a lawyer in a 1,000-lawyer firm 
would have at his or her fingertips,” Clay 
said. “And then if you marry it with AI, 
on our iPhones, everyone will be equal.”
	 Areas like AI also present 
opportunities for organizations like 
Primerus to collaborate and help 
members stay on top of the trends and 
better serve their clients. 
	 Primerus Senior Vice President of 
Services Chad Sluss said Primerus offers 
members partnerships with several legal 
service providers, including LegalSifter, 
a company which helps law firms start 
to embrace AI. Primerus members get 
a 15 percent discount off the company’s 
products, including ContractSifter, which 
sifts through stacks of contracts.

Decreased Demand 
Another trend clear in the 2017 Law 
Firms in Transition Survey is the ongoing 
decreasing demand for traditional legal 
services. 
	 “If you look at the data from 10 years 
before the recession [in 2008] and the 
data now, it’s very clear that the amount 
of traditional hourly legal work has 
diminished greatly and is continuing 
to go down,” Clay said. “So the hope 
that demand will return is not rational. 
Demand isn’t going to return to the levels 
that it was.”
	 That could spell bad news for 
lawyers, but Clay sees it as an 
opportunity as well. 
	 He describes four buckets of work 
lawyers do: advocacy, counseling, 
process and content. 
	 Process and content (including due 
diligence, document drafting, research, 
document assembly, document review) 
are two buckets where commoditization 
is happening. 
	 “I think most lawyers will tell 
you that’s not the stuff that’s fun or 
interesting,” Clay said. “Now a lot of 
that, like e-discovery, is being done 
by alternative service providers or 
technology.”
	 Advocacy and counseling are the 
work Clay called “real lawyering.” 

	 “I believe in my heart that we will get 
back to lawyers being more real lawyers,” 
he said.  

The Heart of ‘Real Lawyering’
John Hemenway, a founding partner 
of Primerus member firm Bivins & 
Hemenway in Tampa, Florida, said his 
firm is watching closely and planning as 
Florida is exploring an electronic wills 
act. The act will legalize electronic wills, 
therefore allowing those with modest 
estates to get wills faster and cheaper from 
online services without involving a lawyer. 
	 This will likely cause Bivins & 
Hemenway to lose some of its introductory 
estate planning clients, Hemenway 
said, but they’re choosing to see it as 
an opportunity to build even deeper 
relationships with their clients. 
	 “This will probably delay some of the 
initial meetings we have with clients. For 
that basic document that a computer can 
do, they might not need to come see us,” 
he said. “But we are focusing on building 
relationships and deepening relationships 
we have with existing clients so that they 
will come see us once their needs evolve 
a little more … once they decide that they 
are beyond what a computer can do and 
they need a human.”
	 In his role as chairman of the Primerus 
Young Lawyer’s Section, Hemenway is 
passionate about helping young lawyers 
make the connections and learning the 
skills needed to succeed in the legal 
profession of the future. (The section is 
designed for Primerus attorneys under the 
age of 40 or who have been admitted to 
practice for seven years or less.)
	 When asked what excites him and 
scares him about the future of the legal 
industry, he has one answer: “Robots, for 
both,” he said. 
	 “The fear relates back to the pace 
of development,” Hemenway said. “It’s 
harder to keep up. You also don’t have 
the benefit of learning from the mistakes 
of early adopters because the time 
frame is crunched down. Going forward 
we are going to see where you have to 
be nimble and prepared for these fast 
developments.”
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	 But he’s excited because he sees 
the same opportunity Clay called “real 
lawyering.”
	 “This gives us the opportunity to 
be in the counselor role, not just the 
draftsman,” Hemenway said. “We can 
get involved and have deeper client 
relationships that are really more 
rewarding. It gives us a chance to step 
back, to look at what our role is and where 
we offer the most value.”

Primerus in the Next 25 Years
This “real lawyering” is at the heart of 
what Primerus brings to clients.
	 “When you see that a firm is a member 
of Primerus, you know that it meets the 
highest of standards, without exception,” 
Buchanan said. “But we go beyond even 
that. Primerus not only provides excellent 
legal services; it offers attorneys who are 
strategic partners, trusted advisors and 
good friends.” 
	 Dale Thornsjo, shareholder with 
Primerus member firm O’Meara, 
Leer, Wagner & Kohl in Minneapolis, 
Minnesota, said developing those trusted 
relationships with clients is why his firm 
first joined Primerus 10 years ago.
	 “We came on board because our firm 
very much believes that the concept of 
relationships is the most important aspect 
in the practice of law,” Thornsjo said. “We 
felt Primerus’ Six Pillars were very much 
the same values as ours. It fit with us, and 
it’s been a very rewarding relationship for 
us.”
	 As a member of the Primerus Defense 
Institute executive committee, he believes 
the future will allow Primerus firms to 
be on the leading edge of helping clients 
find the best value for legal advocacy and 
counseling. In the insurance industry, 
Thornsjo said, metrics and performance 
markers increasingly drive retention 
decision making.  
	 “Metrics allow clients to more 
effectively see what the cost of legal 
service is and what the value is,” he said. 
Thornsjo believes this trend will only 
benefit Primerus firms.

	 “Small and medium-sized law firms 
can and do provide similar quality, and 
many times superior quality, work as 
the major firms do,” he said. “We have 
a better opportunity to represent clients 
when we not only have a great relationship 
with the client developed by and 
through Primerus, but we can also better 
appreciate their business needs driven by 
their internal metrics program.”
	 Primerus also offers members the 
unique opportunity to collaborate to better 
meet clients’ needs. 
	 Arthur Roeca of Primerus member firm 
Roeca Luria Shin in Honolulu, Hawaii, 
said that since joining Primerus in 2009, 
he has been able to better serve his clients 
if they have a legal problem outside 
of Hawaii by referring them to fellow 
Primerus attorneys.
	 His work for Costco provides a perfect 
example. Roeca’s firm was asked to step 
in as defense firm on a matter for Costco. 
After a successful resolution, Tony 
Jaswal, director of claims for Costco in 
Issaquah, Washington, wanted Roeca’s 
recommendations for how to find other 
quality lawyers. 
	 So Roeca put together a team of five 
Primerus colleagues from around the 
country—Chicago, San Diego, Tampa, 
New York and Seattle—to meet with 
Jaswal and his team. Jaswal later attended 
the PDI Convocation in Napa, California, 
and the next year, he brought a colleague 
as well. 
	 Now, Jaswal is a member of the 
Primerus Client Resource Institute. 
Launched last April, the institute brings 
together in-house legal counsel, risk 
managers, claims managers and corporate 
executives responsible for legal affairs 
from around the world. 
	 Jaswal said he currently works with 
about four Primerus law firms.
	 “Primerus is a great organization 
with very high caliber law firms,” Jaswal 
said. “I’m pleased to have Primerus as 
a resource when I’m looking for legal 
representation.”
	 He’s also impressed with the quality of 
the Primerus events he has attended. “The 
time I have spent at Primerus events has 
been time well spent,” he said. 

	 Now, Jaswal shares his positive 
experience with Primerus with other 
corporate counsel.
	 “I encourage others to reach out to 
Primerus,” he said. 

Looking Ahead
As Primerus moves into the next 25 
years, Buchanan said the society aims to 
achieve the ambitious goal of “becoming 
the finest and largest provider of legal 
services in the world.”
	 The path to achieving this goal 
means continuing much of the same 
efforts of the past 25 years—finding 
the finest small to mid-sized law firms 
in cities around the world and banding 
them together to better serve clients 
with quality legal work for reasonable 
fees. Included in this path are internal 
goals, such as continuing to develop 
state-of-the-art internet and social media 
marketing services that make it easier for 
clients to find Primerus firms; expanding 
the Primerus Client Resource Institute 
to foster deeper relationships between 
clients and their Primerus member 
attorneys; and continuing to grow 
around the world. Primerus also plans to 
expand its efforts to provide outstanding 
continuing legal education for members 
and clients, based on interest from 
those who have participated in Primerus 
educational events in the past. 
	 Primerus recently appointed a 
Long Range Planning and Succession 
Committee to begin the hard work of 
planning for the future. 
	 “When we founded Primerus 25 
years ago, we started with a handful of 
attorneys who were concerned about the 
deterioration of the ideals of the legal 
profession we all loved,” Buchanan 
said. “We wanted to do something 
about it, and we did. Now, Primerus is 
a global organization with 180 member 
firms in nearly 50 countries. I can only 
imagine what the next 25 years will 
bring as continue to re-imagine the legal 
profession we all want for the future.”
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Don’t Fight a Two-Front War 
So you’ve been sued in a business 
dispute, and there are claims of fraud, 
conversion or embezzlement. Your civil 
suit has possible criminal implications. If 
no criminal action has been commenced, 
the defendant must be mindful of the risk 
of future criminal exposure. That could 
mean asserting the Fifth Amendment 
Privilege.
	 If a criminal action has been 
commenced, don’t fight a two-front 
war. A defendant must consider filing 
a motion to stay the civil action. In 
California, the Ninth Circuit’s opinion 
in Keating sets forth the factors courts 
will examine in considering a Motion to 

Stay. If granted, a motion to stay could 
profoundly improve your chances of 
success in both actions.
	 Potential criminal exposure can be 
crippling to the defense of a civil case. 
If you invoke your Fifth Amendment 
privilege, you cannot tell your version of 
the disputed events. On the other hand, 
if you don’t invoke the privilege, you 
expose yourself to potential criminal 
prosecution and the possibility of being 
sentenced to jail. The solution is to 
seek a stay of the civil action until the 
criminal case is concluded.
	 In the western U.S., the seminal case 
on the stay issue is Keating v. Office of 
Thrift Supervision (9th Cir. 1995) 45 
F.3d 322. In Keating, the Ninth Circuit 
established five factors that courts should 
consider when a stay is sought:

1.	 The interest of the plaintiff in 
proceeding expeditiously with the 
litigation or any particular aspect 
of it, and the potential prejudice to 
plaintiff of a delay;

2.	 The burden which any particular 
aspect of the proceedings may impose 
on defendants;

3.	 The convenience of the court in the 
management of its cases, and the 
efficient use of judicial resources;

4.	 The interests of persons not parties to 
the civil litigation; and

5.	 The interest of the public in the 
pending civil and criminal litigation.

	 One factor is relatively easy to 
establish. The burden imposed on the 
defendants if a stay isn’t ordered is the 
reason to seek a stay in the first place. 
The moving defendant need only show 

that absent a stay, the defendant will 
be forced to choose between his Fifth 
Amendment privilege or defending 
himself in the civil case.
	 Although identified in Keating, some 
of the factors either aren’t an issue or are 
also easily established. The interests of 
persons not parties to the subject action 
are often absent from a case. So, too, is 
the interest of the public in the particular 
criminal and civil litigation.
	 Similarly, the “convenience of the 
court” is merely a reiteration of an 
accepted principal that trial courts 
have inherent power to stay a case in 
the interests of justice and to promote 
judicial efficiency. A party opposing a 
stay would be hard pressed to convince 
a trial judge that it would be more 
convenient to have two cases proceeding 
simultaneously, with all of the attendant 
problems it would pose for pre-trial 
discovery and trial.
	 The one Keating factor that is likely 
to prompt a strenuous opposition from 
the plaintiff is “the interest of the 
plaintiff in proceeding expeditiously.” It 
goes without saying that virtually every 
plaintiff wants his or her case to proceed 
expeditiously and will argue against the 
delay that would be caused by a stay. 
There are, however, several arguments 
that the defendant can offer to blunt 
plaintiff’s opposition.
	 First, the amount of delay caused by 
a stay is entirely a matter of conjecture. 
Many criminal cases are resolved without 
a trial and some are dismissed outright 
for one reason or another (key witness 
lost, statute of limitations, etc.). In 
those cases the delay could be minimal. 
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Moreover, such speculation about delay 
to the civil case while awaiting the 
outcome of the criminal case is contrary 
to the Sixth Amendment right to a speedy 
criminal trial in the U.S. Constitution. 
	 In contrast, a plaintiff in a civil case 
does not have a “right” to a speedy trial. 
There are many factors which go into 
when a civil case is set for trial. That 
is why many courts have trial setting 
conferences and why the general rule is 
that setting the date for trial is left to the 
sound discretion of the court.
	 Beyond the Keating factors, it is 
important to recognize that a business 
entity (as opposed to an individual) does 
not possess a Fifth Amendment right 
against self-incrimination. Typically, one 
or more company officers or high-level 
employees have criminal exposure along 
with the company. There is case law 
allowing a stay to be expanded to include 
a company if certain circumstances 
warrant it. The individual facing 
criminal exposure must be the source 
of information that is important to the 
company’s defense. It must be shown that 
if that individual invokes his or her Fifth 

Amendment privilege, the company will 
be unable to adequately defend itself. In 
that situation, the fate of the company is 
so dependent upon the individual, courts 
will usually extend the stay to cover the 
company.
	 It is likely that a plaintiff will 
oppose extending the stay to include the 
company by arguing that there are other 
individuals with sufficient knowledge 
that aren’t facing criminal exposure 
who can testify and not invoke the 
Fifth Amendment privilege. In order to 
overcome this argument, you must show 
that regardless of the availability of 
other witnesses, the unavailability of a 
key witness due to the Fifth Amendment 
critically harms the company’s defense. 
In addition, there is a practical argument 
favoring extending the stay to the 
company. It makes little, if any, sense 
to issue a stay covering an individual 
defendant, yet allow the civil case to 
proceed against the company. How could 
that possibly work in practice?
	 The surrounding circumstances 
can impact the strength of a motion to 
stay a civil action. The motion’s chance 
of success is greater where a criminal 

action has been commenced as opposed 
to a situation where it hasn’t but is an 
obvious risk. Often times the plaintiff in 
the civil action is also the complaining 
party that caused the commencement 
of the criminal action. That fact bears 
mention in the stay motion, as it can 
be argued that the plaintiff caused the 
defendant’s dilemma. 
	 A plaintiff may even go so far as to try 
to use the criminal case for an advantage 
in the civil case. For example, a plaintiff 
might try to extort a settlement arguing it 
would earn the defendant leniency in the 
criminal action for making “restitution.” 
Such conduct is improper per the 
California Rules of Professional Conduct, 
Rule 5-100. If that were to occur, it 
would certainly strengthen a motion to 
stay the civil action.
	 A motion to stay a civil action until 
the disposition of a parallel criminal 
action is well worth the effort. Each case 
can be dealt with separately and on its 
own merits. More importantly, if granted, 
a motion to stay allows for a full and 
complete defense of both cases.
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Employers, Get Ready: Paid Family Leave 
is Coming to a Jurisdiction Near You
Historically in the United States, paid 
leave time has been a discretionary 
benefit that employers could choose to 
offer, or not. In most states and at the 
federal level, sick leave and other forms 
of paid time off were matters of employer 
policy and/or collective bargaining, not 
state and federal law. On the one hand, 
employers had the flexibility to design a 
benefit system that was appropriate for 
their business; on the other, employees 
who needed time off for serious illness or 
to care for a family member had little or 
no legal protection. 

	 In 1993, President Bill Clinton signed 
the Family Medical Leave Act (FMLA), 
which provides a maximum of 12 weeks 
of unpaid job-protected leave annually to 
an employee who is absent because of his 
or her own serious health condition or that 
of a family member. The FMLA applies 
to employers with 50 or more employees. 
States are free to enact their own, more 
expansive standards, and many have done 
so over the years. 
	 Now in 2017, paid leave programs 
of various kinds are popping up in 
cities and states throughout the country. 
Some of these programs are targeted at 
providing paid sick leave to employees; 
others address both paid sick leave and 
family medical leave. As more and more 
states enact their own paid leave laws, 
employers with employees in multiple 
jurisdictions may find themselves subject 
to a variety of requirements with little 
rhyme or reason. 
	 This past spring, the White House 
expressed interest in enacting some form 
of federal paid family leave, and a rumor 
is circulating that House Republicans 
may introduce a bill to exempt employers 
who provide a certain amount of paid 
leave time from the growing patchwork 
of city and state laws. This article will 
review in depth the provisions of the New 
York Paid Family Leave Law, which is 
scheduled to take effect January 1, 2018.

New York Joins the Ranks 		
of States Offering Mandatory 
Paid Family Leave
As of January 1, 2018, New York will 
join California, New Jersey and Rhode 
Island in implementing a comprehensive 
paid family leave benefit covering most 

private sector employees. This employee-
funded, job-protected, paid leave benefit 
will be mandatory for private sector 
employees (unless they opt-out—see 
below), while public-sector employers 
will be able to opt their employees in 
if they choose. Collectively-bargained 
employees can only be excluded if they 
have access to a benefit that is at least 
as favorable as the state-mandated paid 
family leave law (PFLL). 
	 Unlike the FMLA, this new law will 
apply to most private sector employers 
in New York regardless of how many 
employees they have. Employers who are 
accustomed to administering leave under 
the FMLA will find many of the PFLL 
provisions familiar. Smaller employers 
may be more challenged by aspects of 
this law. Employees will need education 
regarding this new benefit and how it can 
be used. Aligning existing leave laws and 
benefits with the new PFLL will present 
challenges to all. 
	 The PFLL will be administered by 
the Workers Compensation Board, which 
issued proposed regulations on February 
22, 2017. Revisions to the proposed 
regulations, with an additional 30-day 
comment period, were issued in May, and 
the regulations were finalized July 10. 

What Can Leave Time 		
Be Used For?  
The PFLL is not a paid sick leave 
program. Under the PFLL, leave time 
can be used only for a family illness or 
other specified situations, including: 

•	 Providing care for close family 
members with serious health 
conditions 
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•	 Bonding with a newborn during the 
first 12 months following birth or 
adoption (even if the child was born 
or placed for adoption before January 
1, 2018)

•	 Meeting birth, adoption or foster care 
obligations

•	 Attending to a qualifying exigency 
(as defined under the federal FMLA) 
arising from the service of a family 
member in the Armed Forces of the 
United States. 

	 “Family members” are defined as 
spouse, domestic partner, child, parent, 
parent-in-law, grandparent or grandchild.  

Who is Eligible?
Full-time employees who work 26 weeks  
for a covered employer are eligible to file 
a claim for leave. Part-timers (defined in 
the regulations as those who work less 
than 20 hours per week) are eligible after 
working 175 days for a covered employer 
within a 52-week period. Claims will 
be filed with the insurance carrier and 
must be supported with medical or other 
relevant proof.   

What is the Timeline and 	
How Much is the Benefit?
PFLL is to be phased in over four years. 
In 2018, qualifying employees will be 
eligible for eight weeks of PFL; this will 
increase by one week per year and by 
2021, the benefit will reach its maximum 
of 12 weeks. 
	 The benefit amount will start at 
50 percent of the employee’s average 
weekly wage, and will rise each year 
through 2021 until it equals 67 percent 
of the employee’s average weekly wage. 
Benefits are capped by the statewide 
average weekly wage published by the 
state Department of Labor each year.   

Who Pays for It? 
The leave benefit will be paid for with 
post-tax employee payroll deductions 

that will fund premiums for an insurance 
policy purchased by the employer through 
their disability carrier. Employers may 
also choose to self-insure. The initial 
payroll deduction is .126 percent of 
an employee’s average weekly wage, 
and is capped at .126 percent of the 
statewide average weekly wage, which 
is calculated each year by the New York 
State Department of Labor. In 2017, the 
state average weekly wage is $1305.92, 
so the maximum deduction per week 
will be $1.64. Employers may, but 
are not required to, begin withholding 
contributions after July 1, 2017 for 
coverage to begin effective January 1, 
2018.   

What Are Employers 		
Required to Do? 
The proposed regulations require 
employers to continue health insurance 
coverage (the employee is still liable for 
his portion of the premium) and to restore 
the employee to the same or a comparable 
position without loss of benefits that would 
have accrued while he was on leave. 
Employers are also required under the 
proposed regulations to post notices and 
provide information to employees about 
PFLL in handbooks or other written policy 
documents, including information about 
how to file a claim. 
	 Almost all employees are required to 
participate in the program, including part-
timers. Employees who are not expected 
at the time of hire to work for 26 weeks 
or 175 days (such as seasonal workers) 
must be provided the opportunity to file 
an opt-out form and be exempt from the 
deductions. The employer will likewise 
be exempt from providing leave to these 
workers. 
	 The proposed regulations provide 
that disputes related to eligibility, benefit 
rates and duration of paid leave will be 
resolved via arbitration. Discrimination 
and retaliation is prohibited and will 
be actionable under Section 120 of the 
Workers Compensation Law. 

	 The proposed regulations provide 
significant penalties for employers who 
fail to obtain coverage, including fines 
based on weekly payroll, direct liability 
to employees for payment of benefits, and 
direct liability for the employee’s health 
costs if the employer fails to continue 
medical coverage as required.    

Next Steps
Employers with employees in New York 
need to be alert to the requirements of 
the PFLL. Employers who choose to 
insure this benefit will do so through 
their statutory disability policy. 
Employers may also choose to self-
insure the benefit or offer more favorable 
benefits to their employees. Any policy 
changes should be reviewed by counsel 
knowledgeable about the PFLL. 
	 A new informational website (ny.gov/
programs/new-york-state-paid-family-
leave) has been launched to provide 
guidance about the PFLL to employers, 
employees, medical providers and 
unions. The regulations are published 
on the website, along with a hotline for 
questions. Employers should anticipate 
questions from employees as the 
implementation date approaches, and 
revise and update leave policies to reflect 
the new requirements. 
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The Defend Trade Secrets Act: Year One

One of the most significant developments 
in the area of trade secrets is the recent 
passage of the federal Defend Trade Secrets 
Act (DTSA). Until 2016, trade secrets 
were the exception to the federal approach 
to protecting intellectual property. In this 
article, we give an overview of the DTSA, 
compare it to the Georgia Trade Secrets 
Act (GTSA), and note some of the case law 
developments in the first year since the 
DTSA’s passage. While state law on trade 
secrets varies widely, a comparison of the 
DTSA to the GTSA will illustrate some of 
the possible nuances in the pre-DTSA state 
trade secrets regimes.1 
	 Applying to misconduct occurring after 
May 11, 2016,2 the DTSA amends the 
Economic Espionage Act of 1996 to create 
a federal private civil cause of action for 
theft or misappropriation of trade secrets, 
provided the trade secret “is related to a 

product or service used in, or intended for 
use in, interstate or foreign commerce.”3 
Like the origins of the GTSA, the DTSA was 
Congress’ much-anticipated response to the 
growing problem and harm caused by trade 
secret theft. The DTSA passed with nearly 
unanimous congressional support.
	 The DTSA does not preempt existing 
state law, and so it will not preempt the 
GTSA.4 Unlike the GTSA, it also does not 
preempt separate claims for tort, restitution 
or other civil remedies under Georgia law 
for misappropriation of trade secrets. Rather, 
the DTSA exists alongside state law and 
is a separate cause of action that provides 
additional protection for businesses’ trade 
secrets.
	 Like the GTSA, the DTSA prohibits the 
actual or threatened misappropriation of 
trade secrets, and it provides for a number 
of remedies, including: ex parte seizure;5 

injunctive relief; actual damages; damages 
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for unjust enrichment; in lieu of damages, 
a reasonable royalty for unauthorized 
disclosure or use; exemplary damages 
up to two times the amount of awarded 
damages in cases of willful or malicious 
misappropriation; and reasonable attorneys’ 
fees in cases of willful and malicious 
misappropriation.6 Importantly, attorneys’ 
fees are also available to a defending party 
who is able to establish that a claim for 
misappropriation was made in bad faith.7

	 The DTSA also provides civil and 
criminal whistleblower immunity to 
individuals in three key instances: (1) for 
any confidential disclosure of a trade secret 
to a government official for the sole purpose 
of reporting or investigating a suspected 
violation of law; (2) for a disclosure of a trade 
secret that is made in a complaint or other 
document filed in a lawsuit or proceeding 
if the filing is made under seal; and (3) for 
disclosing a trade secret to an attorney or in 
a court proceeding in a retaliation lawsuit 
brought against an employer for reporting a 
suspected violation of law, provided that any 
document containing a trade secret is filed 
under seal and not disclosed except pursuant 
to court order.8

	 Business owners must publicize this 
whistleblower immunity to an employee 
before receiving any award of exemplary 
damages or attorneys’ fees in an action 
against the employee.9 Specifically, the 
DTSA creates a requirement for employers 
to provide notice of this immunity “in any 
contract or agreement with an employee 
that governs the use of a trade secret or 
other confidential information.”10 The notice 
requirement may be satisfied by providing 
a cross-reference to a policy document 
provided to the employee that sets forth the 
employer’s reporting policy for a suspected 
violation of law, and it applies to contracts or 
agreements entered into or updated after the 
effective date of the DTSA (May 11, 2016). 
For purposes of this notice requirement, 
“employee” includes not just employees, but 
contractors and consultants as well.11  
	 There are several key distinctions 
between the DTSA and the GTSA. Most 
significantly, the DTSA permits, under 

extraordinary circumstances, ex parte 
seizure of property necessary to prevent the 
propagation or dissemination of the trade 
secret.12 The property potentially subject to 
seizure goes beyond just the trade secrets 
themselves.13 The party requesting such 
extraordinary relief must submit an affidavit 
or verified complaint satisfying the rigorous 
requirements of the statute, and the court 
must set a hearing “at the earliest possible 
time, and not later than seven days after the 
order has issued” unless the seized party 
consents to another date.14 To award this 
“extraordinary” relief, a court must make 
specific findings beyond the requirements 
for an injunction or temporary restraining 
order.15 Specifically, a court must find that 
any other form of equitable relief could not 
satisfy the need for relief “because the party 
to which the order would be issued would 
evade, avoid, or otherwise not comply with 
such an order.”16 In the DTSA’s first year 
of passage, courts were reluctant to find 
extraordinary circumstances and to grant 
requests for seizures.17 
	 Although injunctive relief is permitted, 
an injunction may not “prevent a person from 
entering into an employment relationship,” 
and any conditions or restrictions placed 
on any employment “shall be based on 
evidence of threatened misappropriation 
and not merely on the information the 
person knows.”18 This is often referred to 
as the “inevitable disclosure” doctrine, 
i.e., enjoining a former employee from 
entering into an employment relationship 
based on the argument that the individual 
will “inevitably disclose” the alleged trade 
secrets as part of his or her new employment. 
	 The DTSA provides only a three-year 
statute of limitations from the date of 
discovery or when such misappropriation 
should have been discovered, as opposed to 
five years under the GTSA. Yet the GTSA 
provides no whistleblower immunity. 
	 So far, state and federal courts in Georgia 
and the Eleventh Circuit tend to analyze 
DTSA claims alongside state trade secret 
claims without noting any differences.19

	 In determining whether to bring 
DTSA claims in federal court, a Georgia 
practitioner should consider the following, 

among other considerations: (1) how soon 
the federal court could be expected to act on 
a request for emergency relief compared to 
a state court; (2) the existence of state law 
claims that could not be brought because 
of the GTSA’s preemption; (3) the need for 
nationwide discovery; (4) the necessity and 
practicality of an ex parte seizure; (5) whether 
the specific trade secret claims actually 
involve products or services in interstate 
commerce;20 and (6) any relevant substantive 
differences in the statutory language of the 
DTSA compared to the GTSA.21

1	 The GTSA is modeled on the Uniform Trade Secrets 
Act, which essentially all states excepting New York and 
Massachusetts have—with some tweaks—enacted.

2	 See Adams Arms, LLC v. Unified Weapon Sys., Inc., No. 
8:16CV1503T33AEP, 2016 WL 5391394, at *6-*7 (M.D. 
Fla. Sept. 27, 2016) (denying the motion to dismiss but 
limiting the DTSA claim to prohibited acts after the effective 
date of the DTSA).

3	 18 U.S.C. § 1836(b)(1).

4	 18 U.S.C. § 1838.

5	 18 U.S.C. § 1836(b)(2).

6	 18 U.S.C. § 1836(b)(3).

7	 18 U.S.C. § 1836(b)(3).

8	 18 U.S.C. § 1833(b).

9	 18 U.S.C. § 1833(b)(3).

10	18 U.S.C. § 1833(b)(3)(A).

11	18 U.S.C. § 1833(b)(4).

12	18 U.S.C. § 1836(b)(2).

13	18 U.S.C. § 1836(b)(2)(A).

14	18 U.S.C. § 1836(b)(2)(B).

15	18 U.S.C. § 1836(b)(2)(A)(ii).

16	18 U.S.C. § 1836(b)(2)(A)(ii)(I). 

17	See, e.g., OOO Brunswick Rail Mgmt. v. Sultanov, No. 
5:17-CV-00017-EJD, 2017 WL 67119, at *2 (N.D. Cal. 
Jan. 6, 2017) (“[S]eizure under the DTSA is unnecessary 
because the Court will order that [defendant] must deliver 
these devices to the Court at the time of the hearing[.]”). 

18	18 U.S.C. § 1836(b)(3).

19	See, e.g., M.C. Dean, Inc. v. City of Miami Beach, Florida, 
199 F. Supp. 3d 1349, 1357 (S.D. Fla. 2016) (dismissing 
both state and DTSA trade secret claims); see also Agilysys, 
Inc. v. Hall, No. 1:16-CV-3557-ELR, 2017 WL 2903364, 
at *11 (N.D. Ga. May 25, 2017) (“[H]aving found that 
Plaintiff’=’s GTSA claim will proceed . . . Plaintiff’s DTSA 
claim will also proceed[.]”).

20	For example, the DTSA may cover negative know-how about 
processes that do not work. 

21	For example, the GTSA defines “trade secret” to include “a 
list of actual or potential customers or suppliers” while the 
DTSA does not specifically include a customer list. Compare 
O.C.G.A. § § 10-1-761(4) with 18 U.S.C. § 1839(3). As 
another example, as noted, the DTSA—but not the GTSA—
expressly limits injunctive relief that encroaches on one’s 
ability to work. Compare 18 U.S.C. § 1836(b)(3)(A) with 
O.C.G.A. § 10-1-762.
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Bitcoin and Blockchain Technology: 
What You Need to Know
Many have encountered the term Bitcoin 
in media stories of illegal transactions 
and ransomware payments. However, the 
prevalence of Bitcoin and its underlying 
blockchain technology presents growing 
and difficult challenges for even general 
practitioners.

What is Bitcoin?
Bitcoin is the first application of what 
is known generally as blockchain 
technology. Bitcoin is a computer protocol 
created in 2009 that can generally be 
described as a shared, digital ledger 
book. Units on the ledger are called 
bitcoins. Bitcoins are “mined” by owners 
of computer hardware that run the open-
source Bitcoin program. 

	 A Federal Court described the purpose 
of the program as follows: “Bitcoin was 
designed to reduce transaction costs and 
allows users to work together to validate 
transactions by creating a public record of 
the chain of custody of each bitcoin.”1

	 Transactions on the Bitcoin network 
are peer-to-peer, require no third party, 
are virtually instant and cannot be 
rescinded. Transactions are recorded and 
gathered in a “block” of transactions. The 
succession of blocks tied together through 
cryptography creates the “blockchain.”  
	 Because Bitcoin is open source, its 
technology is available for anyone to use. 
There are hundreds of variants of bitcoin 
with a variety of different features and uses. 
	 (Generally, the term “Bitcoin” with 
a capital “B” is used to refer to the 
software and computer protocol. The term 
“bitcoin” with a lowercase “b” is used 
to refer to units of measure on the ledger 
book created by the Bitcoin software.)

Smart Contracts and Other 
Applications of Blockchain 
Technology
Blockchain technology has been applied 
to various fields. For example, a shared 
digital ledger book can be used by a 
number of banks as an alternative to 
ACH (automated clearing house) wire 
transfers that take time to prepare, send 
and confirm. One example is the R3 
project, where Bank of America, Merrill 
Lynch and HSBC, as well as dozens of 
other financial institutions, are jointly 
developing distributed ledger technology 
for asset trading and interbank transfers.

	 Another application is “smart 
contracts.” While claiming to be able 
to replace lawyers, smart contracts are 
agreements converted into software 
protocol that can be self-enforcing. When 
the money involved in an agreement 
is itself programmable, parties to a 
transaction can direct where the money 
goes under agreed-upon circumstances, 
without the intervention of a third party 
such as an escrow agent. One such 
program, known as BitHalo/BlackHalo, 
uses a double-escrow feature and a timing 
function. Ethereum is a program similar to 
Bitcoin that promises advanced contracts 
and programmable tokens.
	 Blockchain technology can be used to 
record the time and content of documents 
such as wills, deeds, contracts, insurance 
policies or messages. Another application 
includes logistics, whereupon an item 
can be assigned a token on a blockchain 
and participants in the production, 
transportation and sale of the item 
can track and contribute information 
throughout the process.

Problems with Bitcoin and 
Blockchain Technology
While it is virtually impossible to 
hack Bitcoin, it is possible to invade 
a computer that holds bitcoins, steal a 
private key and transfer bitcoins to a new 
wallet. Bitcoin’s value often fluctuates 
wildly. Bitcoin and its variants are 
often used by criminals, smugglers and 
members of the “dark web” because of its 
pseudonymous nature. Recent examples 
include the use of bitcoin by the operator 
of the Silk Road website. More recently, 
ransomware such as WannaCry and Petya 
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programs cause computer files to be 
encrypted with the payment required for 
decryption. 
	 One of the primary ways to obtain 
bitcoins is to purchase them on 
exchanges, but these exchanges are often 
unstable themselves with catastrophic 
results. Failures such as the Mt. Gox 
exchange based in Japan and the Cryptsy 
exchange based in Florida are two such 
examples which caused account holders 
to lose millions of dollars worth of coins. 
Consumer protection concerns gave rise to 
new regulatory efforts.

Regulatory Issues
Bitcoin has always been subject to 
applicable money transfer laws by the 
U.S. federal and state governments, as 
well as other nations. Internationally, a 
number of countries have embraced the 
free use of digital currency while other 
countries, such as China and Russia, have 
discouraged it. Other nations such as 
Venezuela banned it entirely.
	 In the U.S., digital currencies such as 
bitcoin are legal and used for a variety of 
legal transactions. Due to the small cost in 
processing transactions, companies such 
as Microsoft, Overstock.com, Expedia.com, 
Gyft, Bloomberg.com and Dell computers 
accept bitcoins as payment. 
	 As a store of value, the people or 
companies transferring bitcoins are often 
treated as money transmitters by U.S. 
regulators. The U.S. federal government 
requires those who commercially sell 
digital currencies to comply with the 
know-your-client and anti-money 
laundering regulations of the FinCEN and 
the Treasury Department. 
	 State regulation varies wildly, ranging 
from the lack of any money transmitter 
statutes in states such as Montana and 
New Mexico, to the New York State 
Department of Banking and Finance 
“BitLicense” requiring developers and 
transmitters of virtual currencies (but not 
merchants accepting them as payment) 
to register, obtain approval, maintain 
bonds and closely follow prescribed 
procedures, all at significant cost. In July 
2017, New Hampshire exempted virtual 
currency traders from money transmitter 

requirements. The SEC is developing 
guidelines and regulations of the issuance 
of new digital currencies known as “initial 
coin offerings” (ICOs). The Treasury 
Department and state regulators have in a 
number of states arrested and prosecuted 
individuals and companies selling bitcoins 
for failure to comply with federal or state 
money transmission laws.

Accounting and Tax Issues
Because bitcoin is not treated as official 
currency of any particular country, bitcoin 
and other digital currencies have been 
classified by the Internal Revenue Service 
(IRS) as capital assets that qualify for 
capital gains tax rates if held in the long-
term. The tax basis in bitcoins is the cash 
purchase price. Fair market value (FMV) is 
considered and the prevalence of numerous 
exchanges allows the determination of 
FMV in U.S. dollars to be relatively easy. 
As with similar assets, taxable gain or 
loss in dollars received on the sale is 
considered. Gain can be long-term if 
owned for 12 or more months and wash sale 
rules apply for assets with a similar nature 
repurchased within 30 days. Bitcoin is 
treated no differently than an investment in 
any other asset such as his share of stock 
and no taxes due on the investment as it 
increases the value until the investment is 
actually sold in U.S. dollars or other official 
currency. Many digital currency exchanges 
help users maintain the complicated 
records needed to track the basis of their 
digital currency investments.

Digital Currencies in Law Practice
Bitcoin and other digital currencies are 
becoming a necessary part of the average 
attorney’s legal practice. Its rise in use 
for payment and as an investment creates 
estate planning problems. Estate planning 
clients should disclose in great detail 
to their attorneys the locations of their 
digital assets, as well as the location of 
their private keys, whether in the form of 
a computer program or a hard copy known 
as a “paper wallet.” Wills with provisions 
from the Uniform Fiduciary Access to 
Digital Assets Act can allow fiduciaries, 
personal representatives and trustees 
to access and control digital currency. 
Exchanges and other custodians of Bitcoin 

accounts can similarly be compelled to 
provide a fiduciary with records of the 
digital assets and access to such accounts.
	 Digital currencies also create 
opportunities for debtors, divorcees and 
others who hide assets. It is important 
that in the course of discovery, litigants 
serve interrogatories and requests tailored 
to virtual currencies. For example, 
demands should include references to 
disclosure of digital currencies and virtual 
currencies including, but not limited to, 
bitcoin. The requests should also identify 
any exchanges that have been used to 
purchase bitcoins in the past. 
	 Bankruptcy and Uniform Commercial 
Code issues have also been presented by 
merchants who accept bitcoin. If bitcoin 
is neither money nor a deposit account, 
it may be considered to fall within the 
category of “general intangibles” which 
is defined as personal property not falling 
in any other category. Article 9 security 
interests may potentially attach bitcoins, 
even after they are transferred, to buyers 
in the ordinary course of business when 
the secured party perfected its security 
interest by filing a financing statement.2

	 According to a recent opinion issued 
by the Nebraska Ethics Advisory Panel, 
the Code of Professional Conduct allows 
attorneys to accept digital currencies  
such as bitcoins as payment for legal 
services so long as the fee charged 
remains reasonable under Neb. Ct. R. 
Prof. Cond. § 3-501.5(a) and volatility  
risk is mitigated. 

Conclusion
Bitcoin is rapidly becoming a recognized 
form of payment internationally. The 
unique features of digital currencies 
and blockchain technology create new 
problems and the need for additional 
awareness by any attorney dealing with 
finances in a modern age.

1	 SEC v. Shavers, Case No. 4:13-CV-416  (E.D. Texas, 
Sherman Division 2013)

2	 See Schroeder, Jeanne L., Bitcoin and the Uniform 
Commercial Code, Benjamin J. Cardozo School of Law, 
Jacob Burns Institute for Advanced Legal Studies, 
Faculty Research Paper 458 (August 2015)
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Going Old School: Lack of Subject Matter 
Jurisdiction Is a Thing, Again
Two reasons dominate why commercial 
litigators rarely challenge subject matter 
jurisdiction when defending business 
cases. First, absent federal jurisdiction, 
contract cases appropriately are decided in 
state courts of general jurisdiction, where 
plaintiffs usually file. Second, since a lack 
of subject matter jurisdiction can be raised 
by either party or the court, the right to 
challenge survives a delayed lightbulb 
click. So, there’s little “speak now or 
forever hold your peace” worry.
	 But, a number of recent cases remind 
us that applying the pressure defense of 
this old school gem can shake the rafters 
of the old school gym. Seemingly, subject 
matter jurisdiction is making a comeback 

as it answers the age-old question believed 
to be posed by jurists: How might we get rid 
of this case?
	 From law school classes, lawyers 
remember that there are a couple of ways 
to challenge subject matter jurisdiction. 
One is whether the court can decide the 
type of case; the other is whether the court 
can decide a case when this litigant cannot 
assert the claims. Calling foul when litigants 
fail on this second play, state and federal 
courts have ejected plaintiffs and reminded 
us to reconsider asserting good ole Rule 
12(b)(1).
	 How might a plaintiff fail to qualify? 
A party must have standing to assert the 
claims made in the complaint. Lacking 
a plaintiff with standing, the court 
cannot properly exercise subject matter 
jurisdiction. “If a party does not have 
standing to bring a claim, a court has no 
subject matter jurisdiction to hear the 
claim.” Wilson v. Pershing, No. COA16-
803, filed 16 May 2017, 2017 N.C. App. 
LEXIS 388, quoting Estate of Apple v. 
Commercial Courier Express Inc., 168 
N.C. App. 175, 177, 607 S.E.2d 14, 16 
(2005). Sounds reasonable, but you may 
think “how might this help me?” A typical 
inter-company dispute provides an easy 
example. Derivative actions require that an 
owner first make demand on the business 
to take action against another shareholder 
or member. If the demand is not given, or 
is insufficient, the complaining owner has 
no right to assert derivative claims. Hence, 
the court has no subject matter jurisdiction. 
See Petty v. Morris, N.C. Super. Ct. Dec. 16, 
2014, Order of Hon. James L. Gale, Chief 
Special Superior Court Judge for Complex 

Business Cases, 2014 NCBC 66, 2014 WL 
7591073 (recognizing standing requirement 
but denying dismissal where demand made). 
[If you find this scenario riveting, take a look 
at the 7th Circuit case of Doermer v. Callen, 
847 F.3d 522, 2017 U.S. App. LEXIS 1807, 
in which the appellate court upholds the 
district court’s dismissal of a derivative suit, 
but notes that the shareholder-standing 
rule is not technically a subject matter 
jurisdiction argument under U.S. Const. art. 
III., but rather is addressed as prudential 
jurisdiction. Still works.] 
	 A second example of a challenge to 
standing was the basis of the 2016 U.S. 
Supreme Court decision, Spokeo, Inc. v. 
Robins, 136 S.Ct. 1540 (2016). Mr. Robins 
alleged a violation of the Fair Credit 
Reporting Act (FCRA) when Spokeo, 
alleged to be a consumer reporting agency, 
published inaccurate information about him. 
A federal question existed. However, the 
district court dismissed the case for lack 
of subject matter jurisdiction. The Ninth 
Circuit disagreed. Considering Robins’ 
assertion of a “bare procedural violation,” 
the Supreme Court remanded the case to the 
Ninth Circuit to determine whether Robins 
suffered a “concrete and particularized” 
injury, required to give him standing to bring 
his claim.
	 A plaintiff who failed to exhaust 
administrative remedies provides a third 
example where subject matter jurisdiction 
blocks the shot. This played out recently 
in the Fourth Circuit, which upheld the 
district court’s grant of a motion to dismiss 
mortgagors’ claims against J.P. Morgan, 
which acquired the Washington Mutual 
mortgage through an FDIC receivership. 
Under the Financial Institutions Reform, 

Nor th  Amer i ca  –  Un i t ed  S ta tes

Bettie Sousa is a board certified creditors’ 

rights specialist with decades of experience in 

state and federal courts. She represents mostly 

businesses, both large and small, in a variety of 

matters, including contract drafting and disputes, 

and issues pertaining to labor and employment 

laws in North Carolina.

Smith Debnam Narron Drake Saintsing & Myers, LLP
4601 Six Forks Road, Suite 400
Raleigh, North Carolina 27609

919.926.1991 Phone

bsousa@smithdebnamlaw.com
smithdebnamlaw.com

Bettie Sousa



	 F A L L  2 0 1 7   |   C e l e b r a t i n g  2 5  y e a r s  w i t h  t h e  w o r l d ’ s  f i n e s t  l a w  f i r m s 	 17

Recovery and Enforcement Act of 1989 
(FIRREA), an administrative claims process 
was established for the settlement of claims 
and liquidation of assets of the failed 
institution. Taking the floor of the wrong 
court, the plaintiffs never had a chance. 
With the deadline passed to file claims in 
the administrative process, the plaintiffs 
got slammed because “FIRREA operates 
as a jurisdictional bar to claims that parties 
did not submit to the FDIC’s administrative 
process.” Willner v. Dimon, 849 F.3d 93, 
2017 U.S. App. LEXIS 2737.
	 A final example of a litigant lacking 
standing arises when plaintiffs make claims 
in another court after their bankruptcy. 
Remember that bankruptcy spawns a new 
creature, the “estate,” which basically 
becomes the owner of all assets of the 
debtor, even contingent claims. Before, 
the North Carolina Court of Appeals was a 
plaintiff’s claim against his employer. Wiley 
and Gilman v. L3 Communications, 795 S.E. 
2d 580, 2016 N.C. App. LEXIS 1314, cert. 
denied, 797 S.E. 2d 17, 2017 N.C. LEXIS 
185. The defendant had failed to answer and 

the lower court had entered judgment and an 
award in favor of Gilman, a plaintiff. If you 
think time had run out for the defendant, 
think again. Heaving from half-court, the 
defendant swished a miracle shot using 
Rule 12(b)(1). Judge Richard Dietz for the 
appellate panel found that Gilman lacked 
standing to sue for labor law violations 
because he had a pending Chapter 13 
bankruptcy and had failed to inform the 
bankruptcy court (in his schedules or 
otherwise) of the existence of his legal 
claims. Those claims against the defendant 
would have been property of the estate and 
could have been pursued by Gilman or 
the trustee—for the estate. So, the claims 
were not Gilman’s and thus Gilman had no 
standing. The judgment was vacated by the 
appellate court citing an old case, High v. 
Pearce, 220 N.C. 266, 271, 17 S.E.2d 108, 
112 (1941): “[w]here there is no jurisdiction 
of the subject matter the whole proceeding is 
void ab initio and may be treated as a nullity 
anywhere, at any time, and for any purpose.” 
Boom. Subject matter jurisdiction is what 
I’m sayin’.

	 And what about more remote plaintiffs? 
Those lacking privity? Ones who have not 
exhausted their contractual remedies? Ones 
whose claims are moot? Ones who can’t link 
their damages to the wrong? Depending on 
the cause of action, such barriers also may 
prove insurmountable, resulting in dismissal 
for lack of subject matter jurisdiction.
	 What’s cool about challenging subject 
matter jurisdiction using the litigant’s 
shortcomings is that, unlike cousin 12(b)
(6), other stuff can be presented to the 
court without converting the motion to a 
summary judgment. But, there is a catch. A 
dismissal based on lack of subject matter 
jurisdiction typically is without prejudice. 
Nonetheless, while some plaintiffs might 
return to the locker room to cook up a new 
game plan (for example, send a new demand 
to the business), others may lack a route to 
rehabilitation, or the game clock expired.
	 So, pull out your Converse Chucks, dust 
off your hornbooks, and scrutinize all your 
12(b) defenses. An early or late dunk based 
on lack of subject matter jurisdiction could 
be your game changer. 
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A New International Standard for 
Anti-Bribery Systems 
ISO 37001—the newly created standard 
addressing anti-bribery management 
systems published by the International 
Standards Organization in 2016—is 
starting to be embraced by many countries 
and organizations, including major U.S. 
companies that may soon require the same 
of their suppliers.
	 Because the new standard offers 
practical guidance and clear auditable 
compliance measures to combat bribery, it 
is being promoted as an improved tool for 
management and enforcement authorities.
	 Companies and business associations 
are urging the U.S. and foreign governments 
to regard ISO 37001 compliance systems 
as a verifiable indication of compliance 

commitment meriting consideration in 
mitigating penalties.
	 The ISO 37001 standard is intended to 
address the growing international consensus 
for an improved system to combat bribery. 
By offering a framework of measurable 
compliance criteria that meet the needs of 
individuals, small and large companies, and 
governments, it aims to reduce confusion 
and subjectivity in interpreting and 
enforcing these laws. 
	 This article discusses why the new 
standard may become one of the most 
important tools for businesses seeking to 
deal with issues of bribery and corruption.

Anti-Corruption and Anti-
Bribery Laws Are Expanding; 
Enforcement is Robust; and 
Detection is Easier
When first passed in 1977, the U.S. Foreign 
Corrupt Practices Act (FCPA) was one of 
the few active international anti-corruption 
regimes. It aimed to curtail corporate 
bribery of foreign officials, authorizing 
the U.S. Department of Justice (DOJ) and 
the Securities and Exchange Commission  
(SEC) to work in tandem to enforce the 
criminal and civil elements of the Act.1 
With increased recognition of the social 
costs of bribery and corruption—the World 
Bank estimates that roughly $1.5 trillion 
in bribes are paid each year equaling 
about 2 percent of global GDP2—many 
other countries have adopted similar 
laws. Notable among them are the United 
Kingdom Bribery Act, France’s “Sapin II” 
law, Mexico’s 2016 anti-corruption reforms, 
and China’s wide-ranging and at times 
harshly-enforced efforts.
	 Enforcement of anti-bribery laws 
remains robust. In the U.S., there were over 

50 FCPA actions brought by the DOJ and 
SEC during 2016, with nearly $2.5 billion 
in corporate fines and penalties collected, 
including several record settlements. Some 
cases involved enforcement authorities from 
multiple countries, such as the case against 
Brazil’s Braskem and its corporate parent, 
Odebrecht, which yielded the largest 
penalty for a foreign bribery case in history, 
$3.5 billion collectively levied by U.S., 
Brazilian and Swiss authorities.
	 There is every reason to believe these 
enforcement trends will continue. In 
April 2017, U.S. Attorney General Jeff 
Sessions said at the annual Ethics and 
Compliance Initiative Conference that the 
DOJ “will continue to strongly enforce the 
FCPA and other anti-corruption laws.”3 
In addition, anti-bribery enforcement 
is expanding because transactions are 
increasingly traceable due to proliferation 
of electronic banking and commerce, as 
well as enhanced government surveillance, 
enabling government investigators to more 
easily detect and prosecute corruption 
schemes. 

ISO 37001 Is a Global Standard, 
Applicable in Multiple 
Jurisdictions
The U.S. experience with the FCPA 
has shown that there can be significant 
subjectivity in the interpretation, 
implementation and enforcement of 
national anti-bribery laws. Further, 
the shifting policies of enforcement 
authorities can create troubling and 
expensive uncertainties for even the most 
conscientious corporations struggling to 
comply with varying anticorruption laws 
and local customs. For example, DOJ 
announced a new policy with the September 
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2015 Yates Memorandum, saying it would 
“fully leverage its resources” to hold 
individuals accountable for corporate 
misconduct. DOJ may have deemed the 
policy announcement as helpful guidance 
but companies were left wondering what 
new legal burdens they faced.4

	 The new ISO 37001 standard not 
only provides clear measurable processes 
for businesses to adopt, it also is being 
promoted to DOJ as a tool for measuring an 
organization’s commitment to compliance 
with relevant laws. In this way, the standard 
assists in both implementation and 
assessment of compliance when mitigating 
penalties.
	 Moreover, ISO 37001 is a global, 
rather than national, standard. According 
to Worth MacMurray, a member of the 
U.S. Technical Advisory Group that 
participated in its drafting, ISO 37001 was 
built on systems identified as “anti-bribery 
leading practices” by a project committee 
featuring persons from over 60 countries. 
Governments worldwide are implementing 
ISO 37001 to make it harder to hide bribes 
and payments. The United Arab Emirates’  
Classification Society took the lead in the 
Middle East and issued a certification to 
Robert Bosch, the “first anti-corruption 
standard of its kind” in the region. Entities 
in Peru, Singapore, Canada, Ecuador, 
Indonesia, Morocco, and the Philippines 
also have begun certifying under 37001.   
	 With such rapid international adoption, 
a company engaged in international 
transactions can use 37001 to implement 
systems that address compliance obligations 
in multiple jurisdictions. Several major 	
U.S. companies and audit firms also have 
announced their intent to seek certification 
under 37001 and will likely soon require 
the same of their suppliers. Microsoft, with 
an international supply chain, announced it 
will be the first to do so, as Vice President 
David Howard explained: “Corruption is 
a cross-border problem and demands a 
common language to help solve it.” Walmart 
also is seeking certification.
	 U.S. trade groups are now studying ISO 
37001 and Attorney General Sessions has 
reportedly discussed how the U.S. might 
treat companies that adopt the standard 

with the U.S. Chamber of Commerce and 
National Association of Manufacturers.
	 These developments suggest there is 
a global appetite for anti-bribery reform, 
which could lead to an unusually rapid 
cascade of ISO 37001 adoption.

Implementation of ISO 37001
The standard provides clear implementation 
processes and performance measures, 
removing much uncertainty about what 
individuals and companies must do to 
adhere to anti-bribery laws. MacMurray 
says the standard was “created by business, 
for business,” and that it is not a “myopic, 
legalistic process.”  It addresses bribery 
by and of the organization, its personnel, 
and its business associates. It is designed 
for easy integration with existing corporate 
management processes, imposing what 
MacMurray described as “reasonable and 
proportionate risk-based implementation of 
financial and personnel controls, training, 
risk assessments, due diligence, monitoring 
and managerial leadership.” The standard 
considers the organization’s size and 
nature, geographical footprint, and business 
associates in assessing the appropriate 
systems for adoption. ISO 37001 is also 
designed to seamlessly mesh with other 
certification standards, like the widely 
popular ISO 9001 for quality management. 
Although MacMurray cautioned that ISO 
37001 is not a “silver bullet” to prevent 
bribery, nor a “liability shield” against 
prosecution, it builds on well-understood 
foundations of business operations and 
methodologies to create credible anti-
bribery systems that are an adaptable risk-
based approach to developing compliance 
programs for organizations in any country, 
of any size, whether public or private.  

Benefits of Certification
Like any ISO standard, participation in 
37001 is voluntary, but earning a third-
party certification can provide significant 
and tangible benefits for companies.
	 First, companies already subject to 
bribery investigations have incentive to 
certify under ISO 37001 and show that 
their hands are clean or that they are taking 
necessary preventative steps. Companies in 
the same sector as one under investigation 
also can benefit from taking precautionary 
steps. Similarly, governments, particularly 

those that have struggled with bribery, can 
reassure investors by requiring certification 
to win government contracts.
	 Second, companies operating in 
high-risk areas such as the Middle East 
and North Africa region, Central Asia, 
or elsewhere, have a strong incentive to 
seek certification. Clients who rely on 
subcontractors in high-risk regions stand 
to gain even more. MacMurray noted 
that companies do not have to certify 
organization-wide; instead, they can “stick 
their big toe into the compliance pool” by 
certifying high-risk parts of a business, 
such as regional sales operations.
	 Third, companies that are operating in 
traditional at-risk fields such as energy, 
pharmaceuticals or mining would likely 
benefit from certification. Companies 
that combine an industry risk with a 
geographical risk, such as oil companies 
operating in Central Asia, have multiple 
reasons to seek certification.
	 Fourth, given that ISO 37001 was just 
released last year, there is an opportunity 
at present for companies and individuals 
to assume a leadership role in global 
anti-bribery efforts for their respective 
industries. “Socially-conscious” investment 
and partnering are becoming increasingly 
important for both large and small 
companies as part of their branding. 

Conclusion
There is a groundswell of support in the U.S. 
and worldwide for anti-bribery efforts, and 
ISO 37001 was designed to standardize 
existing best practices. This new standard 
presents an opportunity to certify for a host of 
legal, leadership and risk-based reasons.  

1	 Foreign Corrupt Practices Act of 1977, as amended, 15 
U.S.C. §§ 78dd-1, et seq. (“FCPA”), makes it unlawful to 
make payments to foreign government officials to assist in 
obtaining or retaining business.

2	 The World Bank, “Combating Corruption,” (May 
11, 2017worldbank.org/en/topic/governance/brief/
anti-corruption); see also IMF Staff Discussion Note: 
Corruption: Costs and Mitigating Strategies, (May 2016imf.
org/external/pubs/ft/sdn/2016/sdn1605.pdf) 

3	 Jeff Sessions, Attorney General, Remarks at Ethics and 
Compliance Initiative Annual Conference (Apr. 24, 2017) 
(justice.gov/opa/speech/attorney-general-jeff-sessions-
delivers-remarks-ethics-and-compliance-initiative-
annual?_ga=2.101723521.1282231261.1497450600-
1991356329.1497450600).

4	 Sally Quillian Yates, Deputy Attorney General, 
Memorandum: Individual Accountability for Corporate 
Wrongdoing (Sep. 9, 2015) (justice.gov/archives/dag/
file/769036/download)
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Social Media Endorsements in the Age of Fyre 
On April 27, 2017, thousands of affluent 
millennials descended on the Bahamian 
Island of Great Exuma to attend a three-
day concert event known as the Fyre 
Festival. Paying upwards of $12,000 
a ticket, concertgoers were promised 
an ultra-glamorous, highly-exclusive 
Coachella alternative that was to include 
“first-class culinary experiences and 
a luxury atmosphere,” along with 
performances by G.O.O.D. Music, Major 
Lazer, Migos and more. What they got 

instead were Styrofoam box lunches, 
disaster relief tents and feral dogs. 
	 Not surprisingly, a flurry of lawsuits 
against the festival’s promoters promptly 
followed—six at last count—each 
seeking millions of dollars in damages. 
Interestingly, in addition to the 
promoters, one of these lawsuits also 
takes aim at a number of unnamed Doe 
defendants for allegedly engaging in 
unfair trade practices by endorsing the 
event on social media without disclosing 
their financial interest. 
	 This allegation springs from the 
almost exclusive reliance by the festival’s 
promoters on social media influencers 
to market the event. The promoters 
paid these celebrity influencers, or 
“Fyre Starters,” as they were called 
in the festival’s leaked pitch deck, 
including models Kendell Jenner, 
Emily Ratajkowski and Hailey Baldwin, 
hefty sums for their Instagram stamp 
of approval. (Jenner, in particular, 
reportedly received $250,000 in 
exchange for a single promotional 
Instagram post.) In virtually no case, 
however, did these influencers disclose 
that they had been paid. 
	 As the above lawsuit indicates, 
by failing to disclose their financial 
interest, these influencers likely ran 
directly afoul of the Federal Trade 
Commission (FTC). According to the 
FTC’s Endorsement Guides, anytime 
there is a “material connection” between 
a person endorsing a product and the 
advertiser, “that connection should be 
clearly and conspicuously disclosed, 
unless it is already clear from the context 

of the communication.” A “material 
connection,” in turn, is defined by the 
FTC to include “a business or family 
relationship, monetary payment or the 
gift of a free product.” 
	 Rampant non-compliance with the 
FTC’s Endorsement Guides is nothing 
new. Indeed, just one month prior to 
the ill-fated Fyre Festival, the FTC sent 
letters to 90 celebrities and social media 
influencers concerning this very issue. 
While the specifics of each letter varied, 
the FTC’s basic message was the same: 
Anyone using their fame to promote 
products must disclose a “material 
connection” between the endorser and 
the product’s marketer.
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	 It pays to be alert here, lest one be 
misled into a false sense of complacency 
and conclude that these actions by 
the FTC amount to little more than yet 
another bureaucratic exercise—all 
bark and no bite. Despite the seemingly 
innocuous choice of title, the FTC’s 
misnomered “guides” are actually 
codified regulations located in the 
Code of Federal Regulations (16 CFR 
§ 255 et seq., for those keeping track 
at home). These regulations, in turn, 
are promulgated by the FTC pursuant 
to 15 USC § 45, which empowers the 
Commission to prevent the use of “unfair 
methods of competition in or affecting 
commerce and unfair or deceptive acts or 
practices in or affecting commerce.” 
	 In other words, rather than merely 
serving as a friendly reminder of best 
practices, the FTC’s Endorsement Guides 
carry the full force of law. The penalty 
for their infraction? Up to $16,000 per 
violation. 
	 Unfortunately, given the increasingly 
scattered nature of online influencers, it 
becomes very difficult to determine what 
violates the FTC rules. In the case of the 

Fyre Festival, only Emily Ratajkowski 
included “#ad” in her post to indicate 
that it was sponsored content. Is this 
enough? 
	 According to the FTC, maybe. 
	 Then again, maybe not. 
	 To help answer this question, 
consider a recently-issued public 
statement by the FTC, wherein the 
Commission observes that “when 
multiple tags, hashtags or links are 
used, readers may just skip over them, 
especially when they appear at the end of 
a long post—meaning that a disclosure 
placed in such a string is not likely 
to be conspicuous.”  In addition, the 
Commission points out that “consumers 
viewing Instagram posts on mobile 
devices typically see only the first three 
lines of a longer post unless they click 
‘more,’ which many do not.”  Thus, says 
the FTC, endorsers “should disclose any 
material connection above the ‘more’ 
button.” 
	 In the case of Ratajkowski’s “#ad” 
hashtag then, the question of compliance 
likely turns on whether it stood alone, 
or whether it was part of a longer string, 
and/or whether it appeared above or 

below the “more” button. If alone and 
above, it likely complied. If it failed 
to satisfy either of these conditions, it 
probably didn’t. Then again, depending on 
the circumstances, maybe it did.
	 So much for guidance. 
	 Fortunately, thanks to Instagram, 
brands and influencers looking to avoid 
the FTC’s wrath are not left completely in 
the dark. In the wake of the Fyre Festival, 
the social media juggernaut announced 
a new feature intended to make those 
hidden hashtags easier to spot: a “Paid 
Partnership With” tag that easily alerts 
users that a post has been paid for. Best 
practices dictate taking advantage of 
this feature, as it could well become the 
gold standard of compliance once users 
become accustomed to seeing it. 
	 Of course, whether or not the new 
Instagram feature will ultimately 
satisfy the FTC is something only the 
Commission itself can decide. Hopefully, 
the public will get some clear guidance on 
this question soon. Just don’t expect it to 
come from the FTC. 
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Arbitration Agreements in the Employment Context
The practice of mandating arbitration 
of employment disputes has become 
widespread. While some employers 
offer employees the ability to “opt out” 
of mandatory arbitration, many require 

that employees agree to arbitration as 
a condition of employment. Whatever 
the precise structure of an arbitration 
agreement or policy, before proceeding, it 
is important to understand the advantages 
and disadvantages of resolving these 
disputes outside of a judicial forum. 
	 Many of the benefits of arbitrating 
employment disputes are well known, 
and are the same as would apply in 
a commercial setting. Arbitration 
proceedings can yield results more 
quickly than traditional litigation, 
especially since there are limited grounds 
to appeal the decision of an arbitrator. 
In addition, many employers prefer 
employment disputes to be decided by an 
arbitrator rather than a jury, fearing that 
jury sympathies may lie with employees. 
Likewise, arbitration usually offers the 
opportunity to maintain the confidentiality 
of employment disputes. Finally, many 
arbitration agreements or policies include 
class or collective action waivers, which 
limit the ability of employees to bring 
anything other than individual claims. The 
enforceability of these class or collective 
action waivers have been the subject of 
substantial controversy, and the United 
States Supreme Court is set to rule on the 
issue in its next term.1 
	 While there are advantages to 
arbitration, it is important not to overlook 
its disadvantages. Arbitration can be very 
expensive. In addition to administrative 
fees, parties to an arbitration agreement 
must pay the arbitrator. Arbitrators 
usually charge hourly fees similar to 
those charged by attorneys; a week-long 
arbitration can cost in excess of $20,000 

in arbitrator fees alone. Courts generally 
will not enforce an arbitration agreement 
that would require an employee to bear 
a substantial portion of these costs on 
the grounds that it does not provide the 
employee meaningful access to a forum 
in which to bring claims. As a result, in 
the employment context, the employer 
generally bears the most if not all of the 
costs of the arbitration. 
	 Another potential disadvantage to 
arbitration is the lack of appellate rights. 
If an arbitrator misapplies the law or 
makes an excessive damages award, there 
is likely no remedy beyond asking the 
arbitrator to reconsider. Under the Federal 
Arbitration Act (FAA), the following are 
the limited grounds on which a court may 
decide to vacate an award: 

1.	 the award was procured by corruption, 
fraud or undue means;

2.	 there was evident partiality or 
corruption in the arbitrators;

3.	 the arbitrators were guilty of 
misconduct in refusing to postpone 
the hearing or in refusing to hear 
evidence pertinent and material 
to the controversy; or of any other 
misbehavior by which the rights of any 
party have been prejudiced; or

4.	 the arbitrators exceeded their powers, 
or so imperfectly executed them that a 
mutual, final, and definite award upon 
the subject matter submitted was not 
made. 

	 While arbitration is often billed 
as a streamlined dispute resolution 
process, it too can become bogged down 
in procedural and discovery matters. 
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Moreover, arbitration generally requires 
a trial to resolve the dispute because 
arbitrators are often not willing to grant 
motions to dismiss or for summary 
judgment. These factors often work to 
increase the time and expense needed to 
resolve employment disputes. 
	 Finally, if an employee files a case in 
a judicial forum, the employer must incur 
fees in seeking to compel arbitration and 
in defending the validity of the arbitration 
agreement. If the court denies the motion, 
the employer may appeal; if the motion 
is granted, however, the employee has no 
right to appeal that decision.3 
	 If, after weighing the advantages 
and disadvantages of arbitration, an 
employer decides to implement a policy 
to arbitrate employment-related disputes, 
the employer should consider the 
following steps to reduce the prospects 
of a successful challenge to the validity 
and enforceability of the agreement or 
policy. First and foremost, the agreement 
should be in writing and signed by 
the employee (this can include the 
employee’s signed agreement to abide 
by the employer’s arbitration or dispute 
resolution policy). Agreeing to arbitration 
can be made a condition of employment, 
but the prospective employee should 
be made aware of and explicitly agree 
to the arbitration policy. It is prudent 
to include an explanation of the basic 
features of arbitration as well as the fact 
that agreeing to arbitration means that 
the employee is giving up his or her right 
to have a dispute heard by a jury. Some 
companies even go so far as to allow an 
employee the opportunity to “opt out” 
of the arbitration agreement, and also 

provide that no employee will suffer 
retaliation for exercising an opt out right. 
Employers should also be careful not to 
include a broad reservation of rights to 
amend or alter the arbitration agreement 
or policy, as such provisions have been 
used to invalidate arbitration agreements 
as illusory.4

	 The arbitration agreement or 
policy should specify the venue as 
well as applicable procedural rules. 
The American Arbitration Association 
has adopted a comprehensive set of 
Employment Arbitration Rules and 
Mediation Procedures, which can provide 
a useful framework for resolving disputes. 
The agreement or policy should also:

•	 specify the qualifications and number 
of arbitrators;

•	 specify the employees to be covered;

•	 specify the nature of the claims to     
be covered; 

•	 provide time frames for filing a claim 
that are consistent with applicable 
statutes of limitation;

•	 provide for fair and adequate 
discovery; 

•	 allow for the same remedies and relief 
that would have been available to the 
parties had the matter been heard in 
court; and

•	 state clearly that employees are not 
precluded from filing complaints with 
federal, state or other governmental 
administrative agencies.5

	 Finally, the agreement or policy should 
specify applicable law. While the FAA 
preempts conflicting state laws, some 
state laws set forth procedural rules that 

are consistent with the FAA and that 
may offer provisions that are attractive to 
companies. Colorado law, for instance, 
precludes awards of exemplary damages 
in an arbitration.6 While this statute likely 
would not apply to preclude a punitive 
damages award in a federal employment 
discrimination case, express adoption of 
Colorado law could preclude the award of 
punitive damages for state law claims.
	 Before adopting a dispute resolution 
policy that includes arbitration of 
employment claims, employers should 
carefully consider the advantages and 
disadvantages of litigating those claims 
outside of a judicial forum. Arbitration 
agreements need to be carefully crafted to 
withstand judicial challenge, and counsel 
should be consulted to determine the best 
course of action under applicable state 
and federal laws. 

1	 In 2012, the National Labor Relations Board concluded 
that an arbitration agreement containing a class action 
waiver “unlawfully restrict[ed] employees’ Section 7 
right to engage in concerted action for mutual aid or 
protection, notwithstanding the Federal Arbitration Act, 
which generally makes employment-related arbitration 
agreements judicially enforceable.” D.R. Horton, Inc., 357 
N.L.R.B. 2277 (2012). The Fifth Circuit Court of Appeals 
disagreed, and the Supreme Court granted the NLRB’s 
petition for writ of certiorari. The Court also agreed to hear 
two other cases raising the same issue, Epic Sys. Corp. v. 
Lewis and Ernst & Young LLP v. Morris. 

2	 9 U.S.C. § 10. Employers and employees may agree to 
the application of state law to their arbitration agreement. 
State arbitration laws generally provide similar limited 
appellate rights.

3	 9 U.S.C. § 16.

4	 Carey v. 24 Hour Fitness, Inc., 669F.3d 202 (5th Cir. 
2012).

5	 The AAA Checklist to Drafting Alternative Dispute 
Resolution Clauses for Employment Arbitration Programs 
(American Arbitration Association) (available at adr.org).

6	 C.R.S. § 13-21-102(5).
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Cybersecurity: It’s All About the Holes
Cybersecurity is about what is not secure. 
It’s about the blind spots, the weaknesses, 
the potential problems with the systems 
and the people. These are things many 
businesses don’t think about because they 
think someone else is thinking about it, 
or worse, they haven’t considered it at 
all. It’s not about the security so much as 
it is the vulnerability. Someone has to be 
able to spot the vulnerability before it gets 
exploited. All business leaders should 
be thinking about good cybersecurity 
practices because data is valuable, 
be it customer Personally Identifiable 
Information (PII) that must be legally 

protected in the vast majority of states, or 
specialized knowledge and techniques, 
such as intellectual property or trade 
secrets.
	 When some business people 
consider cybersecurity, they may think 
of something the “IT guy” or specialized 
computer programs address, when, 
actually, the opposite is true. Yes, the IT 
department procedures and data security 
protocols must be cutting edge, but the 
real danger is in complacency, the failure 
to keep up with changes and, now, the 
availability of information about the 
user, which can be exploited as easily 
as outdated encryption or an old server. 
Everything is secure until someone 
breaches it, and when that someone has 
nothing better to do all day than to let 
their computers search for vulnerabilities 
on your computers, you have the potential 
for serious cyber-insecurity.
	 Hackers are criminals. They are 
thieves and terrorists, and they are getting 
better at what they do, which is stealing, 
ransoming and exploiting insecure data. 
Unfortunately, they love the data from 
businesses because it tends to contain 
sensitive personal information that they 
can sell, such as credit card numbers 
and banking information or ransom, 
such as an entire database or operating 
system, and disrupt the whole company. 
The worst part is that criminals are using 
public information to make the computer 
systems easier targets. Several recent 
breaches included the use of information 
from employee social media accounts 
and company websites to make it appear 
as though the message containing the 
malware, spyware, virus or worm came 
from a legitimate source. Unfortunately, 

even good employees can fall prey to 
clever infiltration schemes. 
	 To stay ahead of potential infiltration, 
business professionals must look at 
the data system like a hacker. Don’t 
think about how secure your network, 
software applications or web portals 
are; instead, look at how secure they 
aren’t. What information is there and 
how could someone get it? For example, 
customer portals and payment systems 
are wonderful tools, but many industries 
are way behind when it comes to 
cybersecurity. Businesses have gotten 
far better at gathering and data-mining 
customer information through these 
vehicles than they are about protecting 
it. A cyber-criminal works on that portal 
day and night, which means it needs to be 
constantly monitored to avoid infiltration.
	 If much of this information seems 
foreign to you, or if you think this stuff 
only happens to other businesses, then 
you probably have some holes in your 
system. To initiate an effective cyber-
security plan every business must: (1) find 
everywhere data resides or is transmitted; 
(2) ask questions of IT professionals and 
require a full analysis; (3) educate the 
entire workforce.
	 For any useful analysis, it must look 
at both ends of the transaction. Consider 
the network storing and/or transmitting 
the data and the people who input and/
or use the data. People and technology 
have to work together to form a successful 
cybersecurity system. The network must 
be constantly monitored. Whether you 
have internal or external IT professionals 
at your disposal, you have to ask 
questions regularly because the status 
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of cybersecurity changes every time the 
criminals find and exploit a new tool or 
weakness. 
	 Hackers get information from 
unintended leaks, like New York 
University publishing the U.S. Military 
code breaking mechanism, or the 
constant and relentless probing of the 
security mechanisms of tech companies 
like Microsoft. Business must regularly 
analyze all means of access to the system, 
such as servers (cloud-based or internal), 
stationary computers, laptops, iPads, 
tablets and smart phones. Someone in 
the workforce probably has customer 
data or other sensitive information, such 
as passwords, on a smart phone. Then 
there are all the plug-ins, like scanners, 
printers, fax machines, security systems, 
and the “internet of things,” such as 
thermostats and card key readers (yes, 
anything that can be controlled remotely 
is a potential hole in your security), 
not to mention all the new wearables 
and implantables. As those devices 
become more common, every company 
has to know how those technologies 
are communicating with their network.  
Security patches and updates can be a 
hassle, but mis-configured data ports and 
bad server configurations are some of the 

easiest ways to lose a lot of data or to have 
your system rendered useless.
	 Companies must also continue to 
invest in personnel training because 
people are sometimes more difficult 
to control than the computer network. 
Owners, managers and supervisors must 
create a real culture of cybersecurity. 
Businesses need to invest in personalized 
training for all employees, including 
the owners and managers. Companies 
should recognize that internet tools 
such as video presentations, webinars, 
online curricula and quizzes are all good 
interim reminders. But, as a recently 
reported large data breach proved, a 
workforce member who just attended an 
online training session, which included 
instruction on an almost identical 
phishing scam, was not enough when the 
workforce did not take the instruction 
seriously. Personnel training cannot 
be an afterthought. The culture of the 
office will ultimately determine its level 
of cybersecurity or cyber-insecurity, so 
businesses need to start looking for holes 
and constantly evaluate their systems to 
become truly secure.
	 And for those who transact globally, 
the European Union (EU) is counting 
down the time when the new General Data 
Protection Regulation (GDPR) goes into 

effect in May 2018, as well as the new 
ePrivacy regulations that go along with it.  
Those regulations will impact any offering 
of products or services to individuals in 
the EU member states and any processing 
of personal data associated with citizens 
of EU members. There are penalties for 
violations and opportunities for class 
actions which will provide potential 
compensation to individuals from the 
party collecting the data, as well as 
those who process it on behalf of another 
organization.
	 Using some of the same methodologies 
as in the U.S. for health care compliance, 
now EU organizations will have to 
perform compliance reviews and gap 
analyses to determine deficiencies in any 
data protection plan. Similar too, is the 
potential for the mandatory appointment 
of a Data Protection Officer (DPO) whose 
role looks much like that of a medical 
provider’s Privacy and Security Officer. 
Currently, the requirement for appointing 
a DPO appears to be fairly limited and 
the most onerous GDPR requirements 
affect large organizations, but, with 
cybersecurity, businesses can be certain 
things will always change and the bad 
guys will always be looking for holes.
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Prevention and Cybersecurity 
We are frequently startled by international 
cyberattacks. Hackers steal confidential 
information and ransomware shuts down 
companies, hospitals and governments. 
Since company computer systems 
are increasingly connected to the 
Internet (online stores) and also rely on 
Information Communication Technology 
(ICT) for internal processes, they are not 
just more vulnerable to attacks, but the 
impact of such attacks is higher. Orders 
cannot be processed, documents cannot 
be accessed, (manufacturing) processes 
are interrupted, and client data is made 

public with the risk of high regulatory 
fines. Obviously, you can prevent that 
by taking IT measures. Less obvious, 
but still as important, is that you can 
take preventive legal measures to reduce 
the risk of an attack, limit the potential 
consequences of a hack and invest in your 
cybersecurity.
	 This article deals with concrete 
preventive legal measures you, as 
a director or supervisor, can take to 
guarantee the safety of the company to 
the greatest extent possible, and thereby 
comply with your duty of care. A breach 
of the duty of care may lead to directors’ 
liability.

Management 
Cybersecurity must be dealt with at the 
highest level. In addition, there has to 
be the required expertise. It has to be 
discussed at management level what   
kind of systems will be used and what   
the risks involved in using them are.   
This has consequences for the structure  
of the organization, the management and 
the company.

Chief Information Officer
Appointing a chief information officer 
(CIO) is a good way to acquire digital 
knowledge, centralize it and use it 
effectively. Many large and medium-
sized companies have CIOs as the ICT 
has no longer only a supportive role but 
is leading in all company processes. The 
CIO is a member of the management and 
has the ultimate responsibility for the ICT 
policy of the entire organization. This is 
necessary for the company and will reduce 
the risk that the company and director 

are liable in the event of infringements 
relating to cybersecurity.
	 Maybe your company is too small 
to employ a CIO. This does not change 
anything regarding the distribution of 
responsibility. The management or board 
of directors will be ultimately responsible 
for cybersecurity and the application of 
privacy regulations and will therefore have 
to make sure to possess the competence 
required in this field.

Supervisors
In appointing supervisors and non-
executive directors, make sure to consider 
people who are familiar with digital risks 
so that they will be able to exercise their 
supervisory and advisory role sufficiently. 
After all, it is their task to advise the 
management board on digital security 
and to control the processes within the 
company in this respect too. In addition, 
the supervisors can benefit from this 
knowledge as they could be liable in case 
of insufficient supervision.

Corporate Structure
Risks can be reduced by incorporating 
the development of a new product or 
service, such as a new app, in a separate 
legal entity, whether or not with a separate 
ICT network. If matters turn out to be 
undesirable, the consequences for the 
remaining company will be limited. 

Personnel 
Most problems in the area of ICT arise 
accidentally, by human errors. All people 
involved in the company, employees 
but also contractors and agency 
workers, therefore have to be aware of 
the importance of cybersecurity. This 
is called security awareness. Security 
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awareness exceeds merely reacting 
to incidents: it has to be guaranteed 
via a continuous process in which an 
organization can reduce risks to an 
acceptable level. This could be, among 
other things, by drafting a personnel 
handbook including guidelines on 
internet usage, emails and passwords. 
Further, it should be clearly defined 
that employers have to report abuses, 
how they have to be reported and what 
the time limit is. Otherwise, companies 
would have to depend on the reasonable 
conduct of their employees instead of 
being able to require such conduct. 

Contracts 
When concluding all contracts, not just 
ICT contracts, it is important to distribute 
responsibility and limit liability. After all, 
your company is responsible for the ICT 
you use. This does not change if your ICT 
only has a supporting function or if you 
have not developed the ICT yourself.
	 Check for instance your General Terms 
and Conditions, where liability can be 
excluded, limited or transferred to a third 
party but also concrete arrangements 
such as Service Level Agreements 
(SLAs). The scope for agreements will 
be more limited if the counterparty 
is a “consumer.” A provision in the 
General Terms and Conditions of an 
agreement has no legal consequences 
(it is “voidable”) if it is extremely 
disadvantageous (“unreasonably onerous”) 
for the consumer. A provision stipulating 
that your company has no or limited 
obligations in the area of cybersecurity 
will probably be unreasonably onerous. 
Besides, arrangements agreed upon 

only apply with regard to the party you 
concluded the agreement with.
	 It is crucial to phrase agreements 
clearly. Vague agreements bear the 
genuine risk that a court will interpret 
provisions, at least in the event of a 
conflict, to the detriment of the company. 
Suppose that your company determines in 
an agreement that it shall not be liable if 
a cyberattack causes its being too late in 
fulfilling its obligations. Without a more 
detailed description of this term, a conflict 
could arise on the question as to whether 
a certain kind of malware would constitute 
a cyberattack.
	 Your company can lastly not exclude 
all liability. Obviously, hardware and 
software, apps and web-based tools must 
comply with the latest requirements in 
the fields of security. Therefore, despite 
exoneration clauses the company remains 
liable regarding, for instance, if it uses, 
with the knowledge of the management, 
ICT whose cybersecurity falls short. A 
company using obsolete software to save 
costs and not taking measures to protect 
its computers and networks will probably 
not be able to invoke a stipulation 
excluding liability if a lack of security 
causes damage.
	 If legal means are not sufficient to 
limit the liability of a company and 
directors, the financial consequences 
can be limited by cyber insurance and 
directors’ liability insurance.

Privacy 
The importance of cybersecurity is 
underlined by the privacy laws and high 
penalties for infringement on privacy.
	 Personal data is usually processed 
by means of ICT. In Europe, strict rules 

apply to this that can affect companies 
worldwide. The basic principle of 
the regulations is that they apply to 
the processing of personal data from 
Europeans even if the processing takes 
place outside Europe.
	 A breach of the security obligations 
has severe financial consequences. 
The Dutch Data Protection Authority 
(Autoriteit Persoonsgegevens; AP) can 
currently impose a maximum fine of EUR 
820,000 per breach or 10 percent of the 
annual turnover.
	 As of May 25, 2018, the AP will be 
able to impose a maximum fine of 20 
million euros or a fine of 4 percent of the 
worldwide annual turnover should this 
amount be higher.

Conclusion 
The board of a company has the ultimate 
responsibility for cybersecurity and can 
be held personally liable in the event 
of breaches. The board has to examine 
the organization and (ICT) company 
processes for compatibility with the 
existing regulations. In addition, the board 
has to make sure that both managers and 
supervisors have expertise in this area, for 
instance by appointing a chief information 
officer to the board. Employees must be 
familiar with the cybersecurity policy, 
for instance via the staff handbook or 
internal training. In contracts, liability for 
cybersecurity problems can be limited 	
to the greatest extent possible. Should 	
this not be enough, insurance can also 	
be a solution.
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China’s New Cybersecurity Law and 
its Impact on Doing Business in China
China’s new cybersecurity law came 
into effect on June 1, 2017. The new law 
promotes two key objectives:

•	 protect China against cyberattacks, and

•	 protect the rights and interests of 
Chinese citizens from cyberattacks and 
the misuse of personal information.

The new law not only has a comprehensive 
framework on cybersecurity but also gives 
privacy protection to Chinese citizens.

	 A number of legal measures that relate 
to cybersecurity also came into effect on 
June 1, 2017. On April 11, 2017, the 
Cyberspace Administration of China 
(CAC) released a draft (Draft) Measures 
for Security Assessment of Outbound 
Transmission of Personal Information and 
Important Data (Local Data) to solicit 
public comments. The consultation has 
ended and it is expected that the finalized 
measure for security assessment of 
outbound transmission of Local Data will 
be issued soon.

Key Provisions of the 
Cybersecurity Law 
The new law operates under a data 
localization rule that imposes an 
obligation on operators of “Critical 
Information Infrastructure” (CII) to store 
personal information and other important 
data collected and generated during 
operations within China.
	 For outbound data transfer of Local 
Data, the new law requires CII operators 
to undertake security assessment before 
transferring such data abroad. The 
security assessment shall be conducted 
by the CAC and the State Council (unless 
permission for the transfer is already 
provided under another law).
	 CII is defined broadly as 
“infrastructure that, in the event 
of damage, loss of function, or data 
leak, might seriously endanger 
national security, national welfare or 
the livelihoods of the people, or the 
public interest.” It includes public 
communications and information 
services, energy, transportation, water 
conservancy, finance, public services and 
e-government.

	 CII also covers operators who operate 
networks used for critical public services 
and private sector operators who operate 
networks which, if breached, would cause 
serious damage to state security, the 
Chinese economy or to the public at large.
	 The new law also covers “Network 
Operators” (NO), which is widely defined 
to include any business that owns and 
operates IT networks in China including 
a computer network, website, app or other 
electronic platform where information 
collected from third party users in China 
is stored, transmitted, exchanged or 
processed.
	 Under the new law, NOs need to:

•	 make public all privacy notices

•	 obtain individual consent for collecting 
and processing personal data

•	 implement technical safeguarding 
measures to secure against loss and 
destruction of personal data, data 
minimization, confidentiality and 
rights to accuracy and restriction on 
processing of personal data.

	 Under the new law, personal 
information is defined as including 
all kinds of information, recorded 
electronically or through other means 
which is sufficient to identify a person’s 
identity, including but not limited to:

•	 full names

•	 birth dates

•	 identification numbers

•	 personal biometric information

•	 addresses

•	 telephone numbers.
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	 NOs must provide internal security 
management systems that include:

•	 appointment of dedicated 
cybersecurity personnel

•	 retention of network logs

•	 reporting risks on network services 
and products to users and authorities

•	 having contingency plans for network 
security incidents and reporting such 
incidents to the authorities

•	 providing assistance and cooperation 
to public security bodies and state 
security bodies to safeguard national 
security and investigate crimes.

	 The third category of operators covered 
by the new law is IT Product Suppliers 
and they are required to:

•	 provide security maintenance for all 
services and products for the full term 
of the contract—security maintenance 
cannot be terminated within the 
contract term.

•	 prior to being sold or produced in the 
PRC market, cybersecurity products 
and services will be required to obtain 
a government certification and/or 
meet prescribed safety inspection 
requirements and national standards.

Proposed Security Assessment 
for Cross-Border Transfer of 
Local Data under the Draft 
The Draft seems to extend the 
applicability of the data localization 
rule from CII operators to all NOs. The 
implication is that virtually all entities 
established in China that access and 
use Internet in the course of business 
operation might be caught and could 
be required to keep a copy of personal 
data and other important data collected 
and generated in the course of the NO’s 
operation in China (Local Data).
	 If an NO seeks to transfer the Local 
Data overseas for business needs, it 
must undergo a security assessment. The 
Draft provides for two types of security 
assessments: (i) self-assessment; and 	
(ii) government-administered assessment 
(GAA).

	 NOs must conduct a security self-
assessment before transmitting Local 
Data overseas (unless a GAA is triggered) 
and be responsible for the results of the 
assessment.
	 A GAA is triggered if the intended 
outbound cross-border data transmission 
involves any of the following 
circumstances:

•	 contains or accumulatively contains 
personal information of more than 
500,000 individuals

•	 the amount of data exceeds 1,000 GB

•	 contains, among others, data regarding 
sectors such as nuclear facilities, 
chemical biology, national defense 
and military and population health, 
as well as data related to large-
scale engineering activities, marine 
environment and sensitive geographic 
information

•	 contains cybersecurity information 
such as system vulnerabilities or 
security protection in respect of CII

•	 provision of personal data and other 
important data to overseas recipients 
by operators of CII

•	 other circumstances that may affect 
national security or public interests.

	 NOs must, based on its business 
development and network operation 
status, conduct a security assessment on 
outbound data transmission at least once 
a year and report the assessment results to 
the relevant industry regulator.
	 In addition to the annual security 
assessment, NOs are required to conduct 
a new security assessment each time:

•	 There is a change in the data recipient 
or significant change in the purpose, 
scope, volume or type of the outbound 
data transmission; or

•	 There is a major security incident 
involving the data recipient or the data 
transmission abroad.

	 Industry regulators shall be 
responsible for organizing and 
administering GAA. If a GAA is triggered 
but the competent industry regulator 
cannot be identified, CAC shall take 
charge of the GAA.

	 The Draft provides a definition of 	
what is “Important Data.” It refers to 	
data that is closely related to national 
security, economic development and 
public interest.
	 In terms of privacy protection, in 
general, NOs shall inform data subjects 
of the purpose, method and scope of 
collection and use of personal data and 
obtain data subjects’ consent.
	 The Draft provides that, in order 
to transmit personal information out of 
China, NOs must inform data subjects of 
the purpose and scope of the outbound 
data transmission, the content and the 
recipient(s) (countries or regions) of the 
information transmitted and need to 
obtain consent.
	 Under the Draft, outbound 
transmission of Local Data is prohibited: 

•	 if data subject has not consented or the 
transmission could infringe the data 
subject’s interests

•	 the intended transmission would 
create a security risk in terms of 
national politics, the economy, science 
and technology, or national defense, 
etc. and could affect national security 
or harm public interest.

Conclusion 
Organizations that conduct business in 
China should start to review their data 
privacy and cybersecurity policies to 
ensure compliance with the incoming 
law and measures. NOs with a need to 
transmit personal data collected within 
China and abroad should review and 
amend their existing privacy policies or 
statements in order to ensure compliance.
	 It is not known whether a transmission 
of Local Data from mainland China to 
Hong Kong would be construed as “cross-
border” transfer and we may need to wait 
for further measures or Court explanation 
before this will be clear. But given that the 
new cybersecurity law does not apply to 
Hong Kong under the “One Country, Two 
Systems” principle, it would defeat the 
purpose of the data localization rule and 
privacy protection if Local Data can be 
transferred from mainland China to Hong 
Kong without any security assessment.
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Do Shops Located In Malls 
Dream Of Their Own Goodwill?
Shopping malls are enjoying important 
growth in Europe, acting as a magnet 
for customers and, at the same 
time, contributing to the economic 
development of this sector. Data shows 
that in the first half of 2016, malls 
reached an area extension of 153.6 
million square meters (SQM), with 
further growth forecasted for 2017, up to 
an overall 164 million SQM.1

Italy is ranked fourth in Europe for 
SQM. Recently, however, significant 
developments have taken place and 
others are coming.
	 More than one year has passed since 
the opening of the new shopping mall in 
Arese, near Milan (“il Centro”). Opening 
in April 2016 and composed of 200 
shops, 25 restaurants and various service 
providers, this mall was one of the largest 
in Italy and one of the biggest in Europe.
	 Recently the shopping mall at Orio Al 
Serio (Bergamo airport) has undergone  
a 35,000 SQM expansion, reaching an 
overall surface area of 105,000 SQM. 
Exceeding a total investment of 100 
million Euro, this shopping mall is 
composed of more than 280 shops, 50 
restaurants, miscellaneous services and 
one multi-cinema with 14 screens. 
	 In the very near future, Italy will 
also enjoy the opening of the shopping 
district in City Life, slated for November 
2017 with total 32,000 SQM. Then, 
in December 2019, the challenging 
project of the Westfield shopping center 
in Segrate will be completed, with 300 
shops, including Galeries Lafayettes, and 
one multi-cinema with 16 screens. It will 
be open 365 days a year and cost more 
than 2 billion Euro. 
	 These shopping malls are to be 
considered great poles of attraction by 
representing brands of national and 
international stature.
	 The juridical measure in Italy by 
which the owners of these malls regulate 
the stores located inside, are the 
“commercial property lease agreement” 
(regulated by Law 392/78) and, mostly 
utilized, the “business unit lease.”

	 No matter the agreements utilized, 
it is standard practice for the lessee, 
however, to accept a written pre-emptive 
waiver to any indemnity for loss of 
goodwill at the end of the lease period or 
in case of termination by the owner. 
	 The matter is referred to in Law 
392/1978, which regulates the property 
lease agreement. Law 392/1978 provides 
that, as goodwill indemnification, 
the lessee has the right to receive a 
remuneration equal to 18 months of the 
last rent paid.2 
	 Any exemption to the above provision 
is null and void, even though recent case 
laws have recognized that a preventive 
waiver to a goodwill indemnification is 
possible if remunerated by a discount of 
the rent favoring the tenant.
	 The rule is, however, not applicable 
for commercial activities located in 
airports, railway stations and road 
services areas.3

	 The law does not regulate specifically 
if the tenant of a shop located in a mall is 
or is not entitled to such indemnity. Case 
law addressed the situation excluding it 
on the grounds that a shop in a mall is 
similar to shops in airports and railway 
stations which are located in a sort 
of mandatory route and which benefit 
consequently from a “parasitic goodwill.”
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	 On the other hand, since “lessee 
protective provisions” inherent to law 
392/1978 are not applicable to contracts 
regulating the lease of business units,4 
the parties to such agreements are free 
to regulate all their respective rights, 
including the possibility to agree 
to a preemptive waiver for goodwill 
indemnification (without penalty of legal 
invalidity).5

	 In brief, up until now operators did 
not need to address the specific problem 
of whether the tenant was or was not 
entitled to any goodwill for his/her shop 
located in the shopping mall because it 
was not even a consideration.
	 The new decision of High Court 
issued in September 2016 overturned the 
former situation and recognized that the 
tenant of a shop in a mall is entitled to 
an indemnification for goodwill.
	 The Court recognized that there 
is a reciprocal synergy of commercial 
activity located in the same area. It 
underlined that the goodwill of the 
whole shopping mall is not a stand-alone 
goodwill different from the goodwill of 
each activity located inside it but, on the 
contrary, it is the sum of such goodwill.  
	 If not, shops located in areas that “by 
their own” constitute an attraction could 

be denied the benefit of such a goodwill 
indemnity, such as Quadrilatero della 
Moda (Via Montenapoleone district), or 
the Mercerie district in Venice, or the 
Harbour district in Portofino, or many 
other areas of particular commercial, 
historical and cultural/artistic interest.
	 What are/will be the results of the 
new guidance? 
	 It is more than likely that the owners 
of shopping malls shall be encouraged 
to utilize the “lease of business units” 
measure (with relevant freedom in 
agreeing a pre-emptive waiver to 
goodwill). 
	 By contrast, the tenants could use 
the value of the goodwill and relevant 
waiver (which is now recognized by case 
law) as “leverage” to enter into a better 
economic agreement. 
	 From both perspectives—the owners 
as well as the tenants—the clause 
regulating goodwill in shopping malls 
shall become more appealing.
	 Last but not least, one must take 
into consideration that the legislative 
framework of law 392/1978 has been 
recently “revised” by law n. 164/2014, 
which has introduced—upon the 
condition that the annual rent provided 
in the lease agreement exceeds Euro 
250,000—the “freedom of contract” 

clause in the commercial property 
lease agreement. Consequently, these 
contracts (commercial property lease 
agreements with annual rent exceeding 
Euro 250,000) shall be considered 
similar to business lease agreements and, 
therefore, may include preventive waiver 
to goodwill indemnification.
	 As a final comment, our wish is that 
the overflow of shops in malls shall 
not “water down” a brand’s value by 
confusing the unique selling proposition 
of each brand in the mind of the 
consumer.

1	 Source: Cushman & Wakefield “European Shopping 
Centre Development Report”.

2	 Also, the lessee has the right to receive a further 
indemnification equal to 18 months of the last rent 
paid, if in the new store  the same/similar activity 
as that of the former lessee is being carried out and 
such new activity is started within one year from the 
termination of the former lease agreement. 

3	 The rule is also not applicable (i) in case the 
termination of the contract is attributable to the lessee; 
(ii) in case  the commercial activity is not open to the 
public and (iii) for professional activities and temporary 
activities.

4	 A business unit lease agreement (“affitto d’azienda”) 
differs from a commercial property lease agreement 
in that it includes a group of goods and resources 
organized to run the business and not only a property 
(and not only the agreement regulating the use of the 
estate).

5	 The above to the extent the subject matter of the lease 
is indeed a “real” business unit and not mere business 
premises, without such features it might bring to a risk 
of a requalification of the contract with application of 
the rules of Law 392/78 (protecting the lessee).
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M&A Transactions in Germany
Germany is one of the world’s major 
economies. As a result, many foreign 
enterprises consider acquisitions of 
companies in Germany to get (better) 
access to the German market.
	 There are two major types of mergers 
and acquisitions (M&A) transactions 
in Germany: the acquisition of shares 
of the target company (Share Deal) and 
the acquisition of the assets of the target 
company or of specific business segments 
of the target company (Asset Deal). When 
the buyer is supposed to acquire only 
individual, but not all business segments 
from the seller, or when the buyer does not 
want to assume all liabilities or liability 
risks, an Asset Deal is often the better 
choice.

Typical Targets: GmbH and 
GmbH & Co. KG 
A GmbH (Gesellschaft mit beschränkter 
Haftung) is the most common form of 
corporation in Germany and is a limited 
liability company. It does not have any 
share certificates. The shares are trans-
ferred by way of an agreement, which 
needs to be notarized. 
	 A GmbH has a management board 
consisting of at least one managing 
director (Geschäftsführer). It can have a 
separate supervisory board (Aufsichtsrat), 
but usually does not have one unless it 
is required by law for purposes of co-
determination of employees.
	 It is registered with the local commer-
cial register. Lawyers and other registered 
users can get the key information, such 
as names of the managing directors and 
their power of representation, as well as 
copies of the Articles of Association, 
the list of shareholders and the annual 
financial statements, on the Internet from 
the commercial register. 
	 A GmbH & Co. KG is a limited part-
nership with at least one limited partner 
and a GmbH as general partner. The 
GmbH & Co. KG is managed by the gen-
eral partner GmbH, which in turn is man-
aged by its managing directors. Usually, 
the limited partners are also shareholders 
of the general partner GmbH. The indi-
vidual liability is limited to the respective 
limited partner’s capital contribution.
	 The GmbH & Co. KG is registered 
with the commercial register where its 
key information is available. However, the 
partnership agreement is not filed with 
the commercial register and therefore 
not publicly available. The partnership’s 
interests are transferred by way of an 
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agreement, which needs to be notarized 
if they are transferred together with the 
shares of the general partner GmbH. 

Notarization of Agreements  
Any agreement on the sale or transfer of 
shares in a GmbH needs to be notarized 
at a German notary public. This is often a 
cumbersome procedure, since the entire 
agreement, including all exhibits, needs 
to be read aloud to the representatives of 
the parties by the notary public. However, 
German M&A lawyers are experienced 
in this area and can ensure a smooth 
notarization procedure. The notary’s fees 
can be material, depending on the value of 
the notarized transactions. To give an ex-
ample: In the case of a purchase price of 
about EUR 10 Mio. for GmbH shares, the 
cost of notarization of the share purchase 
and transfer agreement can be about EUR 
35,000 plus VAT.

Involvement of Employee 
Representatives 
Works Councils
A company may have one or more works 
councils (Bebriebsrat) consisting of 
employees. It can be established by the 
employees of each establishment with five 
or more employees. The works council 
needs to be involved in particular cases, 
such as the dismissal of employees. 
It needs to be informed beforehand. 
Otherwise, the dismissal may be void. 
	 In companies with more than 
20 employees, the employer must 
inform the works council in advance 
about any planned alterations of an 
establishment, which may cause 
substantial disadvantages to a substantial 
part of the staff. The employer must try 
to reach an agreement with the works 
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council on reconciliation of interests 
(Interessensausgleich) and a social plan 
(Sozialplan) before starting the alteration. 
A social plan provides for a compensation 
of the disadvantages suffered by the 
employees. If both parties cannot agree on 
the reconciliation of interests or the social 
plan, either party can submit the matter 
to a Conciliation Board (Einigungsstelle), 
which shall attempt to reconcile the 
parties and is authorized to draw up the 
social plan.
	 The works council cannot prevent the 
alteration and cannot force the employer 
to agree to a specific reconciliation of 
interests or a specific social plan, but it 
can delay the process. Not every M&A 
transaction requires the mentioned 
procedure. However, if there are 
major restructurings of the business in 
connection with an M&A transaction, this 
could be the case. 

Economic Committee 
If a company has more than 100 employees 
and a works council, it is obliged to have 
an economic committee (Wirtschaftsauss-
chuss), which consists of employees as well. 
The employer needs to inform the eco-
nomic committee about various economic 
matters in advance, e.g., in case of the 
purchase of a majority interest by a buyer.

Co-determined Supervisory Board
A GmbH, as well as a GmbH & Co. KG, 
can be required to establish a so-called 

co-determined Supervisory Board if the 
company has more than 500 employees. 
Thus, the company needs to have a Super-
visory Board where one-third (in compa-
nies with more than 500 to 2,000 employ-
ees) or half (in companies with more than 
2,000 employees) of the members are 
employee representatives. The Super-
visory Board supervises the company’s 
management board.
	 Depending on the circumstances of 
an M&A transaction, an approval by a 
(possibly co-determined) Supervisory 
Board could be required on the seller’s/
buyer’s side or in the target company. 

Transfer of Employees by 
Operation of Law 
In case of the acquisition and transfer of 
an undertaking or parts of it by way of 
an Asset Deal, employees belonging to 
the concerned undertaking or parts of it 
are transferred to the buyer by operation 
of law. The concerned employees have 
to be informed prior to the transfer and 
have a right to object to the transfer of 
their employment relationship within one 
month of receipt of a due notification. If 
an employee objects, he or she remains an 
employee of the seller.

Prohibition of Acquisitions in 
Case of a Foreign Buyer  
In case of acquisitions by a foreign buyer 
from outside the European Union (EU) 
and the European Free Trade Association 

(EFTA; i.e., Iceland, Liechtenstein, 
Norway and Switzerland), the German 
Ministry of Economic Affairs may 
prohibit the acquisition if the investment 
endangers public policy or the security 
of the Federal Republic of Germany. 
The government recently implemented 
an obligation to notify the ministry 
in case of acquisitions concerning 
critical infrastructure. In other cases, 
it is possible to proactively file an 
application to the ministry in order to get 
a confirmation that the acquisition does   
not endanger the public policy or the 
security of Germany.
	 In case of acquisitions by any foreign 
buyer regarding companies which are 
operating in particularly security sensitive 
areas (manufacturers and developers of 
military weapons and certain components 
for tanks, as well as producers of certain 
products with IT security functions), the 
German Ministry of Economic Affairs must 
be notified in advance. The ministry can 
prohibit the acquisition if material security 
interests of Germany are endangered.
	 In both cases, the criteria of an 
acquisition is fulfilled if the buyer 
acquires directly or indirectly more than 
25 percent of the voting rights. Thus, 
even the acquisition of a foreign company 
with a German subsidiary can be subject 
to the aforementioned examination 
procedures and a prohibition by German 
authorities. Recently, the German 
Ministry of Economic Affairs has 
reviewed some potential acquisitions of 
German companies by Chinese investors, 
for example.

Significant Advantage with 		
the Early Involvement of a 	
Local Counsel
German law provides a legal framework 
with complex issues in connection with 
investments in Germany that might appear 
as problems from a foreign perspective. 
However, if experienced German M&A 
lawyers are involved at an early stage, 
they can plan your transaction in a secure 
way and will, in most cases, be able to 
avoid damaging impacts.
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The Applicable Law to International 
Commercial Contracts 
A matter of key importance when signing 
an international commercial contract 
is determining what the applicable law 
should be. It is necessary for the parties 
to be aware of the set of rules governing 
the contract during its execution, as well 
as in any possible disputes related to the 
specific legal relation which may occur.
     According to the United Nations 
Convention on Contracts for the 
International Sale of Goods (CISG) 
(Vienna, 1980) contracts are classified 
as “international” when the parties 
concluding the agreement come from two 
or more different countries (Article 1(1) 
(a)). For a contract to be identified as 
“commercial,” each party must be acting 
in the exercise of its trade or profession. 

     There are three basic ways for 
the parties involved to determine the 
applicable law to such contracts. First 
of all, they could expressly choose a 
governing law by making a reference to it 
either in the main contract or in a separate 
agreement on choice of law. Either a 
specific national legal order (for example, 
French law) or a supranational legal order 
(for example, UNIDROIT principles of 
international commercial contracts) could 
be chosen. The power of the contracting 
parties to select the applicable rules 
is referred to as “party autonomy.” 
The advantages of that concept are 
significant since it provides parties with a 
considerable degree of certainty and the 
ability to foresee, to a large extent, how 
any future disputes under the contract 
would likely be determined. (Herbert 
Smith Freehills LLP, 2010). Moreover, the 
choice of law agreement would be used 
by the national courts, arbitral tribunals 
or any other forums deciding a possible 
future dispute to interpret the contract and 
determine the rights and legal obligations 
of the parties flowing from it. Thus, it is 
advisable for the parties to seek specific 
legal counsel in order to be aware of the 
set of rules best suitable to govern the 
transaction. It is important to note  that 
“party autonomy” has some limitations. 
It does not exclude the application of 
imperative rules relevant to the specific 
legal relation which are a part of a legal 
order different from the chosen one, i.e., 
where the parties’ express choice of law 
and imperative rules are in conflict the 
latter shall prevail. 

     In the absence of a specific choice 
of law, unified international rules in the 
field of commercial contracts would be 
applicable. The main source of such 
rules is the United Nations Convention 
on Contracts for the International Sale 
of Goods (Vienna, 1980) which regulates 
matters in the field of international private 
law. As of May 2017, it has been ratified 
by 85 states that account for a major 
proportion of world trade, thus making it 
one of the most successful international 
uniform laws. The CISG applies to 
contracts of the sale of goods between 
parties whose places of business are in 
different countries when the countries 
are Contracting Countries (Article 1(1) 
(a)). Furthermore, its rules are directly 
applicable and exclude the application of 
other national or transnational rules (apart 
from the mandatory ones). The contracting 
parties may exclude the application 
of the Convention only expressly or 
by indicating clearly that the law of a 
third non-contracting country would be 
applicable. It is important to be noted that 
the Convention itself establishes its own 
primacy over the applicable law, indicated 
by the conflict-of-law rules, i.e., it is 
sufficient to establish that the Convention 
is applicable to a specific contract in 
order to avoid the application of conflict-
of-law rules. 
     The last possible approach in 
determining the applicable law to an 
international commercial contract in 
cases where the parties have not expressly 
chosen a governing law is applying the 
“conflict of laws” rules. The general 
principle is the applicable law would be 
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that of the country the contract is most 
closely connected with. Whether or not 
such connection exists is always a matter 
of the specific circumstances which would 
be taken into consideration by the courts 
or arbitral tribunals when deciding a 
dispute. However, there are a couple of 

rebuttable presumptions regarding that 
concept. For instance, in a real estate 
sales contract, the latter is presumed to be 
most closely connected with the country 
where the real estate is.
     The predominantly dispositional 
character of the “conflict of law” rules, 
as well as the wide scope of assessment 

of the specific circumstances in any legal 
relation, make this type of approach 
in determining the applicable law 
unattractive to the merchants. In order 
to avoid these inconveniences, it is in 
the parties’ best interest to choose the 
governing law expressly. 
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Litigation in Honduras: 
Towards a New International Law
Honduras is a country located in the 
heart of Central America, with a thriving 
industrial economy which has undergone 
drastic changes in the last 30 years, 
moving from agribusiness to technical 
industry—mainly textiles—as its main 
focus of wealth production.
	 The attractive and strategic logistics 
corridor in the north of the country 
(Metropolitan Sula Valley Area, including 
San Pedro Sula, Villanueva, Choloma and 

Puerto Cortés), which contains a certified 
port by Customs of the United States, has 
attracted an increasing amount of foreign 
capital and investors. This has boosted 
economic changes and provided solutions 
and job opportunities. In addition, 
Honduras promotes foreign investment 
through special tax laws and laws that favor 
exports, such as the Free Zone Act, the 
Temporary Import Regime Law and the 
Special Development Zones Law, among 
others. Another economic advantage 
offered by Honduras since 2005 is the Free 
Trade Agreement signed with the United 
States, allowing tax free exports to the 
United States.
	 However, the legislative and economic 
efforts, and the existing mechanisms 
applied by current governments, have 
proved insufficient to attract all of the 
foreign investment projected by the 
government. This is especially true from 
those whose countries of origin strictly 
regulate issues such as tax, transparency, 
ethical and corporate governance and 
financial information exchange (i.e., FCPA, 
FATCA, etc.), due to some corruption 
allegations against Honduras in the past. 
To address this, in addition to the economic 
and tax laws, Honduras has:

•	 passed laws on transparency and access 
to public information

•	 has begun a modernization process 
of the civil procedural system (Civil 
Procedure Code)

•	 has reformed the mechanisms used 
to select judges and members of the 
judiciary

•	 has created specialized courts and 
prosecutor’s offices to deal with acts of 
corruption

•	 has passed laws on conciliation and 
arbitration as means to grant parties an 
additional method of solving conflicts.

	 These legislative and administrative 
efforts have had an impact on the local 
and international economic community, 
shifting the investor’s perspective towards 
Honduras and favoring the integration of 
markets. Even so, the results obtained have 
been insufficient to reach the projection on 
investment established by the government.
	 Regulations have recently been 
adopted to incorporate a new legislative 
layer of attraction of foreign investment, 
designed to create a flexible corporate-
business environment, with the right 
measures to guarantee the legal 
security of the entrepreneur, even by 
international standards. The law for the 
generation of employment, promotion 
of the business initiative, formalization 
of business and protection of investors’ 
rights, and the law for the promotion 
and protection of investments, are all 
laws designed to incorporate the current 
international principles, rulings and 
criteria on investment/investors protection, 
transparency and arbitration. These laws 
adjust the commercial regulations and 
jurisdictional options according to Soft Law 
or Lex Mercatoria indicators, in order to 
respond to the requirements of unification 
and standardization of the law, facilitating 
free commercial traffic.
	 These legislative, administrative and 
judicial efforts to bring the Honduran legal 
system closer to international parameters, 
homologating the conduct and business 
behavior of the investor with those of 
standardized norms, which reflects the 
recommendations of such entities as 
UNIDROIT, United National Commission 
on International Trade Law, International 
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Centre for Settlement of Investment 
Disputes (ICSID) and the International 
Code Coucil (ICC), have been strongly 
criticized by various sectors of Honduran 
society. Several litigating lawyers have 
even expressed their fervent rejection of 
these reforms, claiming that these laws 
contradict principles and precepts rooted 
in Honduran legal culture, beginning with 
national sovereignty and state control over 
commercial practices. Their opposition 
and allegations are a product of our 
country’s influence by foreign legislation, 
especially by Spain’s law. In carrying out 
the corresponding historical analysis of 
the aforementioned legislation, Spain, as a 
Continental-European country, has a legal 
perspective that does not quite agree with 
the more liberal view of the common law. 
This European influence has produced a 
nationalist approach in Honduras, which 
in many occasions has caused isolation. 
Combined with this, some bad experiences 
in the past with foreign investments have 
been the main reasons argued by those who 
see this legal reform as a detriment to the 
country.
	 We cannot ignore the fact that the 
global economy is everyday becoming 
more integrated, and that economic 
blocs are increasingly approaching 
cultures, laws and societies. Proof of this 

is the Resolution 3281 of the General 
Assembly of the United Nations which 
establishes a new international economic 
order. In addition to international 
rules, the arbitration precedents in 
international matters have established the 
denationalization doctrine, which countries 
and companies adopt like, e.g., Rene-Jean 
Dupuy’s Arbitral Award, in the Texaco - Cal 
Asiatic v. Libya, Letco v. Liberia, Amco 
v. Indonesia, among others. Therefore, 
Honduras cannot be the exception nor can 
it afford to disregard international changes 
and requirements of homologation of the 
rules applicable to trade. 
	 Thus, legislative reform in Honduras 
is due to the requirement of economic 
integration and the country’s project 
to attract foreign investment, offering 
guarantees and security in accordance 
with international parameters. This has 
had, in our opinion, a positive effect on the 
development of judicial processes by:

•	 reducing the time and cost of a 
procedure from five years to 14 months,

•	 transforming the written procedural 
system into a system of simplified 
hearings,

•	 bringing the judge closer to the trial 
and forcing him to be present at the 
moment of evacuation of the evidence 
and allegations, and

•	 incorporating into the judicial 
and arbitration procedure several 
in-between possibilities of direct 
conciliation, and facilitating 
mechanisms of complaining against 
judges and/or public officials who  
have commited acts of corruption, 
among others.

	 This does not mean that the goal 
has been achieved, and we are far from 
being able to call the task completed. 
The country continues to move towards 
an international order, planning to reform 
judicial procedure into electronic trials, 
reduce judicial delay by 100 percent and 
authorize investors to arbitrate “without 
privity” as established in the AAPL v. 
Sri Lanka arbitration rule and by the 
Convention on the Settlement of Investment 
Disputes between States and Nationals 
of other States. This leaves us with an 
exciting road to travel, and an interesting 
approach on standardizing our legislation 
to international requirements, granting 
local and foreign investors all guarantees 
required to assure a transparent and fair 
trade, without fear of being forced into a 
corrupt act. 



38	 T H E  P R I M E R U S  P A R A D I G M   |   C e l e b r a t i n g  2 5  y e a r s  w i t h  t h e  w o r l d ’ s  f i n e s t  l a w  f i r m s

Strong Whistleblower Laws 
in the Asia Pacific Region?
Several jurisdictions have recently or are 
currently reviewing their laws relating to 
protection of whistleblowers both in the 
public and corporate sectors. 
	 For a long time, Australia has been the 
subject of criticism for the weakness of its 
whistleblower protections, including that 
existing protections are “overly narrow” 
and make it “unnecessarily difficult” for 
whistleblowers to make protected disclo-
sures.1

	 An independent review, conducted by 
Transparency International in 2014, found 

Australia’s whistleblower protections for 
the private sector is lacking, despite hav-
ing comprehensive protections for public 
sector whistleblowers.2

	 With the strengthening of anti-cor-
ruption laws and growing domestic and 
international pressure for reform, as well 
as Australia’s reputation as a transparent 
and low-corruption business and regula-
tory environment, there is every chance 
that Australia will seek to lead the way 
in the region by spearheading a reform 
to strike a balance between protecting 
whistleblowers, disincentivizing corrup-
tion, and protecting legitimate corporate 
confidentiality.

Recent Consultation  
In line with the global movement against 
anti-corruption and bribery, the Australian 
Federal Government has stated its focus 
to combat corporate misconduct through 
the introduction of stronger whistleblower 
protections and compensation schemes.
	 The Australian Federal Parliament 
has referred an inquiry in relation to 
protections for whistleblowers to the Joint 
Parliamentary Committee on Corporations 
and Financial Services. The Committee’s 
report is expected  by mid-August 2017. 

Whistleblowing on Breaches of 
Corporate Legislation  
In recent years notable scandals have 
been brought to light due to whistleblow-
ers’ making disclosures in Australia.
	 The most notorious scandals are the 
underpayment of 7-Eleven employees by 
franchisees, which has resulted in $110 
million compensation, and an investiga-
tion into the questionable financial plan-
ning advice given by the Commonwealth 

Bank of Australia’s financial planners, 
resulting in $29 million compensation 
being paid to victims. In both instances, 
existing legislative protections have been 
criticized for their failure to offer suffi-
cient protection to the whistleblowers.
	 The weaknesses of Australia’s current 
system has been highlighted by the media 
which has reported that Jeff Morrison, 
the key whistleblower who brought the 
Commonwealth Bank’s financial advice 
scandal to light, lost his job and endured 
death threats. That narrative may have 
been different if Mr. Morrison was able to 
make an anonymous disclosure and there 
had been adequate legislation to compen-
sate and protect him from reprisal.

What Disclosures Are Protected?  
Under current Australian legislation, 
in order for a whistleblower to make 
a protected disclosure, the following 
requirements must be met:

1.	 the whistleblower must be a current 
officer, employee or contractor of a 
company;

2.	 the whistleblower must provide their 
name (anonymous disclosures are not 
protected);

3.	 the disclosure must be made to 
Australian Securities and Investment 
Commission (ASIC), the company’s 
auditor or to specified officers of the 
company;

4.	 the disclosure must be made in “good 
faith;” and

5.	 the whistleblower must have reason-
able grounds to suspect that officers or 
staff of an organization have breached 
a relevant provision of the legislation.
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	 If a whistleblower satisfies the above 
criteria, they can be protected from civil 
or criminal litigation as a consequence of 
making a protected disclosure. However, 
the protections must be relied upon as 
a defense to prosecution or a claim by a 
whistleblower, meaning that a whistle-
blower is on the back foot and will have 
likely already suffered the fall-out for 
making the disclosure.  
	 Further, a whistleblower’s disclosures 
in some cases can be referred to other 
parties, including the Federal Police or 
Australian Prudential Regulation Author-
ity (APRA). Given that the disclosure 
cannot be made anonymously, a whistle-
blower’s disclosure often leads to rapid 
escalation of events completely outside of 
the whistleblower’s control.

Misconduct Relating to Unions 
and Employer Organizations  
Recent amendments were enacted by the 
Australian Commonwealth Parliament 
to allow employees to make protected 
disclosures to government bodies in rela-
tion to breaches of union and employment 
laws. Although the scope of this reform is 
limited, these amendments are significant 
as they have done away with the need for 
a disclosure to be made in “good faith.” 

Whistleblowers – Tax Fraud  
Disclosures by whistleblowers relating to 
tax fraud or misconduct to the Australian 
Tax Office (ATO) are not currently pro-
tected, given that only certain disclosures 
relating to employment law or corporate 
law misconduct can be protected under 
the current legislation.
	 Given the government’s crackdown 
on tax evasion and fraud, it is expected 
that proposed amendments may include 
the ability for financial advisers to make 
protected disclosures to the ATO regard-
ing their corporate clients’ tax affairs. 
However, such reforms are likely to be 
hotly contested and vigorously opposed by 
industry and professional groups.

Protected Disclosures   
It is also expected that the federal govern-
ment will seek to implement provisions 
that will allow for former employees, 
officers and contractors to make protected 

disclosures, similar to recent amendments 
to employment related disclosures.
	 The current regime, by allowing only 
current employees, officers and contrac-
tors to make protected disclosures, fails to 
take into consideration that these parties 
will suffer reprisal and career damage 
if knowledge of their disclosure became 
public. Under existing Australian legisla-
tion, if a whistleblower who is no longer 
employed by a company took part in any 
breach of corporation legislation them-
selves, they are not currently protected 
from prosecution or civil action.
	 To bring Australia’s corporate whistle-
blower scheme in line with best prac-
tice international laws and encourage 
disclosures, it is expected that it will be 
proposed for the “good faith” requirement 
to be dispensed with. 
	 Currently, for a corporate whistle-
blower to be entitled to protection for 
making a disclosure relating to corporate 
misconduct, their motive for making the 
disclosure must not be malicious or for 
a collateral purpose. The “good faith” 
requirement is considered to deter poten-
tial whistleblowers, given that it creates 
uncertainty of whether they will be 
protected after they make the disclosure.

Bounty-Style Compensation  
The Australian Federal Financial Services 
Minister Kelly O’Dwyer has suggested 
that the Australian Government would 
be seeking to introduce a “bounty-style” 
reward system similar to that of the U.S. 
Such a system would reward whistleblow-
ers who disclose high-quality information 
that results in a conviction or monetary 
penalty. It is suggested that a rewards 
scheme would take into account the fi-
nancial consequences that whistleblowers 
endure from disclosing information. 
	 This “bounty-style” rewards scheme is 
based on U.S. law which rewards whistle-
blowers with 10 to 30 percent of money 
recovered, where sanctions exceed $1 mil-
lion. However, by international standards, 
fines imposed on Australian companies 
are relatively low. For such a scheme to be 
successful in Australia, there will need to 
be a substantial increase in the fines.
	 Further issues under consideration 
include whether disclosures made to 

media should be protected, given that 
in recent years the media has been 
instrumental in revealing substantial 
corporate misconduct.

How Businesses and Compa-
nies Can Prepare  
The impending reforms seem to have 
been broadly accepted by the Australian 
corporate sector. Many industry sectors 
are attempting to prepare themselves. 
Businesses are able to prepare by:

1.	 arranging for an independent and ex-
ternal review of their current whistle-
blower policies;

2.	 permitting anonymous disclosures 
internally, such as by hotline or email;

3.	 if appropriate, engaging an external 
investigator to investigate disclosures 
and conduct;

4.	 implementing specific procedures for 
investigating and dealing with disclo-
sures;

5.	 educating officers and employees 
about internal policies and protections 
offered to whistleblowers and how to 
handle disclosures; 

6.	 ensuring that suppliers are contractu-
ally bound to have minimum standards 
of whistleblower procedures; and

7.	 committing to compensation or reloca-
tion arrangements for staff who are 
targeted for reprisals after making a 
disclosure.

	 Lawyers and in-house counsel repre-
senting clients conducting business in, or 
in connection with, Australia and through-
out the Asia Pacific region should flag the 
potential reform of whistleblower protec-
tions to ensure they are not caught off 
guard. While reform is never a certainty, 
the key to preparing for such reforms will 
be ensuring that employees are offered 
suitable options for whistleblowing and 
that suitable procedures and processes for 
dealing with complaints are well known 
throughout the company. Failure to adopt 
such an approach could result in signifi-
cant financial and reputational damage   
to the company.

1	 Australia’s first Open Government National Action     
Plan 2016-18

2	 Whistleblower Protection Laws in G20 Countries 
Priorities for Action: Final Report 2014



40	 T H E  P R I M E R U S  P A R A D I G M   |   C e l e b r a t i n g  2 5  y e a r s  w i t h  t h e  w o r l d ’ s  f i n e s t  l a w  f i r m s

Bill Project 231/17: 
Main Changes to the Corporate
Fiduciary Duties in Colombia
The current Columbian fiduciary duties 
required of  the officers and directors of 
a corporation were established 20 years 
ago in Act 222 of 1995, obliging them to 
act “in good faith, with loyalty and with 
the diligence of a good businessman”1 
and “their actions will be performed in 
the interest of the company, taking into 
account the interests of their associates.”2 
Thus, the duties of good faith, care and 
loyalty are incorporated into the current 
regulation. 
	 The good businessman standard 
demands the utmost level of diligence 
to the directors in any of their actions, 
making them “jointly and severally 

liable and without limitation for the 
damages caused by negligence or willful 
misconduct caused to the company, to the 
partners or to third parties,”3 not allowing 
the shareholders and the managers 
to limit or eliminate by contract, the 
officers or directors liability for damages 
caused in their decision making process, 
considering any agreement with that 
intend to be void and null. 
	 Likewise, all the qualifications 
required to determine the negligence 
categories mentioned above, such as 
“not a prudent person,” “diligent and 
careful men” or “sensible man” are really 
difficult to frame and apply by the judges, 
since they lack the proper definition and 
consistence procedure, thus, the use of 
this article and its consequences has been 
discouraged and barely seen in practice. 
	 On the other hand, talking about the 
duty of loyalty, the current applicable 
provision states that the managers 
shall not participate, directly (personal 
interests) or indirectly (third parties 
interests), in activities that involve 
competition with the company or in acts 
where there is a conflict of interest, unless 
expressly authorized by the shareholders. 
In addition, the cleaning process of any 
decision involving a conflict of interests 
between the company and its managers 
should be voted on by a majority of 
the shareholders, excluding the vote 
of any interested director that is also a 
shareholder of the company. 
	 Hence, a majority shareholder who 
wants to approve a self-dealing transaction 
and not be covered by the vote exclusion 
provision mentioned above, just has to 
resign his position as manager and then 
force the summoning of a shareholders 
meeting to vote as a not excludable party.

	 Although it seems to be a strong 
regime, it is often not enforced due to 
its lack of clarity of what conduct is 
considered a conflict of interest. This 
lack of clarity has allowed administrators 
in the current legislation to bypass the 
before mentioned regime regarding the 
questionable transaction, the low number 
of sanctions imposed by the authorities, 
and the difficulty to approve any kind of 
claim by the shareholders in closely held 
corporations where the majority has the 
control of the corporation. 
	 Consequently, all these flaws and gaps 
have produced a lack of uniformity in the 
current provisions, which is triggering 
the continuous abuse of the controlling 
shareholders. This happens, principally, 
in closely held corporations, who can 
approve a self-dealing transaction, or 
block a company suit against them at 
any time, thus, making the actual rules 
oppressive to the minority shareholders 
and hardly applicable in practice. 

Bill Project No. 231 of 2017: 
New Definition of the Duty of 
Care and Incorporation of the 
Business Judgment Rule into 
Colombian Corporate Regime
This reform proposes a new definition 
of the duty of care as a way to improve 
its applicability. The bill defines the 
duty of care in Article 6, as follows: 
“the director shall fulfill his duties with 
the diligence that a prudent person will 
be judged reasonable in light of the 
specific circumstances surrounding each 
decision.”4  
	 The idea behind the proposed 
definition is the simplification of the 
standard (prudent person), in order to: 
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(i) frame it to the singular events, 
conditions and situations that could 
influence the decision-making process; 
(ii) adjust it to the new business judgment 
rule standard regulated in Article 9 to 
enable a coherent application of the new 
standard by the courts; and, (iii) eliminate 
the current liability regime for directors, 
namely,    the use of Article 63 of the 
Colombian Civil Code.5  
	 Together with the new definition to the 
duty of care, the creation of the business 
judgment rule with deferential scrutiny, 
as the new standard of review to be used 
by the judges, is meant to shield the 
decisions of the corporate directors as risk 
takers and narrow the situations where 
they could be found liable.6

	 Additionally, the business judgment 
rule, just as in the U.S. system, creates a 
rebuttable legal presumption, protecting 
the directors’ decisions as long as they 
are made with reasonable judgment 
sufficiently informed. According to the 
new standard, in order to challenge the 
presumption and make the directors 
liable, the plaintiff will have the burden to 
prove that the directors acted in bad faith, 
violated the law, or the duty of loyalty. 

	 On the other hand, the reform proposes 
the strengthening and reinforcement of 
the current duty of loyalty, stating that the 
actions of the directors shall always be 
performed pursuing the best interests of 
the company.7 
	 Likewise, in explaining the scope of 
this duty, the bill enlisted five duties that 
need to be obeyed by the directors to be in 
“compliance” with it; these are: 

1	 guard and protect the commercial and 
industrial reserve of the corporation; 

2	 refrain from misuse of confidential 
information; 

3	 provide fair and equal treatment to 	
all shareholders; 

4	 abstain from being part of acts 
or transactions on which there is 
a conflict of interest, unless due 
authorization is provided according 	
to the procedure established in 	
Article 13 of this law; and, 

5	 abstain from being part of acts or 
transactions implying competition with 
the corporation and taking for oneself 
business opportunities that belong to 
the company, unless due authorization 
is provided according to the procedure 
established in Article 17 of this law.

	 In summary, this dual system (ex ante 
and ex post) is implemented to allow the 
directors to foresee some circumstances 
and events where conflicts of interests are 
completely and undoubtedly clear, and 
some others that, if considered uncertain, 
can later be reviewed by the courts in 
order to protect the best interests of the 
corporations and its shareholders. 

1	 ARTICLE 23, ACT 222 OF 1995. 

2	 Id.

3	 ACT 222 OF 1995. ARTICLE 24. RESPONSIBILITY 
OF THE MANAGERS. “The managers will be joint and 
severally liable and without limitation for the damages 
caused by negligence or willful misconduct caused to 	
the company, to the partners or to third parties.

4	 Authors’ free translation.

5	 BILL PROJECT NO. 231 OF 2017. ARTICLE 8. 
MANAGERS’ LIABILITY. (…) In order to judge the 
managers’ liability, the rules on the levels of negligence 
provided in article 63 of the Civil Code shall not be 	
taken into account. 

6	 BILL PROJECT NO. 231 OF 2017. Authors’ free 
translation. “ARTICLE 9. DEFERENCE TO THE 
BUSINESS JUDGMENT OF THE CORPORATE 
DIRECTORS. The judges shall respect the business 
judgment adopted by the directors in the decision 
making process related to the exercise of their functions, 
provided that such determinations correspond to a 
reasonable judgment sufficiently informed. Therefore, 
unless bad faith, violations of the law or the duty of 
loyalty, the directors shall not be liable for damages 
originated as consequence of their business decisions.” 

7	 BILL PROJECT NO. 231 OF 2017. ARTICLE 7. DUTY 
OF LOYALTY. The actions of the managers shall be 
fulfilled at all times in function of the best interests 	
of the company.
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Material Changes in Hungarian Competition Law 
in the Light of EU Antitrust Damages Directive
In order to implement the European 
Union (EU) Antitrust Damages Directive 
(2014/104/EU) into Hungarian law in due 
course, the Hungarian Parliament adopted 
a major amendment to the Competition 
and Antitrust Act No. LVII of 1996 by 
Act No. CLXI of 2016 (the “Amendment 
Act”). The change came into effect on 
January 15, 2017. This implementation is 
likely to result in an easier way to succeed 
in private antitrust litigations. However, 
the existing failures of the Hungarian civil 
law litigation will not be remedied. On 
the other hand, business associations are 
not really encouraged to introduce legal 
actions in antitrust matters. In addition, 
the new private enforcement rules will 

probably contribute to a legal environment 
that may, step by step, enhance private 
enforcement of competition law in 
Hungary. 

Historic Background
Previously, claiming damages for a 
competition law infringement was 
feasible under the general civil law rules 
on indemnification and a few special 
supplementary provisions. However, the 
Amendment Act introduced detailed 
rules for damage claims arising out of 
competition law infringement and the 
enforcement thereof. These new rules 
are incorporated into a new chapter of 
the Competition Act and several other 
new solutions are admitted to Hungarian 
law aiming at the private enforcement of 
competition law. 

Liability and Compensation 
Compensation may be claimed for:

•	 cartels and other horizontal or 
vertical restraints (Chapter IV of the 
Competition Act and Article 101 of 
the Treaty on the Functioning of the 
European Union); and

•	 abuse of a dominant position (Chapter 
V of the act and Article 102 of the 
treaty).

	 In such cases, the Civil Code and the 
Code of Civil Proceedings apply, with the 
exception of cases in which the special 
rules included in the new chapter of the 
Competition Act apply.

Joint and Several Liability 
Multiple infringers are jointly and 
severally liable for the damages caused. 
The principle of joint and several liability 

was already a well-known principle of 
Hungarian civil law even before, but  
now the Competition Act also accepts 
this general principle in the context 
of competition law, which results in 
exceptions from joint and several liability 
for small and medium sized enterprises 
and leniency applicants to whom 
immunity is granted. These business 
players’ joint and several liability exists 
only for the losses of their direct or 
indirect buyers and suppliers and are 
liable for the losses of further parties only 
if the losses cannot be enforced against 
the other infringers.

Full Compensation 
Aggrieved parties are entitled to full 
compensation for their losses. Full 
compensation is the general principle of 
both the EU Antitrust Damages Directive 
and Hungarian civil law and, as such, the 
directive made no significant changes in 
this respect. The major difference between 
the directive and Hungarian civil law is 
that the Hungarian Civil Code accepts 
the concept authorizing the courts, in 
exceptional circumstances, to award 
compensation for damages in an amount 
less than the loss actually suffered. This 
rule is not undertaken by the Competition 
Act and will therefore not apply in cases 
of liability based on competition law 
infringements. Moreover, liability for such 
damages cannot be excluded or limited by 
a contractual provision.

Amount of Loss 
As a general rule, the burden of proof on 
the damage caused by the infringement 

Eu rope, M idd le  Eas t  &  A f r i ca  –  Hunga r y  

Zsolt Füsthy is a specialist in environmental law 

and European Union law. He also practices in the 

areas of mergers and acquisitions, corporate law, 

international banking law and securities matters, 

labor and employment, antitrust/competition law, 

contract law and real estate law. 

Füsthy & Mányai Law Office
Lajos u. 74-76
Budapest, Hungary H-1036

+36 1 454 1766 Phone

zfusthy@fusthylawoffice.hu
fusthylawoffice.hu

Zsolt Füsthy



	 F A L L  2 0 1 7   |   C e l e b r a t i n g  2 5  y e a r s  w i t h  t h e  w o r l d ’ s  f i n e s t  l a w  f i r m s 	 43

lies with the plaintiff. However, the 
Competition Act now contains two 
important rebuttable presumptions in 
this regard:

•	 if a cartel’s existence is proven, it is 
assumed that it caused damage (this 
has been implemented by the new 
amendments); and

•	 it is assumed that cartels increase the 
prices applied by infringers by 10 
percent.

	 Of these two presumptions, the latter 
one existed in the Competition Act even 
before but still practically no claimants 
tried to start legal proceedings against 
cartelists.

Limitation Period
The usual five-year limitation period 
provided for under civil law is applicable 
in competition law infringement claims, 
too. However, the commencement of 
the limitation period is different for 
competition law claims. It starts from 
the date when the infringement ceases 
and the aggrieved party learns, or should 
have learned, of the infringement, the 
harm and the party that caused it.
	 If a competition authority in the EU 
starts to investigate the infringement, the 
limitation period is suspended from the 
beginning of the investigation until one 
year after the authority’s final resolution. 
If the parties enter into alternative 
dispute resolution, the limitation period 
is suspended during that procedure.

Passing-on Defense 
The Competition Act now clearly 
provides that infringers may rely on the 
passing-on defense. The burden of proof 

lies with the party that relies on this 
defense. In the past this issue was not 
clarified in Hungarian jurisprudence, 
even though the Hungarian courts 
seemed to accept the passing-on defense 
applying that provision of the Civil Code 
which set forth that plaintiffs are not 
eligible to compensation for costs which 
have been recovered from elsewhere. 

Disclosure of Evidence 
The Competition Act now contains 
detailed rules on discovery with regard 
to how the courts may order participants 
or other third parties, including 
national competition authorities and 
the European Commission, to disclose 
evidence. Disclosure may be ordered 
only at the request of a party and not 
by a court ex officio. There are a couple 
of requirements and limitations under 
which the courts should order the 
disclosure of evidence. The crucial ones 
are the following: 

•	 If the disclosure was requested by 
the plaintiff, it can be ordered only 
if it seems likely that the plaintiff’s 
claim is justified. Certain documents, 
including leniency applications and 
other confidential documents, are in 
all cases exempt from disclosure.

•	 The evidence requested should be 
capable of supporting the requesting 
party’s claim.

•	 The scope of the disclosure is limited 
to evidence which is absolutely 
necessary and in terms of various 
factors, such as the costs and 
workload, the disadvantages expected 
from the disclosure cannot exceed the 
related advantages. Failure to comply 
with an order to disclose evidence 

may result in a fine of up to HUF 
50,000,000 (approximately EUR 
160,000). This fine can be imposed 
repeatedly.

	 While it must be ensured that 
requests for disclosure are used as a tool 
for fishing for information, the Hungarian 
disclosure requirements might be 
considered too stringent. It will be up to 
the courts to so apply these rules so they 
do not trigger unreasonable obligations 
to the party asking for the disclosure. As 
a matter of fact, the defending parties 
will have lots of methods to argue against 
disclosing evidence.

Participation of the 	
Competition Authority 
The Hungarian courts are bound by the 
decisions of the Hungarian Competition 
Authority or the European Commission 
if the latter ones have already rendered 
such in the same case, concerning the 
fact of the infringement. Decisions of 
other EU member state competition 
authorities are also accepted by the 
Hungarian courts concerning the 
fact of the infringement, but they can 
be challenged. Other elements of 
the decision, e.g., the effects of the 
infringement, are not binding on the 
courts.
	 The court may also request a non-
binding opinion on the case from the 
Hungarian Competition Authority, 
however, it is entitled to reject this 
request. 
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Termination of Employment Procedure in Kenya
Sometimes employers find themselves in 
trouble with the law. They are condemned 
by the Employment Court to pay hefty 
awards for unlawfully terminating the 
services of their employees—even 
where whether there was justification for 
termination. Many employers are therefore 
learning the hard way that there is a lot 
to consider before uttering the dreaded 
words, “You are fired!” For an employer 
to safely exercise their right to terminate 
an employment engagement with their 
employees, they must ensure compliance 
with the procedural requirements for 
fair termination established under the 

Employment Act, 2007, and respect the 
rights of the employees as enshrined in 
the Constitution of Kenya, 2010.  
	 As the Employment Court observed 
in Mary Chemweno Kiptui vs. Kenya 
Pipeline Company Limited, Case No. 435 
of 2013, “the industrial Court has now 
built firm jurisprudence on circumstances 
within which the employer and employee 
relationship can be terminated or how 
the process of summary dismissal can 
be conducted so as to meet the strict 
provisions of the law and to avoid making 
the same invalid.” The judge in this case 
agreed with the decision in Kenya Union 
of Commercial Food and Allied Workers 
vs. Meru North Farmers Sacco Limited 
Case No. 74 of 2013 where it was held 
that “whatever reason or reasons that 
arise to cause an employer to terminate an 
employee, that employee must be taken 
through the mandatory process as outlined 
under Section 41 of the Employment Act. 
This applies in cases for termination as 
well as in a case that warrants summary 
dismissal.”
	 Section 41 of the Employment Act, 
2007 provides that “Subject to Section 42 
(1), an employer shall, before terminating 
the employment of an employee on the 
grounds of misconduct, poor performance 
or physical incapacity, explain to the 
employee in a language the employee 
understands, the reason for which the 
employer is considering termination and 
the employee shall be entitled to have 
another employee or a shop floor union 
representative of his choice present 
during this explanation.” 

	 Various decisions by the Employment 
and Labor Relations Court have now 
established that Section 41 of the 
Employment Act is a mandatory provision. 
Therefore, if the employee has not been 
given notice of intended termination and 
an opportunity to be heard before the 
decision for termination is made, whatever 
the grounds the employer may use to 
justify the termination, such termination 
will be held to be unfair and unlawful. 
	 There are three basic requirements for 
an employer to put in place to meet this 
threshold. First, the employer should have 
valid reasons for termination. This may be 
based on misconduct, poor performance 
or physical incapacity on the part of the 
employee. It is upon the employer to prove 
the grounds. 
	 The second requirement is that the 
employer must notify the employee that 
they are considering terminating their 
employment. The Court in NAIROBI 
ELR Case No. 562 of 2012, Shankar 
Saklani vs. DHL Global, held that “except 
for contracts of service to pay a daily 
wage, the employer must serve a notice 
and accord the employee a hearing 
as contemplated in Section 41 of the 
Act. The only leeway the employer is 
entitled to under Section 44 (1) is to 
serve a shorter notice, on account of 
gross misconduct, than that to which the 
employee was entitled to under statute or 
contract.” 
	 The third requirement is for the 
employee to be given an opportunity to 
be heard before the decision to terminate 
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their employment is made. The employee 
must be informed through a notice as to 
the charges and given a chance to submit 
a defense, followed by a hearing in due 
cognizance of the fair hearing principles, 
as well as natural justice tenets. The best 
practice is to also allow for an appeal to 
the employee within the internal disputes 
resolution mechanism if dissatisfied by 
the decision of the disciplinary committee. 
Where this procedure is followed, an 
employer would have addressed the 

procedural requirements outlined under 
section 41 and any challenge that an 
employee may have would be with regard 
to substantive issues only. 
	 So then, what happens in the meantime 
as the employee is going through the 
notification and hearing process? The 
employer is entitled to place the employee 
on suspension when there are reasonable 
grounds to suspect the employee has been 
involved in misconduct, poor performance 
or physical incapacity. Suspension allows 
the employer the opportunity to undertake 

further investigation. The employee can 
be summoned back to work any time for 
disciplinary proceedings or under other 
terms of the employer. 
	 Even in cases of serious breach of 
contract or an employee being absent from 
work; being intoxicated, being negligent 
or abusive; failing to obey lawful orders; 
criminal arrest; or being a suspect in 
a criminal case, under Section 41, an 
employee is entitled to a hearing.
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Risks to the Community vs. Confidential 
Medical Care: A Challenge Not Yet Solved
Although decided more than 30 years 
ago, many lawyers will remember the 
Tarasoff case,1 which saw the Supreme 
Court of California called upon to consider 
the limits of a patient’s expectation of 
confidentiality when seeking advice 
from a health professional. As recent 
developments in Australia show, the 
balancing exercise between confidentiality 
and the patient’s potential risk to the 
community has become no easier, and its 
significance may now be heightened by 
the scope for the risk to the community 

to be a risk of terrorist activity affecting 
many, rather than a risk to an individual.
	 In Tarasoff, the patient Mr. Poddar 
was a graduate student who had formed 
a relationship with Ms. Tarasoff. Her 
views regarding the relationship were 
not the same as those of Mr. Poddar. He 
apparently began to stalk her and he 
became increasingly depressed. He came 
under the care of a psychologist to whom 
he confided his plan to kill Ms. Tarasoff. 
In due course he was detained for mental 
health reasons, before being released. The 
psychologist did not warn Ms.Tarasoff of 
the risk to her, and she was ultimately 
killed by Mr. Poddar.
	 The litigation was brought by the 
parents of the late Ms. Tarasoff, alleging 
negligence on the part of the psychologist 
and others who had treated Mr. Poddar.  
It was ultimately successful, with the 
majority of the Court holding that the 

public policy favoring protection of 
the confidential character of patient-
psychotherapist communications must 
yield to the extent to which disclosure is 
essential to avert danger to others. The 
protective privilege ends where the public 
peril begins.
	 The Tarasoff decision is well known 
through much of the legal world. It has a 
page on Wikipedia.2 Some 30 years later, 
the challenge posed by Tarasoff has not 
disappeared.
	 In April 2017, a Coroner in the 
State of Victoria, Australia, published 
findings in an inquest into the death of 
Ms. Adriana Donato in 2012.3 Ms. Donato 
had formed a relationship with a former 
school friend, James, which she ultimately 
ended. James did not cope well and came 
under the care of a psychologist. In a 
sad parallel to the Tarasoff matter, he 
ultimately stabbed and killed Ms. Donato.
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	 The coroner’s inquest focused on 
James’ disclosures to his psychologist, 
and examined the existing obligations of 
confidentiality in the psychologist/patient 
relationship. Probably having some regard 
to Tarasoff, the legislative threshold for 
breaching patient confidentiality in the 
State of Victoria required a “serious and 
imminent threat.”4 The psychologist gave 
evidence that she had not reached the 
view that James constituted a serious or 
imminent threat. However, the coroner 
found that it would have been appropriate 
for the psychologist to question James on 
his threats. Such questioning should have 
made reference to Ms. Donato and should 
have intended to verify whether he had 
developed a plan as to how harm would be 
inflicted. The response to these questions 
could have clarified whether she notify her 
employer and the police of the threats.
	 The coroner recommended that the 
State of Victoria amend its legislation to 
remove the requirement that a “serious 
risk of harm” be also one which is 
“imminent.” It also recommended that 
existing Code of Ethics and Guidelines 
of the Psychology Board of Australia 
should provide greater clarity of reporting 
obligations.
	 After Ms. Donato’s death in 2012, but 
before the publication of the coroner’s 
findings in 2017, a far more prominent 
event occurred in Sydney, Australia. 

On December 15, 2014, Mr. Monis took 
a number of people hostage in a café 
in central Sydney, purporting to do so 
on behalf of the ISIS organization. He 
ultimately killed Mr. Johnson, who worked 
at the café. Ms. Dawson, a lawyer who 
had been in the café as a customer, was 
accidentally killed as police entered the 
building in response to the shooting of  
Mr. Johnson. 
	 Mr. Monis, at an earlier stage, had 
also been under the care of health 
professionals for mental health issues. The 
difference between his history and the two 
examples above was that Monis’ mental 
health issues were more diverse and not 
focused on any of the individual hostages. 
	 Again a coronial inquest was 
held, addressing a wide range of 
issues. The coroner touched on the 
Australian Psychological Society Code 
of Ethics, making recommendations for 
consideration of expanded circumstances 
for disclosure of risks of harm to others. 
The coroner also addressed changes to 
privacy legislation, with recommendations 
for consideration of disclosure of health 
records to security agencies.5

	 The three examples above all related 
to risks of deliberate harm through 
physical actions on the part of a person 
who had been under care for mental 
health issues. 
	 This brief article can only point 

to the challenge of balancing risks to 
the community against the benefits of 
confidential medical care. Doctors and 
other health professionals, at least in 
Australia, will no doubt wish to refine 
their codes of conduct. Governments 
may well revisit relevant laws, to tip 
the balance further in favour of the 
community protections.
	 Perhaps the same contemplation 
of similar issues may be warranted by 
the legal profession, given that lawyers 
sometimes learn from their clients of 
risks to the community of a serious and 
sometimes imminent nature. 
	 Are these challenges limited to 
the health and legal professions? The 
responsibilities of other organizations, 
such as internet service providers, have 
already been the subject of debate. 
Despite the challenges of a general “duty 
to rescue” concept, perhaps one day soon 
the courts will be called upon to consider 
the responsibility of a family member or 
an unrelated person, with knowledge that 
may have prevented the death of or injury 
to another.

1	 Tarasoff v. Regents of the University of California, 17 
Cal. 3d 425, 551 P.2d 334, 131 Cal. Rptr. 14

2	 en.wikipedia.org/wiki/Tarasoff_v._Regents_of_the_
University_of_California 

3	 coronerscourt.vic.gov.au/resources/6a8714f7-7732-4ec5-
9fa6-5208783b810d/adrianadonato_346512_redacted.pdf 

4	 Health Records Act 2001 (Vic)
5	 lindtinquest.justice.nsw.gov.au/Documents/findings-and-

recommendations.pdf 
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Things to Learn from the 
European Crowdfunding Market 
According to the Cambridge Centre for 
Alternative Finance at the University of 
Cambridge Judge Business School, 5.4 
billion Euro were raised through national 
and international crowdfunding platforms 
in 2015 inside the European Union (EU). 
Crowdfunding is growing in the EU and is 
now considered the new trending financial 
tool. But its quick evolution and growth 
raises questions and doubts both for 
project inventors and investors. 

How is the Actual European 
Crowdfunding Market? 
The European Commission generally 
defines crowdfunding as “an online 
marketplace to match investors and 
investees or lenders and borrowers.” 
Crowdfunding was mentioned by the 
European Parliament in its resolution 

of July 9, 2015, on Building a Capital 
Markets Union, stating that the “Capital 
Markets Union should create an 
appropriate regulatory environment 
for the companies looking for … non-
bank financing models, including 

crowdfunding…”. It allows the discoverer 
to create a direct relationship with the 
funder. 
	 In the EU, figures show that even if 
crowdfunding is constantly growing, it still 
represents a small part of the financial 
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market with operations confined to the 
national level. Although the cross-border 
activity and globalization of crowdfunding 
are still limited, crowdfunding is 
expanding all over Europe, and especially 
in France, the United Kingdom (UK), 
Germany and The Netherlands. As of 
today, the UK is the leader in terms 
of volume inside the EU. In France, 
equity crowdfunding and reward-based 
crowdfunding are dominant. Belgium is 
first for invoice-trading and Germany is 
the leader for real-estate crowdfunding 
and donations-based crowdfunding. It 
is important to notice that there are still 
huge disparities between the European 
member states; for instance, if you divide 
the volume of the transaction of each 

European country by its population, then 
the UK is still the leader, but France and 
Germany leave the podium and Estonia 
enters in second place.

What are the Potential Risks 	
of Crowdfunding?  
Those who would like to start investing in 
projects via crowdfunding must be aware 
that potential risks include investors not 
getting the returns they expected, a loss of 
capital, illicit activities performed by the 
platforms, or even misinformation. 
	 In response to those different risks, 
the European Commission created the 
European Crowdfunding Stakeholder 
Forum (ECSF) which has the objective 
to “contribute to raising awareness, 

providing information and training 
modules for project owners, promoting 
transparency and exchange of best 
practices, and identifying issues that 
may need to be addressed in order for 
crowdfunding to flourish, while taking 
into account the interest of contributors” 
(explanation given by the Commission). 
At the same time, some member states 
are implementing “bespoke regimes” 
for crowdfunding, taking into account 
different European law obligations, 
such as the European Consumer Law, 
Know Your Customers obligations, due 
diligence requirements, the Directive of 
Unfair Commercial Practices (Directive 
2005/29/EC) or even the Anti-Money 
Laundering Directive (Directive 
2015/849). What’s more, some platforms 
must be authorized under the Directive 
on the Markets in Financial Instruments 
to obtain a “passport” allowing them to 
perform financial services and financial 
activities through the European market. 
So by developing their bespoke regimes, 
European Member States try to secure 
any financial transactions occurring 
by crowdfunding and protect both 
parties. European law, Opinions from 
the European Parliament, and Opinions 
from the European Commission are the 
best way for member states to regulate 
crowdfunding activities inside the EU 	
and to allow platforms to thrive in the 	
near future. 
	 The next objective for the European 
institutions and the member states 
should be to harmonize the different 
crowdfunding European bespoke 
regimes in order to contribute to the 
sustainability of crowdfunding and its 
internationalization with cross-border 
activities.  

Sources: 
•	 European Commission working document on the 

Crowdfunding in the EU Capital Markets Union 
(ec.europa.eu/info/system/files/crowdfunding-
report-03052016_en.pdf)

•	 Ethan Mollick’s article for the Harvard Business Review 
“The Unique Value of Crowdfunding Is Not Money — It’s 
Community” (hbr.org/2016/04/the-unique-value-of-
crowdfunding-is-not-money-its-community)

•	 Alex Lui at Cambridge Insight Talk The EU 
CrowdFunding market in a global context @Crowd Dialog 
EU 16 (youtube.com/watch?v=kXS0jY2Uk1k)
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2017 Law Firm Locations – International Society of Primerus Law Firms

United States
Alabama
Alaska
Arizona
Arkansas
California
Colorado
Connecticut
Delaware
District of Columbia
Florida
Georgia
Hawaii
Idaho
Illinois
Indiana

Kentucky
Louisiana
Maine
Maryland
Massachusetts
Michigan
Minnesota
Mississippi
Missouri
Montana
Nebraska
Nevada
New Jersey
New Mexico
New York
North Carolina

North Dakota
Ohio
Oklahoma
Oregon
Pennsylvania
South Carolina
Tennessee
Texas
Utah
Virginia
Washington 
West Virginia
Wisconsin
Wyoming

Argentina
Australia
Austria
Belgium
Belize
Brazil
British Virgin Islands
Bulgaria
Canada
Cayman Islands
Chile
China
Colombia
Costa Rica
Croatia
Cuba
Denmark
Dominican Republic
France
Germany

Honduras
Hong Kong
Hungary
Italy
Kenya
Luxembourg
Malaysia
Mexico
Netherlands
Nigeria
Panama
Peru
Puerto Rico
Singapore
South Korea
Spain
Taiwan
Turkey
United Kingdom

United States
Canada
China

Cyprus
England
France

Germany
Greece

Hungary
India

Mexico
Puerto Rico
Switzerland

The Netherlands
Spain
Japan

Austria
Ireland

Russian Federation
Romania
Poland

Australia
Taiwan

May 2011

Argentina

Australia

Austria

Brazil

Canada

China

Cyprus

England

France

Germany

Greece

?   Hong Kong

Hungary

India

Japan

Mexico

Poland

Puerto Rico

Republic of Panama

Romania

Russian Federation

Spain

Switzerland

The Netherlands

United States

June 2011

Caymen Islands

Chile

Ecuador

Guatemala

Ireland

South Korea

Taiwan

Turkey

August 2016

Bolivia

Croatia

Czech Republic

Malaysia

September 2011

Costa Rica

Italy

Mauritus

Nigeria

Portugal

July 2012

Israel

Singepore

United Arab Emirates

November 2012

Malta

Finland

Colombia

November 2011

Egypt

December 2012

Belgium

Luxembourg

Saudi Arabia

July 2013

Dominican Republic

Philippines

December 2013

Kenya

February 2015

South Africa

Puerto Rico

Cuba

Botswana

August 2015

Bulgaria

Denmark

Thailand

January 2017

Ukraine

August 2017

Peru

Honduras
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 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)

Christian & Small LLP

1800 Financial Center
505 North 20th Street
Birmingham, Alabama (AL) 35203

Contact: Duncan Y. Manley
Phone: 205.545.7456
Email: dymanley@csattorneys.com
Website: csattorneys.com

Matthews & Zahare, P.C.

911 West 8th Avenue, Suite 400
Anchorage, Alaska (AK) 99501

Contact: Thomas A. Matthews
Phone: 907.782.4728
Email: tom.matthews@matthewszahare.com
Website: mzlawoffice.com

Burch & Cracchiolo, P.A.

702 East Osborn, Suite 200
Phoenix, Arizona (AZ) 85014

Contact: David M. Villadolid
Phone: 602.842.7418
Email: dvilladolid@bcattorneys.com
Website: bcattorneys.com

Atchley, Russell, Waldrop & Hlavinka, L.L.P.

Texarkana, Arkansas (AR) 

Send mail to: 
1710 Moores Lane, P.O. Box 5517
Texarkana, Texas (TX) 75505

Contact: Alan Harrel
Phone: 903.255.7079
Email: aharrel@arwhlaw.com
Website: arwhlaw.com

Brayton Purcell LLP

222 Rush Landing Road
P.O. Box 6169
Novato, California (CA) 94945

Contact: James P. Nevin, Jr.
Phone: 415.878.5730
Email: jnevin@braytonlaw.com
Website: braytonlaw.com

Buchman Provine Brothers Smith LLP

2033 North Main Street, Suite 720
Walnut Creek, California (CA) 94596

Contact: Roger J. Brothers
Phone: 925.289.7812
Email: rbrothers@bpbsllp.com
Website: bpbsllp.com

Coleman & Horowitt, LLP

499 West Shaw Avenue, Suite 116
Fresno, California (CA) 93704

Contact: Darryl J. Horowitt
Phone: 559.389.7559
Email: dhorowitt@ch-law.com
Website: ch-law.com

Demler, Armstrong & Rowland, LLP

575 Market Street, Suite 2080
San Francisco, California (CA) 94105

Contact: John R. Brydon
Phone: 415.688.2588
Email: bry@darlaw.com
Website: darlaw.com

Ferris & Britton, A Professional Corporation

501 West Broadway, Suite 1450
San Diego, California (CA) 92101

Contact: Michael Weinstein
Phone: 619.754.8477
Email: mweinstein@ferrisbritton.com
Website: ferrisbritton.com

Greenberg Glusker

1900 Avenue of the Stars, 21st Floor
Los Angeles, California (CA) 90067

Contact: Brian L. Davidoff
Phone: 310.734.1965
Email: bdavidoff@greenbergglusker.com
Website: greenbergglusker.com

Hennelly & Grossfeld LLP

4640 Admiralty Way, Suite 850
Marina del Rey, California (CA) 90292

Contact: Mike King
Phone: 424.320.3929
Email: mking@hgla.com
Website: hennellygrossfeld.com

Neil, Dymott, Frank, McFall,		
McCabe & Hudson APLC

1010 Second Avenue, Suite 2500
San Diego, California (CA) 92101

Contact: Hugh McCabe
Phone: 619.754.8462
Email: hmccabe@neildymott.com
Website: neildymott.com

Dillingham & Murphy, LLP

601 Montgomery Street, Suite 1900
San Francisco, California (CA) 94111

Contact: Patrick J. Hagan
Phone: 415.390.5133
Email: pjh@dillinghammurphy.com
Website: dillinghammurphy.com

PDI

PDI

PDI

PDI

PPII

PBLI

PDI

PDI

PBLI

PBLI

PDI

PDI

PDI

PBLI

PBLI

PBLI

PBLI

PBLI

Alabama

Alaska

Arizona

Arkansas

California

California

California

California

California

California

California

California

California

Wilke, Fleury, Hoffelt, Gould & Birney, LLP

400 Capitol Mall
Twenty-Second Floor
Sacramento, California (CA) 95814

Contact: David A. Frenznick
Phone: 916.228.7755
Email: dfrenznick@wilkefleury.com
Website: wilkefleury.com

PBLICalifornia

Ogborn Mihm LLP

1700 Broadway, Suite 1900
Denver, Colorado (CO) 80290

Contact: Michael T. Mihm
Phone: 303.515.7280
Email: michael.mihm@omtrial.com
Website: omtrial.com

PPIIColorado
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Hodkin Stage

54 SW Boca Raton Boulevard
Boca Raton, Florida (FL) 33432

Contact: Adam Hodkin
Phone: 561.810.1600
Email: ahodkin@hodkinstage.com
Website: hodkinstage.com

Saalfield Shad, P.A.

245 Riverside Avenue, Suite 400
Jacksonville, Florida (FL) 32202

Contact: Richard Stoudemire
Phone: 904.638.4142
Email: rstoudemire@saalfieldlaw.com
Website: saalfieldlaw.com

Timmins LLC

450 East 17th Avenue, Suite 210
Denver, Colorado (CO) 80203

Contact: Edward P. Timmins
Phone: 303.928.1778
Email: et@timminslaw.com
Website: timminslaw.com

Widerman Malek, P.L.

1990 West New Haven Avenue, Suite 201
Melbourne, Florida (FL) 32904

Contact: Mark F. Warzecha
Phone: 321.369.9579
Email: mfw@uslegalteam.com
Website: uslegalteam.com

Zupkus & Angell, P.C.

789 Sherman Street, Suite 500
Denver, Colorado (CO) 80203

Contact: Muliha Khan
Phone: 303.357.0202
Email: mkhan@zalaw.com
Website: zalaw.com

Brody Wilkinson PC

2507 Post Road
Southport, Connecticut (CT) 06890

Contact: Thomas J. Walsh, Jr.
Phone: 203.916.6289
Email: twalsh@brodywilk.com
Website: brodywilk.com

Fain, Major & Brennan, P.C.

100 Glenridge Point Parkway, Suite 500
Atlanta, Georgia (GA) 30342

Contact: Thomas E. Brennan
Phone: 404.448.4929
Email: tbrennan@fainmajor.com
Website: fainmajor.com

Szilagyi & Daly

118 Oak Street
Hartford, Connecticut (CT) 06106

Contact: Frank J. Szilagyi
Phone: 860.967.0038
Email: fszilagyi@sdctlawfirm.com
Website: sdctlawfirm.com

Rosenthal, Monhait & Goddess, P.A.

919 North Market Street, Suite 1401
P. O. Box 1070
Wilmington, Delaware (DE) 19899

Contact: Norman Monhait
Phone: 302.660.0960
Email: nmonhait@rmgglaw.com
Website: rmgglaw.com

Price Benowitz LLP

409 7th Street NW, #100
Washington, District of Columbia (DC) 20004

Contact: Seth Price
Phone: 202.600.9400
Email: seth@pricebenowitz.com
Website: pricebenowitz.com

Stewart and Stewart

2100 M Street NW, Suite 200
Washington, District of Columbia (DC) 20037

Contact: Terence P. Stewart
Phone: 202.315.0765
Email: tstewart@stewartlaw.com
Website: stewartlaw.com

Bivins & Hemenway, P.A.

1060 Bloomingdale Avenue
Tampa, Florida (FL) 33596

Contact: Robert W. Bivins
Phone: 813.280.6233
Email: bbivins@bhpalaw.com
Website: bhpalaw.com

Mateer Harbert, P.A.

Two Landmark Center, Suite 600
225 East Robinson Street
Orlando, Florida (FL) 32801

Contact: Kurt Thalwitzer
Phone: 407.374.0861
Email: kthalwitzer@mateerharbert.com
Website: mateerharbert.com

Nicklaus & Associates, P.A.

4651 Ponce de Leon Boulevard, Suite 200
Miami, Florida (FL) 33146

Contact: Edward R. Nicklaus
Phone: 305.460.9888
Email: edwardn@nicklauslaw.com
Website: nicklauslaw.com

Ogden & Sullivan, P.A.

113 South Armenia Avenue
Tampa, Florida (FL) 33609

Contact: Timon V. Sullivan
Phone: 813.337.6004
Email: tsullivan@ogdensullivan.com
Website: ogdensullivan.com

PDI

PBLI

PDI

PDI

PBLI

PDI

PDI

PBLI

PPII

PBLI

PBLI

PPII

PDI

PDI

PBLI

PBLI

Florida

Colorado

Florida

Colorado

Connecticut

Georgia

Connecticut

Delaware

District of Columbia

District of Columbia

Florida

Florida

Florida

Florida

 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)



	 F A L L  2 0 1 7   |   C e l e b r a t i n g  2 5  y e a r s  w i t h  t h e  w o r l d ’ s  f i n e s t  l a w  f i r m s 	 53

Pr imerus  Law Fi rm Di rec tor y  –  Nor th  Amer ica  
Alphabet ica l  by  S ta te /Count r y

Elam & Burke

251 East Front Street, Suite 300
Boise, Idaho (ID) 83702

Contact: James Ford
Phone: 208.297.7494
Email: jaf@elamburke.com
Website: elamburke.com

Krevolin & Horst, LLC

1201 West Peachtree Street
One Atlantic Center, Suite 3250
Atlanta, Georgia (GA) 30309

Contact: Douglas P. Krevolin
Phone: 404.585.3657
Email: krevolin@khlawfirm.com
Website: khlawfirm.com

Tate Law Group, LLC

2 East Bryan Street, Suite 600
Savannah, Georgia (GA) 31401

Contact: Mark A. Tate
Phone: 912.480.6595
Email: marktate@tatelawgroup.com
Website: tatelawgroup.com

Roeca Luria Shin LLP

900 Davies Pacific Center
841 Bishop Street
Honolulu, Hawaii (HI) 96813

Contact: Arthur Roeca
Phone: 808.426.5995
Email: aroeca@rlhlaw.com
Website: rlhlaw.com

Kozacky Weitzel McGrath, P.C.

55 West Monroe Street, Suite 2400
Chicago, Illinois (IL) 60603

Contact: Jerome R. Weitzel
Phone: 312.239.6550
Email: jweitzel@kwmlawyers.com
Website: kwmlawyers.com

Lane & Lane, LLC

230 West Monroe Street, Suite 1900
Chicago, Illinois (IL) 60606

Contact: Stephen I. Lane
Phone: 312.332.1400
Email: stevelane@lane-lane.com
Website: lane-lane.com

Lipe Lyons Murphy Nahrstadt & Pontikis, Ltd.

230 West Monroe Street, Suite 2260
Chicago, Illinois (IL) 60606

Contact: Bradley C. Nahrstdat
Phone: 312.279.6914
Email: bcn@lipelyons.com
Website: lipelyons.com

Whitten Law Office

6801 Gray Road, Suite H
Indianapolis, Indiana (IN) 46237

Contact: Christopher Whitten
Phone: 317.215.5768
Email: cwhitten@indycounsel.com
Website: indycounsel.com

Jones Obenchain, LLP 

202 South Michigan Street, Suite 200
P.O. Box 4577
South Bend, Indiana (IN) 46634

Contact: J. Thomas Vetne
Phone: 219.233.1194
Email: jtv@jonesobenchain.com 
Website: jonesobenchain.com

PDI

PDI

PBLI

PPII

PDI

PBLI

PPII

PDI

PDIPBLI

PBLI

Idaho

Indiana

Georgia

Georgia

Hawaii

Illinois

Illinois

Illinois

Indiana

 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)

Fowler Bell PLLC

300 West Vine Street, Suite 600
Lexington, Kentucky (KY) 40507

Contact: John E. Hinkel, Jr.
Phone: 859.759.2519
Email: jhinkel@fowlerlaw.com
Website: fowlerlaw.com

Gary C. Johnson, PSC

110 Caroline Avenue
P.O. Box 231
Pikeville, Kentucky (KY) 41501

Contact: Gary C. Johnson
Phone: 606.393.4071
Email: gary@garycjohnson.com
Website: garycjohnson.com

PDI

PPII

PBLIKentucky

Kentucky

Roberts Perryman

6608 West Main Street
Suite 1
Belleville, Illinois (IL) 62223

Contact: Ted Perryman
Phone: 314.421.1850
Email: tperryman@robertsperryman.com
Website: robertsperryman.com

PDIIllinois

Gordon Arata Montgomery Barnett

301 Main Street, Suite 1170
Baton Rouge, Louisiana (LA) 70801

Contact: John Y. Pearce
Phone: 225.330.7852
Email: jpearce@gamb.law 
Website: gamb.law

PBLILouisiana

Degan, Blanchard & Nash, PLC

5555 Hilton Avenue, Suite 620
Baton Rouge, Louisiana (LA) 70808

Contact: Sidney W. Degan, III
Phone: 225.330.7863
Email: sdegan@degan.com
Website: degan.com

PDILouisiana

Degan, Blanchard & Nash, PLC

Texaco Center, Suite 2600
400 Poydras Street
New Orleans, Louisiana (LA) 70130

Contact: Sidney W. Degan, III
Phone: 504.708.5217
Email: sdegan@degan.com
Website: degan.com

PDILouisiana
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The Bennett Law Firm, P.A.

121 Middle Street, Suite 300
Portland, Maine (ME) 04101

Contact: Peter Bennett
Phone: 207.517.6021
Email: pbennett@thebennettlawfirm.com
Website: thebennettlawfirm.com

Dugan, Babij, Tolley & Kohler, LLC

1966 Greenspring Drive, Suite 500
Timonium, Maryland (MD) 21093

Contact: Henry E. Dugan, Jr.
Phone: 410.690.7246
Email: hdugan@medicalneg.com
Website: medicalneg.com

Thomas & Libowitz, P.A.

100 Light Street, Suite 1100
Baltimore, Maryland (MD) 21202

Contact: Steven Thomas
Phone: 410.575.1468
Email: sthomas@tandllaw.com
Website: tandllaw.com

Rudolph Friedmann LLP

92 State Street
Boston, Massachusetts (MA) 02109

Contact: James L. Rudolph
Phone: 617.606.3120
Email: jrudolph@rflawyers.com
Website: rflawyers.com

Bos & Glazier, PLC 

990 Monroe Avenue NW
Grand Rapids, Michigan (MI) 49503

Contact: Carole D. Bos
Phone: 616.818.1836
Email: cbos@bosglazier.com
Website: bosglazier.com

Buchanan & Buchanan, PLC

171 Monroe Avenue NW, Suite 750
Grand Rapids, Michigan (MI) 49503

Contact: Robert J. Buchanan
Phone: 616.818.0037
Email: rjb@buchananfirm.com
Website: buchananfirm.com

Cardelli Lanfear P.C.

322 West Lincoln Avenue
Royal Oak, Michigan (MI) 48067

Contact: Thomas G. Cardelli
Phone: 248.850.2179
Email: tcardelli@cardellilaw.com
Website: cardellilaw.com

PDI

PPII

PBLI

PBLI

PDI

PPII

PDI

PBLIMaine

Maryland

Maryland

Massachusetts

Michigan

Michigan

Michigan

 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)

McKeen & Associates, P.C.

645 Griswold Street, 42nd Floor
Detroit, Michigan (MI) 48226

Contact: Brian J. McKeen
Phone: 313.769.2572
Email: bjmckeen@mckeenassociates.com
Website: mckeenassociates.com

Silver & Van Essen, PC

300 Ottawa Avenue NW, Suite 620
Grand Rapids, Michigan (MI) 49503

Contact: Lee T. Silver
Phone: 616.988.5600
Email: ltsilver@silvervanessen.com
Website: silvervanessesn.com

Leonard, O’Brien, Spencer, 		
Gale and Sayre, Ltd.

100 South Fifth Street, Suite 2500
Minneapolis, Minnesota (MN) 55402

Contact: Eldon J. Spencer, Jr.
Phone: 612.361.5590
Email: espencer@losgs.com
Website: losgs.com

PPII

PBLI

PBLI

Michigan

Michigan

Minnesota

Demorest Law Firm, PLLC

322 West Lincoln Avenue, Suite 300
Royal Oak, Michigan (MI) 48067

Contact: Melissa Demorest LeDuc
Phone: 248.850.2167
Email: melissa@demolaw.com 
Website: demolaw.com

PBLIMichigan

O’Meara, Leer, Wagner & Kohl, P.A.

7401 Metro Boulevard, Suite 600
Minneapolis, Minnesota (MN) 55439

Contact: Dale O. Thornsjo
Phone: 952.679.7475
Email: dothornsjo@olwklaw.com
Website: olwklaw.com

Oppegard Law Firm 

2901 South Frontage Road
Moorhead, Minnesota (MN) 56560

Contact: Paul R. Oppegard
Phone: 218.282.7931
Email: poppegard@owqlaw.com
Website: owqlaw.com

PDI

PDI

Minnesota

Minnesota

Herman Herman & Katz, LLC

820 O’Keefe Avenue
New Orleans, Louisiana (LA) 70113

Contact: Brian Katz
Phone: 504.579.8873
Email: bkatz@hhklawfirm.com
Website: hhklawfirm.com

PPIILouisiana

Gordon Arata Montgomery Barnett

201 St. Charles Avenue
40th Floor
New Orleans, Louisiana (LA) 70170

Contact: John Y. Pearce
Phone: 504.708.4517
Email: jpearce@gamb.law 
Website: gamb.law

PBLILouisiana
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Merkel & Cocke

30 Delta Avenue
Clarksdale, Mississippi (MS) 38614

Contact: Ted Connell
Phone: 662.268.1008
Email: tconnell@merkel-cocke.com
Website: merkel-cocke.com

Dukes, Dukes, Keating & Faneca, P.A.

100 Dudley W. Conner Street
Hattiesburg, Mississippi (MS) 39401

Contact: Walter Dukes
Phone: 228.868.1111
Email: walter@ddkf.com
Website: ddkf.com

Roberts Perryman

1034 South Brentwood, Suite 2100
St. Louis, Missouri (MO) 63117

Contact: Ted Perryman
Phone: 314.421.1850
Email: tperryman@robertsperryman.com
Website: robertsperryman.com

Roberts Perryman

1354 E. Kingsley, Suite B 
Springfield, Missouri (MO) 65804

Contact: Ted Perryman
Phone: 417.771.3121
Email: tperryman@robertsperryman.com
Website: robertsperryman.com

Foland, Wickens, Roper, 		
Hofer & Crawford, P.C.

One Kansas City Place
1200 Main Street, Suite 2200
Kansas City, Missouri (MO) 64105

Contact: Scott Hofer
Phone: 816.521.6287
Email: shofer@fwpclaw.com 
Website: fwpclaw.com

Rosenblum Goldenhersh

Fourth Floor
7733 Forsyth Boulevard
St. Louis, Missouri (MO) 63105

Contact: Carl C. Lang
Phone: 314.685.8169
Email: clang@rgsz.com
Website: rosenblumgoldenhersh.com 

Datsopoulos, MacDonald & Lind, P.C.

Central Square Building
201 West Main Street, Suite 201
Missoula, Montana (MT) 59801

Contact: William K. VanCanagan
Phone: 406.552.1166
Email: bvancanagan@dmllaw.com
Website: dmllaw.com

Copple, Rockey, McKeever & Schlecht

14680 West Dodge Road, Suite 3
Omaha, Nebraska (NE) 68154

Contact: David E. Copple
Phone: 402.374.4186
Email: decopple@greatadvocates.com
Website: greatadvocates.com

Atkin Winner & Sherrod

1117 South Rancho Drive
Las Vegas, Nevada (NV) 89102

Contact: Thomas Winner
Phone: 702.936.6868
Email: twinner@awslawyers.com
Website: awslawyers.com

PPII

PBLI

PDI

PDI

PDI

PBLI

PPII

PPII

PDI

PBLI

PBLI

Mississippi

Mississippi

Missouri

Missouri

Missouri

Missouri

Montana

Nebraska

Nevada

Lesnevich, Marzano-Lesnevich, Trigg, 
O’Cathain & O’Cathain, LLC

21 Main Street, Court Plaza South
West Wing, Suite 250
Hackensack, New Jersey (NJ) 07601

Contact: Walter A. Lesnevich
Phone: 201.580.4179
Email: wal@lmllawyers.com
Website: lmllawyers.com

Mandelbaum Salsburg P.C.

3 Becker Farm Road, Suite 105
Roseland, New Jersey (NJ) 07068

Contact: Robin F. Lewis
Phone: 973.821.4172
Email: rlewis@lawfirm.ms
Website: lawfirm.ms

PPII

PBLI

New Jersey

New Jersey

Laxalt & Nomura, LTD

9600 Gateway Drive
Reno, Nevada (NV) 89521

Contact: Daniel T. Hayward
Phone: 775.297.4435
Email: dhayward@laxalt-nomura.com
Website: laxalt-nomura.com

Stephenson & Dickinson Law Office

2820 West Charleston Boulevard, Suite 19
Las Vegas, Nevada (NV) 89102

Contact: Bruce Dickinson
Phone: 702.936.6922
Email: bdickinson@sdlawoffice.net
Website: stephensonanddickinson.com

PDI

PDI

Nevada

Nevada

Earp Cohn P.C.

20 Brace Road, 4th Floor
Cherry Hill, New Jersey (NJ) 08034

Contact: Richard B. Cohn
Phone: 856.409.5295
Email: rbcohn@earpcohn.com
Website: earpcohn.com

PBLINew Jersey

 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)

Thomas Paschos & Associates, P.C.

30 North Haddon Avenue, Suite 200
Haddonfield, New Jersey (NJ) 08033

Contact: Thomas Paschos
Phone: 856.528.9811
Email: tpaschos@paschoslaw.com
Website: paschoslaw.com

PDINew Jersey



56	 T H E  P R I M E R U S  P A R A D I G M   |   C e l e b r a t i n g  2 5  y e a r s  w i t h  t h e  w o r l d ’ s  f i n e s t  l a w  f i r m s

Hinkle Shanor LLP

400 Pennsylvania, Suite 640
Roswell, New Mexico (NM) 88201

Contact: Richard Olson
Phone: 575.636.1186 
Email: rolson@hinklelawfirm.com
Website: hinklelawfirm.com 

Hinkle Shanor LLP

218 Montezuma Avenue
Santa Fe, New Mexico (NM) 87501

Contact: Jaclyn M. McLean
Phone: 505.982.4554 
Email: jmclean@hinklelawfirm.com 
Website: hinklelawfirm.com 

Hinkle Shanor LLP

7601 Jefferson NE, Suite 180
Albuquerque, New Mexico (NM) 87109

Contact: Mary Moran Behm
Phone: 505.858.8320 
Email: mbehm@hinklelawfirm.com
Website: hinklelawfirm.com 

Coughlin & Gerhart, LLP

P.O. Box 2039
Binghamton, New York (NY) 13902

Contact: James P. O’Brien
Phone: 607.821.4368
Email: jobrien@cglawoffices.com
Website: cglawoffices.com

Ganfer & Shore, LLP

360 Lexington Avenue, 14th Floor
New York, New York (NY) 10017

Contact: Mark A. Berman
Phone: 917.746.6796
Email: mberman@ganfershore.com
Website: ganfershore.com

PDI

PDI

PDI

PDI

PBLI

PBLI

PBLI

PBLI

PPIIPBLI

New Mexico

New Mexico

New Mexico

New York

New York

Pr imerus  Law Fi rm Di rec tor y  –  Nor th  Amer ica  
Alphabet ica l  by  S ta te /Count r y

Barton LLP

Graybar Building, 18th Floor
420 Lexington Avenue
New York, New York (NY) 10170

Contact: Roger Barton
Phone: 212.687.6262
Email: rbarton@bartonesq.com
Website: bartonesq.com

PBLINew York

 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)

Lewis Johs Avallone Aviles, LLP

One CA Plaza, Suite 225
Islandia, New York (NY) 11749

Contact: Robert J. Avallone
Phone: 631.240.0486
Email: rjavallone@lewisjohs.com
Website: lewisjohs.com

PDINew York

Trevett Cristo P.C.

2 State Street, Suite 1000
Rochester, New York (NY) 14614

Contact: Louis Cristo
Phone: 585.300.4313
Email: lcristo@trevettcristo.com
Website: trevettcristo.com

PDIPBLINew York

Lewis Johs Avallone Aviles, LLP

61 Broadway, Suite 2000
New York, New York (NY) 10006

Contact: Robert J. Avallone
Phone: 212.233.7195
Email: rjavallone@lewisjohs.com
Website: lewisjohs.com

PDINew York

Charles G. Monnett III & Associates

6842 Morrison Boulevard, Suite 100
Charlotte, North Carolina (NC) 28211

Contact: Charles Monnett
Phone: 704.997.2027
Email: cmonnett@carolinalaw.com
Website: carolinalaw.com

PPIINorth Carolina

Horack, Talley, Pharr & Lowndes, P.A.

2600 One Wells Fargo Center
301 South College Street
Charlotte, North Carolina (NC) 28202

Contact: Clayton S. “Smithy” Curry, Jr.
Phone: 704.469.4424
Email: scurry@horacktalley.com
Website: horacktalley.com

Smith Debnam Narron Drake 		
Saintsing & Myers, LLP

4601 Six Forks Road, Suite 400
Raleigh, North Carolina (NC) 27609

Contact: Byron Saintsing
Phone: 919.926.1991
Email: bsaintsing@smithdebnamlaw.com
Website: smithdebnamlaw.com

PBLI

PBLI

North Carolina

North Carolina

Oppegard Law Firm

2309 Rose Creek Boulevard South
Fargo, North Dakota (ND) 58104

Contact: Paul R. Oppegard
Phone: 218.282.7931
Email: poppegard@owqlaw.com
Website: owqlaw.com

PDINorth Dakota

Mellino Law Firm, LLC

19704 Center Ridge Road
Cleveland, Ohio (OH) 44116

Contact: Christopher M. Mellino
Phone: 440.863.0845
Email: cmm@mellinolaw.com
Website: christophermellino.com

PPIIOhio

Norchi Forbes, LLC

Commerce Park IV
23240 Chagrin Boulevard, Suite 210
Cleveland, Ohio (OH) 44122

Contact: Kevin Norchi
Phone: 216.539.7950
Email: kmn@norchilaw.com
Website: norchilaw.com

PDIOhio
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Rendigs, Fry, Kiely & Dennis, LLP

600 Vine Street, Suite 2650
Cincinnati, Ohio (OH) 45202

Contact: Michael P. Foley
Phone: 513.381.9200
Email: mfoley@rendigs.com
Website: rendigs.com

Schneider Smeltz Spieth Bell LLP

One Cleveland Center, 9th Floor
1375 East 9th Street
Cleveland, Ohio (OH) 44114

Contact: James D. Vail
Phone: 216.539.8374
Email: jvail@sssb-law.com
Website: sssb-law.com

Dunlap Codding

609 West Sheridan Avenue
Oklahoma City, Oklahoma (OK) 73102

Contact: Doug Sorocco
Phone: 405.445.6243
Email: dsorocco@dunlapcodding.com
Website: dunlapcodding.com

Fogg Law Firm

421 South Rock Island
El Reno, Oklahoma (OK) 73036

Contact: Richard M. Fogg
Phone: 405.445.6271
Email: richard@fogglawfirm.com
Website: fogglawfirm.com

The Handley Law Center

111 South Rock Island
P.O. Box 310
El Reno, Oklahoma (OK) 73036

Contact: Fletcher D. Handley, Jr.
Phone: 405.494.8621
Email: fdh@handleylaw.com
Website: handleylaw.com

PDI

PBLI

PBLI

PPII

PPII

PBLI

Ohio

Ohio

Oklahoma

Oklahoma

Oklahoma

Law Offices of Thomas J. Wagner, LLC

8 Penn Center, 6th Floor
1628 John F. Kennedy Boulevard
Philadelphia, Pennsylvania (PA) 19103

Contact: Thomas J. Wagner
Phone: 215.600.2322
Email: tjwagner@wagnerlaw.net
Website: wagnerlaw.net

Summers, McDonnell, Hudock & Guthrie, P. C.

945 East Park Drive
Suite 201
Harrisburg, Pennsylvania (PA) 17111

Contact: Kevin Rausch
Phone: 717.901.5916
Email: krauch@summersmcdonnell.com
Website: summersmcdonnell.com

Summers, McDonnell, Hudock & Guthrie, P. C.

707 Grant Street
Gulf Tower, Suite 2400
Pittsburgh, Pennsylvania (PA) 15219

Contact: Stephen Summers
Phone: 412.261.3232
Email: ssummers@summersmcdonnell.com
Website: summersmcdonnell.com

Collins & Lacy, P.C.

1330 Lady Street, Sixth Floor
Columbia, South Carolina (SC) 29201

Contact: Christian Stegmaier
Phone: 803.381.9933
Email: cstegmaier@collinsandlacy.com
Website: collinsandlacy.com

PDI

PDI

PDI

PDI

Pennsylvania

Pennsylvania

Pennsylvania

South Carolina

James, Potts & Wulfers, Inc.

2600 Mid-Continent Tower
401 South Boston Avenue
Tulsa, Oklahoma (OK) 74103

Contact: David W. Wulfers
Phone: 918.770.0197
Email: dwulf@jpwlaw.com
Website: jpwlaw.com

Smiling, Smiling & Burgess

Bradford Place, Suite 300
9175 South Yale Avenue
Tulsa, Oklahoma (OK) 74137

Contact: A. Mark Smiling
Phone: 918.921.1100
Email: msmiling@smilinglaw.com
Website: smilinglaw.com

Haglund Kelley, LLP

200 Southwest Market Street, Suite 1777
Portland, Oregon (OR) 97201

Contact: Michael E. Haglund
Phone: 503.419.9288
Email: mhaglund@hk-law.com
Website: hk-law.com

Earp Cohn P.C.

123 South Broad Street, Suite 1030
Philadelphia, Pennsylvania (PA) 19109

Contact: Richard B. Cohn
Phone: 215.600.2293
Email: rbcohn@earpcohn.com
Website: earpcohn.com

PBLI

PDI

PBLI

PPIIPBLI

Oklahoma

Oklahoma

Oregon

Pennsylvania

Rothman Gordon

Third Floor, Grant Building
310 Grant Street
Pittsburgh, Pennsylvania (PA) 15219

Contact: William Lestitian
Phone: 412.564.2787
Email: welestitian@rothmangordon.com
Website: rothmangordon.com

PBLIPennsylvania

 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)

Roe Cassidy Coates & Price, P.A.

1052 North Church Street
P. O. Box 10529
Greenville, South Carolina (SC) 29603

Contact: Pete Roe
Phone: 864.607.9649
Email: proe@roecassidy.com
Website: roecassidy.com

PDIPBLISouth Carolina
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Kinnard, Clayton & Beveridge

127 Woodmont Boulevard
Nashville, Tennessee (TN) 37205

Contact: Randall Kinnard
Phone: 615.997.1197
Email: rkinnard@kcbattys.com 
Website: kinnardclaytonandbeveridge.com

Spicer Rudstrom PLLC

Pembroke Square
119 South Main, Suite 700
Memphis, Tennessee (TN) 38103

Contact: Newton Anderson
Phone: 901.495.2995
Email: sna@spicerfirm.com
Website: spicerfirm.com

Spicer Rudstrom PLLC

414 Union Street, Bank of America Tower
Suite 1700
Nashville, Tennessee (TN) 37219

Contact: Marc Dedman
Phone: 615.823.6137
Email: mod@spicerfirm.com
Website: spicerfirm.com

Atchley, Russell, Waldrop & Hlavinka, L.L.P.

1710 Moores Lane
P.O. Box 5517
Texarkana, Texas (TX) 75505

Contact: Alan Harrel
Phone: 903.255.7079
Email: aharrel@arwhlaw.com
Website: arwhlaw.com

PPII

PDI

PDI

PDI

PBLI

PBLI

Tennessee

Tennessee

Tennessee

Texas
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 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)

Spicer Rudstrom PLLC

537 Market Street, Suite 203
Chattanooga, Tennessee (TN) 37402

Contact: Robert J. Uhorchuk
Phone: 423.635.7141
Email: rju@spicerfirm.com
Website: spicerfirm.com

PDITennessee

Donato, Minx, Brown & Pool, P.C.

3200 Southwest Freeway, Suite 2300
Houston, Texas (TX) 77027

Contact: Robert D. Brown
Phone: 713.877.1112
Email: bbrown@donatominxbrown.com
Website: donatominxbrown.com

Downs ♦ Stanford, P.C.

2001 Bryan Street, Suite 4000
Dallas, Texas (TX) 75201

Contact: Jay R. Downs
Phone: 214.572.2254
Email: jdowns@downsstanford.com
Website: downsstanford.com

PDI

PDI

Texas

Texas

Moses, Palmer & Howell, L.L.P.

309 West 7th Street, Suite 815
Fort Worth, Texas (TX) 76102

Contact: David A. Palmer
Phone: 817.458.3535
Email: dpalmer@mph-law.com
Website: mph-law.com

O’Donnell, Ferebee & Frazer, P.C.

Two Hughes Landing
1790 Hughes Landing Boulevard, Suite 550
The Woodlands, Texas (TX) 77380

Contact: Jason L. Frazer
Phone: 281.617.1170
Email: jfrazer@ofmflaw.com
Website: ofmflaw.com

PBLI

PBLI

Texas

Texas

Shaw Cowart LLP

1609 Shoal Creek Boulevard
Austin, Texas (TX) 78701

Contact: Ethan Shaw
Phone: 512.598.0264
Email: elshaw@shawcowart.com
Website: shawcowart.com

Thornton, Biechlin, Reynolds & Guerra, L.C.

418 East Dove Avenue
McAllen, Texas (TX) 78504

Contact: Tim K. Singley
Phone: 956.616.4221
Email: tsingley@thorntonfirm.com
Website: thorntonfirm.com

PPII

PDI

Texas

Texas

Thornton, Biechlin, Reynolds & Guerra, L.C.

Fifth Floor One International Centre
100 N.E. Loop 410
San Antonio, Texas (TX) 78216

Contact: Richard J. Reynolds, III
Phone: 210.468.1901
Email: rreynolds@thorntonfirm.com
Website: thorntonfirm.com

PDITexas

Prince Yeates

15 West South Temple, Suite 1700
Salt Lake City, Utah (UT) 84101

Contact: Thomas R. Barton
Phone: 801.416.2119
Email: tbarton@princeyeates.com 
Website: princeyeates.com

PBLIUtah

Magleby Cataxinos & Greenwood

170 South Main Street, Suite 1100
Salt Lake City, Utah (UT) 84101

Contact: Donald J. Winder
Phone: 801.416.2429
Email: winder@mcgiplaw.com
Website: mcgiplaw.com

PDIPPIIUtah

Rosen Hagood

151 Meeting Street, Suite 400
P. O. Box 893
Charleston, South Carolina (SC) 29401

Contact: Alice F. Paylor
Phone: 843.737.6550
Email: apaylor@rrhlawfirm.com
Website: rrhlawfirm.com

PDIPPIIPBLISouth Carolina
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Goodman Allen Donnelly

4501 Highwoods Parkway, Suite 210
Glen Allen, Virginia (VA) 23060

Contact: Charles M. Allen
Phone: 804.322.1902
Email: callen@goodmanallen.com
Website: goodmanallen.com

Wharton Aldhizer & Weaver, PLC

100 South Mason Street
P.O. Box 20028 
Harrisonburg, Virginia (VA) 22801

Contact: Tripp Franklin 
Phone: 540.434.0316
Email: hfrankli@wawlaw.com
Website: wawlaw.com

Beresford Booth PLLC

145 3rd Avenue South, Suite 200
Edmonds, Washington (WA) 98020

Contact: David C. Tingstad
Phone: 425.939.2838
Email: davidt@beresfordlaw.com
Website: beresfordlaw.com

PDI

PDI

PBLI

PBLI

PBLI

Virginia

Virginia

Washington

Johnson, Graffe, Keay, Moniz & Wick, LLP

2115 North 30th Street, Suite 101
Tacoma, Washington (WA) 98403

Contact: Christopher Keay
Phone: 253.878.7137
Email: ckeay@jgkmw.com
Website: jgkmw.com

Menzer Law Firm, PLLC

705 2nd Avenue, #800
Seattle, Washington (WA) 98104

Contact: Matthew Menzer
Phone: 206.388.2211
Email: mnm@menzerlawfirm.com
Website: menzerlawfirm.com

Johnson, Graffe, Keay, Moniz & Wick, LLP

925 Fourth Avenue, Suite 2300
Seattle, Washington (WA) 98104

Contact: John Graffe
Phone: 206.681.9872
Email: johng@jgkmw.com
Website: jgkmw.com

The Masters Law Firm, L.C.

181 Summers Street
Charleston, West Virginia (WV) 25301

Contact: Marvin W. Masters
Phone: 304.982.7501
Email: mwm@themasterslawfirm.com
Website: themasterslawfirm.com

PDI

PPII

PDI PPII

Washington

Washington

Washington West Virginia

Kohner, Mann & Kailas, S.C.

Washington Building, Barnabas Business Center
4650 North Port Washington Road
Milwaukee, Wisconsin (WI) 53212

Contact: Steve Kailas 
Phone: 414.255.3659
Email: skailas@kmksc.com
Website: kmksc.com

Gary L. Shockey, PC

P.O. Box 10773
Jackson, Wyoming (WY) 83002

Contact: Gary Shockey
Phone: 307.200.2206
Email: gary@garyshockeylaw.com
Website: garyshockeylaw.com

PBLI

PPII

Wisconsin

Wyoming

 Primerus Business Law Institute (PBLI)      Primerus Defense Institute (PDI)      Primerus Personal Injury Institute (PPII)
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Greenspoon Bellemare

Scotia Tower
1002 Sherbrooke Street West, Suite 1900
Montreal, Quebec (QC) H3A 3L6
Canada

Contact: Howard Greenspoon
Phone: 514.499.9400
Email: hgreenspoon@gplegal.com
Website: gblegal.ca

Houser Henry & Syron LLP

Suite 2701, 145 King Street West
Toronto, Ontario (ON) M5H 1J8
Canada

Contact: Michael R. Henry
Phone: 647.694.1180
Email: mhenry@houserhenry.com
Website: houserhenry.com

Pullan Kammerloch Frohlinger Lawyers

300 - 240 Kennedy Street
Winnipeg, Manitoba (MB) R3C 1T1
Canada

Contact: Thomas G. Frohlinger
Phone: 204.813.4149
Email: tfrohlinger@pkflawyers.com
Website: pkflawyers.com

Koffman Kalef LLP

19th Floor, 885 West Georgia Street
Vancouver, British Columbia (BC) V6C 3H4
Canada

Contact: Jim Alam
Phone: 604.800.0570
Email: jja@kkbl.com
Website: kkbl.com

PBLI

PBLI

PBLI

PBLI

Quebec, Canada

Ontario, Canada

Manitoba, Canada

British Columbia, Canada
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 Primerus Business Law Institute (PBLI)  

Estrella, LLC

150 Tetuan Street
San Juan, Puerto Rico 00901

Contact: Alberto G. Estrella
Phone: 787.977.5050
Email: agestrella@estrellallc.com
Website: estrellallc.com

PBLIPuerto Rico

Cacheaux Cavazos & Newton

Edificio Centura, Blvd. Agua Caliente
No. 10611-1001
Tijuana, Baja California, Mexico C.P. 22420

Contact: Felipe Chapula
Phone: +52 664 634 7790
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Ignacio Herrera y Cairo 2835 Piso 3
Fracc. Terranova
Guadalajara, Jalisco, Mexico C.P. 44689

Contact: Edmundo Elias-Fernandez
Phone: +52 33 2003 0737
Email: eelias@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Honduras No. 144 Altos
Colonia Modelo
Matamoros, Tamaulipas, Mexico C.P. 87360

Contact: Felipe Chapula
Phone: +52 868 816 5818
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Boulevard Centro Sur No 98 oficina 101
Colonia Colinas del Cimatario
Queretaro Queretaro C.P. 76090

Contact: Felipe Chapula
Phone: +52 442 262 03 16
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Avenida Tecamachalco No. 14-502
Colonia Lomas de Chapultepec
Mexico City, Mexico C.P. 11010

Contact: Felipe Chapula
Phone: +52 55 5093 9700
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Boulevard Los Leones, Suite 318
Colonia Los Leones
Reynosa, Tamaulipas, Mexico C.P. 88690

Contact: Felipe Chapula
Phone: +52 899 923 9940
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Edificio VAO 2 David Alfaro Siqueiros No. 104
Int. 1505 Colonia Valle Oriente
San Pedro Garza Garcia, Nueva Leon
Mexico C.P. 66269

Contact: Jorge Ojeda
Phone: +52 81 8363 9099 
Email: jojeda@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Boulevard Tomas Fernandez No. 7930
Edificio A, Suite 20
Ciudad Juarez, Chihuahua, Mexico C.P. 32460

Contact: Felipe Chapula
Phone: +52 656 648 7127
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

PBLI

PBLI

PBLI

PBLI

PBLI

PBLI

PBLI

PBLI

Mexico

Mexico

Mexico

Mexico

Mexico

Mexico

Mexico

Mexico
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Oljato, Monument Valley, Utah
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ORYS Law

Wolvengracht 38 bus 2
Brussels, Belgium 1000

Contact: Koen De Puydt
Phone: +32 2 410 10 66
Email: koen.depuydt@orys.be
Website: orys.be

Lansky, Ganzger + partner

Biberstrasse 5 
Vienna, Austria 1010

Contact: Ronald Frankl
Phone: +43 1 533 33 30 0
Email: frankl@lansky.at
Website: lansky.at

1961 Abogados y Economistas

Mestre Nicolau 19, 2ª planta
Barcelona, Spain 08021

Contact: Carlos Jiménez
Phone: +34 933 663 990 
Email: cjb@1961bcn.com
Website: 1961bcn.com

Danailov, Drenski, Nedelchev & Co./	
Lex Locus

98A, Knyaz Boris I, Str.
Sofia, Bulgaria 1000

Contact: Bogdan Drenski
Phone: +359 2 954 9991
Email: drenski@lexlocus.com
Website: lexlocus.com

Vukmir & Associates

Gramaca 2L
Zagreb, Croatia 10000

Contact: Tomislav Pedišić
Phone: +385 1 376 0511
Email: tomislav.pedisic@vukmir.net
Website: vukmir.net

Koenig & Partners

Amaliegade 22
Copenhagen, Denmark 1256

Contact: Niels Thestrup
Phone: +45 3370 2000
Email: nt@danlaw.dk
Website: danlaw.dk

Vatier & Associés

25 avenue George V
Paris, France 75008

Contact: Pascal Lê Dai
Phone: +33 1 53 43 15 55
Email: p.ledai@vatier-associes.com
Website: vatier-associes.com

Broedermann Jahn

ABC - Strasse 15
Hamburg, Germany 20354

Contact: Prof. Dr. Eckart Broedermann
Phone: +49 40 37 09 05 0
Email: eckart.broedermann@german-law.com
Website: german-law.com

WINHELLER Attorneys at Law & 	
Tax Advisors

Tower 185
Friedrich-Ebert-Anlage 35-37
Frankfurt am Main, Germany D-60327

Contact: Stefan Winheller
Phone: +49 69 76 75 77 80
Email: s.winheller@winheller.com
Website: winheller.com

Füsthy & Mányai Law Office

Lajos u. 74-76
Budapest, Hungary H-1036

Contact: Dr. Zsolt Füsthy
Phone: +36 1 454 1766
Email: zfusthy@fusthylawoffice.hu
Website: fusthylawoffice.hu

FDL Studio legale e tributario

Piazza Borromeo, 12
Milan, Italy 20123

Contact: Giuseppe Cattani
Phone: +39 02 72 14 921 
Email: g.cattani@fdl-lex.it
Website: fdl-lex.it

Njoroge Regeru & Company

Arbor House, Arboretum Drive
P.O. Box 46971
Nairobi, Kenya 00100 GPO

Contact: Njoroge Regeru
Phone: +254 020 3586592
Email: njoroge@njorogeregeru.com
Website: njorogeregeru.com

Hance Law

3A Sentier de l’Espérance
Luxembourg L-1474
Luxembourg

Contact: Olivier Hance
Phone: +352 274 404 
Email: olivier.hance@hance-law.com
Website: hance-law.com

Russell Advocaten B.V.

Reimersbeek 2
Amsterdam, Netherlands 1082 AG

Contact: Reinier Russell
Phone: +31 20 301 55 55
Email: reinier.russell@russell.nl
Website: russell.nl

Giwa-Osagie & Company

4, Lalupon Close, Off Keffi Street S.W. Ikoyi
P.O. Box 51057, Ikoyi 
Lagos, Nigeria 

Contact: Osayaba Giwa-Osagie
Phone: +234 1 2707433
Email: giwa-osagie@giwa-osagie.com
Website: giwa-osagie.com
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Dr. Frühbeck Abogados S.L.P.

Marqués del Riscal, 11, 5°
Madrid, Spain 28010

Contact: Dr. Guillermo Frühbeck Olmedo
Phone: +34 91 700 43 50
Email: madrid@fruhbeck.com
Website: fruhbeck.com

Yamaner & Yamaner Law Office

Cumhuriyet Street, Gezi Apt. No:9 Floor:5
Istanbul 34437
Turkey

Contact: Cihan Yamaner
Phone: +90 212 238 10 65
Email: cihanyamaner@yamaner.av.tr 
Website: yamaner.av.tr

Dallas & Co Solicitors

Offices 39 & 40, 32 Bell Street
Henley-on-Thames
Oxon, United Kingdom RG9 2BH

Contact: Irene Dallas
Phone: +44 118 9767500
Email: irene@dallasandcosolicitors.com
Website: dallasandcosolicitors.com

Marriott Harrison LLP

Staple Court
11 Staple Inn
London, United Kingdom WC1V 7QH

Contact: Jonathan Pearce
Phone: +44 20 7209 2000
Email: jonathan.pearce@marriottharrison.co.uk
Website: marriottharrison.co.uk
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Badeni, Cantilo, Laplacette & Carricart

Reconquista 609, Floor 8
Buenos Aires, Argentina C1003ABM

Contact: Mariano E. Carricart
Phone: +54 011 4515 4800
Email: m.carricart@bclc.com.ar
Website: bclc.com.ar

Cacheaux Cavazos & Newton

Ignacio Herrera y Cairo 2835 Piso 3
Fracc. Terranova
Guadalajara, Jalisco, Mexico C.P. 44689

Contact: Edmundo Elias-Fernandez
Phone: +52 33 2003 0737
Email: eelias@ccn-law.com.mx
Website: ccn-law.com

Quijano & Associates

56 Daly Street
Belize City, Belize

Contact: Julio A. Quijano Berbey
Phone: +501 223 0486
Email: belize@quijano.com
Website: quijano.com

Barcellos Tucunduva Advogados

Av. Juscelino Kubitschek, 1.726 – 4º andar
Vila Nova Conceição
São Paulo/SP - Brasil
CEP 04543-000

Contact: José Luis Leite Doles
Phone: +55 11 3069 9080
Email: jdoles@btlaw.com.br
Website: btlaw.com.br

Quijano & Associates

Wickhams Cay II, Clarence Old Thomas Building
P.O. Box 3159
Road Town, Tortola, British Virgin Islands 

Contact: Julio A. Quijano Berbey
Phone: +284 494 3638
Email: quijano@quijano.com
Website: quijano.com

Diamond Law Attorneys

Suite 5-101 Governor’s Square
23 West Bay Road, Box 2887
George Town, Grand Cayman, Cayman Islands 
KY1-1112

Contact: Stuart Diamond
Phone: +1 345 746 3529
Email: stuart@diamondlaw.ky 
Website: diamondlaw.ky 

Garcia Magliona y Cía. Abogados

La Bolsa 81, 6th Floor
Santiago, Chile 

Contact: Claudio Magliona
Phone: +56 2 2377 9449
Email: cmagliona@garciamagliona.cl
Website: garciamagliona.cl

Pinilla González & Prieto Abogados

Av Calle 72 No. 6-30 pisos 9 y 14
Bogota, Colombia 

Contact: Felipe Pinilla
Phone: +57 1 210 10 00
Email: fpinilla@pgplegal.com
Website: pgplegal.com

Guardia Montes & Asociados

Ofiplaza del este, edificio C, 2nd floor
P.O. 7-3410-1000
San Jose, Costa Rica 

Contact: Luis Montes
Phone: +506 2280 1718
Email: lmontes@guardiamontes.com
Website: guardiamontes.com

Dr. Frühbeck Abogados S.L.P.

5ta. Ave No.4002 esq. 40. Playa Miramar
Havana, Cuba 

Contacts: Dr. Guillermo Frühbeck Olmedo
Phone: +537 204 5126
Email: madrid@fruhbeck.com 
Website: fruhbeck.com

Cacheaux Cavazos & Newton

Honduras No. 144 Altos
Colonia Modelo
Matamoros, Tamaulipas, Mexico C.P. 87360

Contact: Felipe Chapula
Phone: +52 868 816 5818
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Sanchez & Salegna

Ave. Roberto Pastoriza 420
Torre Da Vinci, piso 10
Piantini
Santo Domingo, Dominican Republic 10149

Contact: Amado Sánchez
Phone: 809.542.2424
Email: asanchez@sys.do
Website: sys.do

Ulloa & Asociados

Edif. Centro Morazán, Torre 1, #1217/18 Blvd. 
Morazán, frente al Centro Comercial El Dorado
Tegucigalpa, Honduras

Contact: Marielena Pineda
Phone: +504 2221 3422
Email: marielena.ulloa@ulloayasociados.com
Website: ulloayasociados.com

Ulloa & Asociados

Col. El Pedregal, 21 avenida
21 y 22 calle N.O. #PH-A
San Pedro Sula Cortés, Honduras 21104

Contact: Marielena Pineda
Phone: +504 2516 1133
Email: marielena.ulloa@ulloayasociados.com
Website: ulloayasociados.com

Cacheaux Cavazos & Newton

Boulevard Tomas Fernandez No. 7930
Edificio A, Suite 20
Ciudad Juarez, Chihuahua, Mexico C.P. 32460

Contact: Felipe Chapula
Phone: +52 656 648 7127
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com
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Cacheaux Cavazos & Newton

Edificio Centura, Blvd. Agua Caliente
No. 10611-1001
Tijuana, Baja California, Mexico C.P. 22420

Contact: Felipe Chapula
Phone: +52 664 634 7790
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Quijano & Associates

Salduba Building, 3rd Floor
East 53rd Street, Urbanización Marbella
Panama City, Panama 

Contact: Julio A. Quijano Berbey
Phone: +507 269 2641
Email: quijano@quijano.com
Website: quijano.com

Llona & Bustamante Abogados

Francisco Masías 370 piso 7
San Isidro, Lima, Peru

Contact: Juan Prado Bustamante
Phone: +511 418 4860
Email: jprado@ellb.com.pe
Website: ellb.com.pe

Estrella, LLC

150 Tetuan Street
San Juan, Puerto Rico 00901

Contact: Alberto G. Estrella
Phone: 787.977.5050
Email: agestrella@estrellallc.com
Website: estrellallc.com

Cacheaux Cavazos & Newton

Boulevard Centro Sur No 98 oficina 101
Colonia Colinas del Cimatario
Queretaro, Queretaro C.P. 76090

Contact: Felipe Chapula
Phone: +52 442 262 03 16
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Avenida Tecamachalco No. 14-502
Colonia Lomas de Chapultepec
Mexico City, Mexico C.P. 11010

Contact: Felipe Chapula
Phone: +52 55 5093 9700
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Boulevard Los Leones, Suite 318
Colonia Los Leones
Reynosa, Tamaulipas, Mexico C.P. 88690

Contact: Felipe Chapula
Phone: +52 899 923 9940
Email: fchapula@ccn-law.com.mx
Website: ccn-law.com

Cacheaux Cavazos & Newton

Edificio VAO 2 David Alfaro Siqueiros No. 104
Int. 1505 Colonia Valle Oriente
San Pedro Garza Garcia, Nueva Leon
Mexico C.P. 66269

Contact: Jorge Ojeda
Phone: +52 81 8363 9099 
Email: jojeda@ccn-law.com.mx
Website: ccn-law.com
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Carroll & O’Dea Lawyers

Level 18, St James Centre
111 Elizabeth Street
Sydney, New South Wales, Australia 2000

Contact: Selwyn Black
Phone: +61 2 9291 7100
Email: sblack@codea.com.au
Website: codea.com.au

HHG Legal Group

Level 1
16 Parliament Place
West Perth, Western Australia, Australia 6005

Contact: Simon Creek
Phone: +61 8 9322 1966
Email: simon.creek@hhg.com.au
Website: hhg.com.au

Hengtai Law Offices

Cloud Nine Plaza, Suites 1103-1105
1118 West YanAn Road
Shanghai, China 200052

Contact: Edward Sun
Phone: +86 21 6226 2625
Email: edward.sun@hengtai-law.com
Website: hengtai-law.com

HJM Asia Law & Co LLC

B-1002, R&F Full Square Plaza No. 16, 	
Ma Chang Road
ZhuJiang New City Tianhe District
Guangzhou, Guangdong, China 510623

Contact: Caroline Berube
Phone: +8620 8121 6605
Email: cberube@hjmasialaw.com
Website: hjmasialaw.com

ONC Lawyers

19th Floor, Three Exchange Square
8 Connaught Place, Central
Hong Kong (SAR)

Contact: Ludwig Ng
Phone: +852 2810 1212
Email: ludwig.ng@onc.hk
Website: onc.hk

J. Lee & Associates

A-16-13, Tower A
No.5 Jalan Bangsar Utama 1
Kuala Lumpur, Malaysia 59000

Contact: Johan Lee
Phone: +60 3 2288 1699
Email: jlee@jlee-associates.com
Website: jlee-associates.com

HJM Asia Law & Co LLC

49, Kim Yam Road
Singapore, Singapore 239353

Contact: Caroline Berube
Phone: +65 6755 9019
Email: cberube@hjmasialaw.com
Website: hjmasialaw.com

Hanol Law Offices

17th and 19th Floor, City Air Tower
159-9 Samsung-Dong, Kangnam-Ku
Seoul, South Korea 135-973

Contact: Yun-Jae Baek
Phone: +82 2 6004 2500
Email: yjbaek@hanollaw.com
Website: hanollaw.com

Formosan Brothers

8F, No. 376 Section 4, Jen-Ai Road
Taipei, Taiwan 10693

Contact: Li-Pu Lee
Phone: +886 2 2705 8086
Email: lipolee@mail.fblaw.com.tw
Website: fblaw.com.tw
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Episcopal churches in Greenville – and the 
community at large. Volunteers come from 
the churches, as well as community groups 
and businesses.  
	 Roe Cassidy Coates & Price first 
became involved through Smith’s father, 
who volunteered on the first Saturday of 
every month. Smith, Cassidy and Price 
joined him. They then learned that there 
was a gap in volunteers every fifth Saturday 
of 	 the month.

Every Saturday morning at 

7:30 a.m., between 40 and 

80 hungry people file through 

the doors of St. Andrews 

Episcopal Church in Greenville, 

South Carolina, and load their 

plates with eggs, ham, biscuits 

and grits.   

	 Though they are not affiliated with 
the church, volunteers from Primerus 
member firm Roe Cassidy Coates & Price 
in Greenville are often among those serving 
the guests. Firm attorneys Josh Smith, James 
Cassidy and Clark Price are part of the 
volunteer team every first Saturday of the 
month. During months with a fifth Saturday, 
Roe Cassidy attorneys and employees make 
and serve the meal. 
	 The guests for the traditional Southern 
breakfast include homeless, working poor 
and others who don’t have enough to eat. 
	 Smith said he comes away from the 
experience with renewed gratitude and 
perspective on the struggles of life. 
	 “We have stressful jobs, but at the end 
of the day we go home, and we don’t ever 
worry about where the next meal is coming 
from,” Smith said. “It will keep all the 
stress you have in perspective. That’s the 
universal thing I hear from everyone [who 
volunteers].”
	 The program, called Feed Thy 
Neighbor, was founded in 2010 and has 
grown to become a cooperative effort of the 

	 “We thought we could do this together 
as a firm,” Smith said. 
	 Attorneys, paralegals and other staff 
members took on the project, which 
includes purchasing the food, preparing the 
meal, serving the guests and cleaning up.  
	 The effort fits with the firm’s mission 	
to improve the community around them. 
	 “The need is always out there,” 		
Smith said. 

Pr imerus Community  Serv ice

Roe Cassidy ‘Feeds Thy Neighbor’

Clark Price of Roe Cassidy Coates & Price prepares breakfast.
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171 Monroe Avenue NW, Suite 750 
Grand Rapids, Michigan 49503
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2017 and 2018 Calendar of Events

Scan to learn more 

about Primerus.

October 4-7, 2017
Primerus Global Conference
	 Vancouver, Canada 

October 15-18, 2017
Association of Corporate Counsel Annual Meeting
	 Washington, DC 
	 Primerus will be a corporate sponsor.

November 9-10, 2017
Primerus Defense Institute Insurance Coverage and 		

Bad Faith Seminar
	 New York, New York

January 24, 2018 
Primerus Europe, Middle East & Africa/Association of 		

Corporate Counsel Europe Seminar  
	 London, United Kingdom

February 22-23, 2018
Primerus Defense Institute Transportation Seminar 
	 Las Vegas, Nevada

February 21-24, 2018
Primerus Plaintiff Personal Injury Institute Winter Conference  
	 Sedona, Arizona

March 7-9, 2018
Primerus Young Lawyers Section Conference  
	 Charleston, South Carolina

March 21-22 , 2018
Primerus Latin America & Caribbean Institute/Association of 

Corporate Counsel Argentina Seminar   
	 Buenos Aires, Argentina

April 26-29, 2018
Primerus Defense Institute Convocation 
	 Scottsdale, Arizona 

May 3-5, 2018
Primerus Business Law Institute International Convocation 
	 Miami, Florida

May 20-22, 2018
Association of Corporate Counsel Europe Annual Meeting 
	 Paris, France 
	 Primerus will be a sponsor.

There are other events for 2017-18 still being planned which do not appear on this 
list. For updates please visit the Primerus events calendar at primerus.com/events. 

For additional information, please contact Chad Sluss, Senior Vice President of 
Services, at 800.968.2211 or csluss@primerus.com.


